Deployment Date: 11/29/2018

Hot Fix: DeltekCostpoint711FrameworkUpdate047 exe
Framework/External Tools/INTGR

Deltek Defect Tracking Number:

916954

Issues Resolved:

Description: The new Validate command has been added to the Integration Console, enabling you to validate saved Web Semvice data
schema against current metadata.

Customers Impacted: This enhancement affects Costpoint 7.1.1 Integration Console users.
Workaround Before Fix: None.

Additional Notes: Csbatools jar and dbwizard jar are required.

Files Updated:

csbatools jar 8409 KB 11/13/2018 4:24pm

dbwizard jar 8409 KB 11/13/2018 4:24pm

Framework/External Tools/ICPLOGGER

Deltek Defect Tracking Number:

1012339

Issues Resolved:

Description: CPLOGGER is updated to handle messages larger than 4 MB.
Customers Impacted: This enhancement affects all Costpoint 7.1.1 users.
Workaround Before Fix: None.

Additional Notes: CPLogger jar is required.

Files Updated:

CPLogger.jar 21 KB 11/13/2018 4:17pm

cpl11_sys_047.zip

Framework/External Tools/IXTDESIGNER

Deltek Defect Tracking Number:

1015991

Issues Resolved:

Description: The "Do Word Wrap For Motes™ option is added to the Preferences dialog in the Extensibility Console.
Customers Impacted: This enhancement affects Costpoint 7.1.1 users who use the Extensibility Console.
Workaround Before Fix: None.

Additional Notes: Csbatools jar is required.

Files Updated:

csbatools jar 8409 KB 11/13/2018 4:24pm

Framework/External Tools/SecurityProvider



Deltek Defect Tracking Number:

1016766

Issues Resolved:

Description: Costpoint is updated to support the W3C Standard FIDO APl 2.0 security provider.
Customers Impacted: This enhancement affects all Costpoint 7.1.1 users.

Workaround Before Fix: None.

Additional Notes: The following files are required:

« PATCHT164
&« CPWebSecurityProviders jar

¢ Cbor-0.8 jar

o Cpiii_sys_047 zip
Files Updated:
CPWebSecurityProviders_jar 322 KB 11/13/2018 4:23pm
chor-0.8_jar 70 KB 10/22/2018 10:22am
cpf11_sys_047.zip
Patch7164.sq]
Custom Programs Affected:

Sometimes a hot fix can cause custom programs and reports to stop working as expected. Before applying this hot fix, consider whether you
have any custom programs or reports in the application area affected by the hot fix. if so, contact Deltek support at
https:{/deltel.custhelp.com before you install the hot fix.

To Download the Hot Fix:

From Internet Explorer, go to https://dsm.deltek.com.

Click Run Deltek Software Manager.

Log in using your Deltek Customer Care Connect credentials.

In the left pane of the Deltek Software Manager, expand your Deltek product.
Expand the Hotfix folder for your product, and select the hotfix to download.
Click Download at the bottom of the screen.
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More Information:

If you have any questions, please contact Deltek support at https-//deltek custhelp.com.
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