Deployment Date: 4/25/2019

Hot Fix: DeltekCostpoint711FrameworkUpdate052.exe; cp711_sys_052.zip
Framework

Deltek Defect Tracking Number:

1094258

Issues Resolved:

Description: During Two-Factor Authentification (2FA), an invalid JSON response occurred in mobile touch.
Customers Impacted: Mot applicable.

Workaround Before Fix: Not applicable.

Additional Notes: CPWebSecurityProviders _jar is required.

Files Updated:

CPWebSecurityProviders.jar 341 KB 4/10/2019 4:14pm

cpl11_sys_052.zip

Framework/External Tools/SecurityProvider
Deltek Defect Tracking Number:

1061717

Issues Resolved:

Description: Customers who use F5 BigHP APM SAML 1dP could not do SAML Single Sign-On from the Costpoint login page. Costpoint is
updated to support F5 Big-IP APM SAML IdP and SAML 2.0 SP initiate sign-in protocal.

Customers Impacted: All who use F5 Big-IP APM SAML IdP.

Woeorkaround Before Fix: Login through F5 Big-P APM IdP portal only (not from the Costpoint login page).
Additional Notes: CPWebSecurityProviders jar, cp711_sys_052.zip, and csbatools.jar are required.

Files Updated:

CPWebSecurityProviders.jar 341 KB 4/10/2019 4:14pm

csbatools.jar 8446 KB 4/10/2019 4:03am

cpf11_sys_052.zip

Framework/External ToolsIDBWIZARD

Deltek Defect Tracking Number:

1086970

Issues Resolved:

Description: A system name is added to the log file headers for the Deploy Extensions and Rebuild Link Views processes in the DB Wizard.
Customers Impacted: All Costpoint 7.1.1 users.

Workaround Before Fix: None.

Additional Notes: Dbwizard.jar and csbatools.jar are required.

Files Updated:

dbwizard.jar 8446 KB 4/10/2019 4:03am

csbatools_jar 8446 KB 4/10/2019 4:03am



Framework/External Tools/SecurityProvider

Deltek Defect Tracking Number:

1095084

Issues Resolved:

Description: The AD Domain setting was required in the Costpoint Configuration utility. It is now optienal to enter data for this setting.
Customers Impacted: All Costpoint 7.1.1 users who use SAML authentication.

Workaround Before Fix: None.

Additional Notes: The following files are required:

+ CPWebSecurityProviders_jar
+ csbatools jar

Files Updated:

CPWebSecurityProviders.jar 341 KB 4/10/2019 4:14pm
csbatools_jar 8446 KB 4/10/2019 4:03am
cpf11_sys_052.zip

Custom Programs Affected:

Sometimes a hot fix can cause custom programs and reports to stop working as expected. Before applying this hot fix, consider whether you
have any custom programs or reports in the application area affected by the hot fix. if so, contact Deltek support at
https:{/deltel.custhelp.com before you install the hot fix.

To Download the Hot Fix:

From Internet Explorer, go to https://dsm.deltek.com.

Click Run Deltek Software Manager.

Log in using your Deltek Customer Care Connect credentials.

In the left pane of the Deltek Software Manager, expand your Deltek product.
Expand the Hotfix folder for your product, and select the hotfix to download.
Click Download at the bottom of the screen.
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More Information:

If you have any questions, please contact Deltek support at https-//deltek custhelp.com.
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https://dsm.deltek.com/
https://deltek.custhelp.com/

