Deployment Date: 1/25/2019

Hot Fix: DeltekCostpoint711FrameworkUpdate049.exe; cp711_sys_049.zip
Framework

Deltek Defect Tracking Number:

1043988

Issues Resolved:

Description: The Costpoint product configuration has incomplete references to work managers that are not defined. This issue causes a
warning message to display in log files.

Customers Impacted: This issue affects all Costpoint 7.1.1 users.
Workaround Before Fix: None.
Additional Notes: The following files are required:

& asyncprcmsgejb. jar

+ cpwwsgenericmodulesecws._jar

+ cpwwsgenericmodulews_jar

+ dedicatedjobmessageejbl.jar

+ dedicatedjobmessageejbZ.jar

+ dedicatedjobmessageejb3.jar

+ dedicatedjobmessageejbd jar

+ dedicatedjobmessageejb5 jar

+ dedicatedjobmessageejb6.jar

+ dedicatedjobmessageejb? jar

+ dedicatedjobmessageejb8.jar

+ dedicatedjobmessageejb9.jar

& dedicatedjobmessageejb10._jar

+ jobmessageejb. jar

+ sessionmasterejb jar
Files Updated:
asyncprcmsgejb jar 4 KB 1/05/2019 1:59pm
cpwwsgenericmodulesecws jar 21 KB 12/19/2018 7-46am
cpwwsgenericmodulews. jar 21 KB 12/19/2018 7:46am
dedicatedjobmessageejbl.jar 6 KB 1/05/2019 1:59pm
dedicatedjobmessageejb2._jar 6 KB 1/05/2019 1:59pm
dedicatedjobmessageejb3.jar 6 KB 1/05/2015 2:00pm
dedicatedjobmessageejbd._jar 6 KB 1/05/2015 2:00pm
dedicatedjobmessageejb5._jar 6 KB 1/05/2019 2:00pm
dedicatedjobmessageejb6.jar 6 KB 1/05/2019 2:00pm
dedicatedjobmessageejb?_jar 6 KB 1/05/2019 2:00pm
dedicatedjobmessageejb8_jar 6 KB 1/05/2019 2:00pm
dedicatedjobmessageejbd_jar 6 KB 1/05/2019 2:00pm
dedicatedjobmessageejb10 jar 6 KB 1/05/2019 2:00pm
jobmessageejb jar 6 KB 1/05/2019 1:59pm
sessionmasterejb.jar 23 KB 1/05/2019 1:59pm

cpr11_sys_049.zip

Framework/External Tools/SecurityProvider

Deltek Defect Tracking Number:

104R947



Issues Resolved:

Description: Suppoert was added for 2FA and SAML login through the mobile touch application (REST API). This enhancement supports the
future release of the Mobile touch app.

Customers Impacted: This enhancement will affect all users of the future mobile touch application.
Workaround Before Fix: None.
Additional Notes: The following files are required:

+ CPWebSecurityProviders jar
&« Cpi1l_sys 049.zip

Files Updated:
CPWebSecurityProviders.jar 327 KB 1/10/2019 4:13pm

cpl11_sys_049.zip

Framework/External ToolsIDBWIZARD

Deltek Defect Tracking Number:

1048492

Issues Resolved:

Description: In certain conditions DBWizard failed to apply Patch3573.
Customers Impacted: All Costpoint clients.

Workaround Before Fix: None.

Additional Notes:: None.

Files Updated:

dbwizard.jar 8418 KB 1/10/2019 4:14pm

csbatools_jar 8418 KB 1/10/2019 4:14pm

Framework/External Tools/SecurityProvider
Deltek Defect Tracking Number:

1049584

Issues Resolved:

Description: SAML Single Sign-On (SS0) failed when the Reply URL (ACS URL) did not match case with the PathTrim URL set up in the
iisproxy INI file in Internet Information Semvices (I1S).

Customers Impacted: This defect affected Costpoint 7.1.1 users.
Workaround Before Fix: None.

Additional Notes: CPWebSecurityProviders _jar is required.

Files Updated:

CPWebSecurityProviders jar 327 KB 1/10/2019 4:13pm

Framework/External Tools/SecurityProvider
Deltek Defect Tracking Number:

1051135

Issues Resolved:

Descrintion” "New 2FA passcode reauired after” HTTP cookie should have been validated to prevent an attacker from bvoassina 2FA



.
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Customers Impacted: This issue affected Costpoint 7.1.1 users.
Workaround Before Fix: None.

Additional Notes: The following files are required:

&« CPWebSecurityProviders jar
&« cpl11_sys_049.zip

Files Updated:
CPWebSecurityProviders jar 327 KB 1/10/2019 4:13pm

cpl11_sys_049.zip

Framework/External Tools/SecurityProvider
Deltek Defect Tracking Number:

1051174

Issues Resolved:

Description: To collect additional information to track New Ul usage and adoption, the Framework will update the NEW_UI_FL column in the
W_USER_GRP_LIST table, upon login for non-SS0 users.

Customers Impacted: This impacts all Costpoint 7.1.1 users.
Workaround Before Fix: None.
Additional Notes: The following files are required:

&« CPWebSecurityProviders jar

¢ cpl11_sys_049 zip

+ sessionloginejb
Files Updated:
CPWebSecurityProviders jar 327 KB 1/10/2019 4:13pm
sessionloginejb 20 KB 1/05/2019 1:59pm
cpf11_sys_049 zip
Custom Programs Affected:

Sometimes a hot fix can cause custom programs and reports to stop working as expected. Before applying this hot fix, consider whether you
have any custom programs or reports in the application area affected by the hot fix. If so, contact Deltek support at
https://deltek custhelp com before you install the hot fix.

To Download the Hot Fix:

From Internet Explorer, go to https://dsm deltek com.
Click Run Deltek Software Manager.

Log in using your Deltek Customer Care Connect credentials.

In the left pane of the Deltek Software Manager, expand your Deltek product.
Expand the Hotfix folder for your product, and select the hotfix to download.
Click Download at the bottom of the screen.
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More Information:

If you have any questions, please contact Deltek support at https://deltek custhelp.com.


https://deltek.custhelp.com/
https://dsm.deltek.com/
https://deltek.custhelp.com/

