Deployment Date: 6/24/2019
Hot Fix: DeltekCostpoint711FrameworkUpdate054.exe; cp711_sys_054.zip; cp711_patch7173_001.zip
Framework/External Tools/SecurityProvider
Deltek Defect Tracking Number:
1130715
Issues Resolved:
Description: Costpoint is updated to support better security options for FIDO self registration by venfying a temporary pin instead of email.
Customers Impacted: This enhancement affects all Costpoint 7.1.1 users.
Workaround Before Fix: None.
Additional Notes: The following files are required:
+ CPWebSecurityProviders jar
& cpl11_sys_054 zip
« PATCHT173
Files Updated:
CPWebSecurityProviders jar 351 KB 6/10/2019 12:17pm
cp’11_sys_054 zip

Patch7173.sql

OTHERS/SYSTEM ADMINISTRATION/SYMU SR/Maintain Users
Deltek Defect Tracking Number:

1118086

Issues Resolved:

Description: Description: A new FIDO Single Sign On check box is added to the Authentication Combo section on the Manage Users
(SYMUSR) application. Also, the number of default authentication options are expanded in Configure System Settings (SYMSETNG) to
match the authentication options supported in the Manage Users application. You can select the default authentication options if you do not
want to auto-create user accounts. The defaults are now automatically applied in Manage Users when you add a new record.

There is also a new configuration option for how long self-senvice e-mails (capability URLs) can be valid in Configure System Settings under
Corporate Settings.

Customers Impacted: This enhancement affects Costpoint 7.1.1 users.
Workaround Before Fix: Mot applicable.
Additional Notes: The following files are required.
PATCHT1T73

PATCHT172

PATCH3GTTcpT11_symusr_018.zip

Files Updated:

PatchT173.sql

PatchT172 sql

cpl11_symusr_018.zip

System File Dependencies:

cpr11_sys_0584.zip; cp711_patch3677_001.zip

OTHERS/SYSTEM ADMINISTRATION/SYMSETNG/System Settings



Deltek Detect |racking Number:
1120710
lssues Resolved:

Description: The number of default authentication options are expanded in Configure System Settings (SYMSETNG) to match the
authentication options supported in the Manage Users application. You can select the default authentication options if you do not want to
auto-create user accounts. The defaults are now automatically applied in Manage Users when you add a new record.

Customers Impacted: This enhancement affects all Costpoint 7.1.1 users.
Workaround Before Fix: None.
Additional Notes: The following files are required:

« PATCHT1T3
« PATCH3GTT
s cpT11_symsetng_016.zip

Files Updated:

Patch7173.sq]

Patch3677.sql
cpf11_symsetng_016.zip

Other Applications Affected:
SYMSETNG.SYMUSR

System File Dependencies:
cpf11_sys_054 zip
OTHERS/SYSTEM ADMINISTRATION/SYMUSR/Maintain Users
Deltek Defect Tracking Number:
1125903

Issues Resolved:

Description: Costpoint is updated to read new authentication defaults from the Configure System Settings (SYMSETNG) screen when
adding new users.

Customers Impacted: This enhancement affects all users.
Workaround Before Fix: None.

Additional Notes: The following files are required:
PATCHT173

PATCH367T

cp11_symusr_018.zip
PATCHT172

Files Updated:
Patch7173.sq]

Patch3677 sql
cp?11_symusr_018.zip

Qther Applications Affected:
SYMSETNG.SYMUSR
System File Dependencies:

cpl11_sys_054 zip; cp711_patch7172_001.zip

OTHERSIUP/UPMUSRPR/User Preferences

Deltek Defect Tracking Number:



1118085
lssues Resolved:

Description: A new FIDO Single Sign On check box is added to the Authentication Combo section on the Manage Users (SYMUSR)
application. Also, the number of default authentication options are expanded in Configure System Settings (SYMSETNG) to match the
authentication options supported in the Manage Users application. You can select the default authentication options if you do not want to
auto-create user accounts. The defaults are now automatically applied in Manage Users when you add a new record.

There is also a new configuration option for how long self-semvice e-mails (capability URLs) can be valid in Configure System Settings under
Corporate Settings.

Customers Impacted: This enhancement affects Costpoint 7.1.1 users.
Workarcund Before Fix: Not applicable.

Additional Notes: The following files are required:

PATCHT173

PATCHT172

cpf11_upmusrpr_010.zip

Files Updated:

Patch7173.sq]

Patch7172.sq]
cpf11_upmusrpr_010.zip
System File Dependencies:
cpf11_sys_054 zip

Custom Programs Affected:

Sometimes a hot fix can cause custom programs and reports to stop working as expected. Before applying this hot fix, consider whether you
have any custom programs or reports in the application area affected by the hot fix. if so, contact Deltek support at
https://deltek. custhelp.com before you install the hot fix.

To Download the Hot Fix:

From Internet Explorer, go to https://dsm.deltek.com.

Click Run Deltek Software Manager.

Log in using your Deltek Customer Care Connect credentials.

In the left pane of the Deltek Software Manager, expand your Deltek product.
Expand the Hotfix folder for your product, and select the hotfix to download.
Click Download at the bottom of the screen.
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More Information:

If you have any questions, please contact Deltek support at https://deltek. custhelp.com.



https://deltek.custhelp.com/
https://dsm.deltek.com/
https://deltek.custhelp.com/

