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Document Management Installation Guide

Important Information for Users of Previous
Versions of Deltek Vision Document Management

If you are upgrading from an earlier version of Vision, particularly from a 5.x version, note the
following important information.

WSS 2.0 Users

Deltek Vision 5.x and earlier versions supported Windows SharePoint Services 2.0, but Vision 6.x
does not support WSS 2.0. If you have not yet upgraded your Windows SharePoint Services
installation from WSS 2.0 to WSS 3.0, you must upgrade WSS as your first step. Refer to the
Deltek Vision 5.1 Document Management Upgrade Guide for the necessary upgrade steps.

You must upgrade WSS before you implement Deltek Vision 6.1.

Differences between Vision 5.1 and Vision 6.1 Document
Management
The key differences between Vision 5.1 and Vision 6.1 Document Management are the following:

e Unlike Vision 5.1 with Windows SharePoint Services (WSS) 3.0, you cannot install WSS 3.0
to the same Web site as Vision 6.1 when using Windows Server 2008/11S 7.0 or Windows
Server 2008 R2/IIS 7.5.

e During the Vision 6.1 Document Management installation, the WSS 3.0 setup files are
extracted automatically.

When the following dialog box is displayed, click OK to continue the Document Management
installation.

Microsoft Windows SharePoink x|

Files extracted successfully.

e With the Vision 5.1 Document Management installation, you had to configure the ASP .NET
Impersonation ldentity. This installation step is no longer necessary, because the Identity of
the Application Pool performs this function in Vision 6.1. The installation of Vision 6.1 creates
the DeltekVisionAppPool with the local DeltekVision account as the Identity.

Deltek_-:- :



Important Information for Users of Previous Versions of Deltek Vision Document Management

The WSS Service account must be the Application Pool Identity for Vision 6.1 and a domain
account, as shown in the following example dialog boxes:

IIS 6.0 example:

Recyclingl Perfarmance I Health Identity |

—Application poaol identity

Select a security account For this application pool:

" Predefined INetwnrk Service j

&' Configurable

User name: I inettestzk3nidmservacck3tier Browse |

Password: I sesssenns

IIS 7.0 example:

fvanced settings 2
; |B (General) =)
! NET Framework Version v2.0

Enable 32-Bit Applications True

Managed Pipeline Mode Integrated

MName DeltekVisionAppPool

Queue Length 1000

Start Automatically True
=T

Lirnit a

Limit Action MoAction

Limit Interval (minutes) 5

Processor Affinity Enabled False —

Processar Affinity Mask 4294967295

E Process Model
Identity inettest2k3n\dmservacct2tier
Idle Time-out (minutes) 20

%.J  For this account to be the Application Pool Identity, it must be a member of the IS_WPG
group in IS 6.0 and the IIS_IUSRS group in 11S7.0, in addition to being a member of the
local administrators group for Vision.

e The WSS Service account credentials must be specified in Weblink System Settings, as
shown in the following example of the Document Management setup fields.

Docurnent Managernenk

SharePoint Username |inettest2k3n'l,dmservacct3tier |

SharePoint Password | bk |

e The WSS Service account must be granted Logon as a service rights on the Vision 6.1
Web/Application Server for multi-tier Document Management installations, as shown in the
following example of the Local Security Settings setup screens.

g Deltek_-:-
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im Local Security Settings Log on as a service Properties

Eile  Action  Wew Help

== =Y

@ Security Settings
-8 Accourt Policies
B8 Lacal Palicies
©E-8 Aodit Policy
¢ -8 User Rights Assignment
¢ E-8 Security Options
E-[_1] Public Key Policies
[:l Softvare Restriction Policies
@ IP Security Policies on Local Camy

2
Lacal Security Setting | Explait This Setting I

. Logon as azervice

*5.1-5-21-2103952585- 24456497 01 -161 7223860-1007
ASFMNET
INETTEST2K3N\Adm slralor -

A ML
NETWDHK SEF!VIEE

Add User or Group... | Bemove |

The configuration of Service Principal Names and Delegation has changed with Vision 6.1.
Specifically, a Service Principal Name (SPN) must be configured for the domain account
chosen to be the Vision 6.1 Application Pool Identity / WSS Service account only when
deploying a multi-tier deployment of Vision Document Management when using Windows
Server 2003/11S 6.0. When using Windows Server 2008/IIS 7.0 or Windows Server 2008
R2/11S 7.5, there are three possible authentication configurations, only two of which require
you to create an SPN for the Application Pool Identity. Refer to Appendix B for detailed
information on the configuration options for Windows Server 2008/11S 7.0 or Windows Server
2008 R2/IIS 7.5.

To add the Application Pool Identity as a Service Principal Name, do the following:

1. Enter the following commands on the domain server where setspn is installed:
setspn —A http/<Vision Web/App Server name> <domain app pool identity>
For example: setspn —A http/camqgainetk3nwb5 inettest2k3n\dmservacct3tier

2. Repeat for the FQDN of the server.

Refer to the following related Microsoft Knowledge Base article:
http://support.microsoft.com/?id=871179

In a multi-tier installation of Vision Document Management using 1S 7.0 for the Vision
Web/Application server, the default configuration of Windows Integrated Authentication
(which enables Kernel Mode Authentication) will not work because when you use Kernel
Mode Authentication, the Application Pool Identity is effectively ignored. Because Vision
requires that this account be used for delegation, you must either disable Kernel Mode
Authentication or configure the application pool to explicitly use the Application Pool Identity
by modifying the ApplicationHost.config file.

In multi-tier installations of Vision Document Management, you must configure domain based
delegation. This configuration has changed from Vision 5.1. It is now configured for this user
account running the Vision 6.1 Application Pool being granted delegation rights to the WSS
server. This configuration is shown in the following example of the Delegation tab of the
Application Pool Identity Properties dialog box:

Deltek.-:- 3
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DMServAcck3Tier Properties ﬂﬂ
Organization I tember OF I Dial-in I Errvironment I Sesziong
Remaote control I Teminal Services Profile I COM+

General I Addrezs I Account I Profile I Telephones  Delegation

Delegation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do nat brust this user for delegation
™ Trust this uzer for delegation ta any service [Kerberas only)
%' Trust this user for delegation o specified services only

& Use Kerberos only

= Use any authentication pratocol

Services to which thiz account can present delegated credentials:

Service Type | Usger or Computer | Fort
http CAMOAINETEINSS3
http CAMOAINETEINSSIINETTEST2K SN . COM

I i

Add... | Bemave |

0k I Cancel | Apply |

Vision 5.1 to Vision 6.1 Document Management Upgrade

To upgrade from Vision 5.1 Document Management to Vision 6.1 Document Management,
complete these steps:

1. Uninstall Deltek Vision 5.1 Document Management from Add/Remove Programs on your
Deltek Vision Web server and any dedicated Document Management (WSS) servers.

2. Delete the old Deltek.Vision.WSS30.dll from \inetpub\bin or inetpub\virtual
directories\wss\<port>\bin.

Uninstall the old Deltek.Vision.WSS30.dll from GAC (c:\windows\assembly).
4. |Install Vision 6.1 Document Management.

Vision 6.0 to Vision 6.1 Document Management Upgrade

To upgrade from Vision 6.0 Document Management to Vision 6.1 Document Management,
complete these steps:

1. Run the Deltek Vision 6.1 installation to upgrade your Vision servers to Deltek Vision 6.1.

2. Run the Deltek Vision 6.1 Document Management installation to upgrade your Document
Management server(s) to Deltek Vision 6.1 Document Management.

Note: Run the upgrade on both your Vision and SharePoint servers if they are on
different physical machines.

‘ Deltek.-:-
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3. Update the Deltek Vision Document Management .NET assembly
(Deltek.Vision.WSS30.Server.dll) in your SharePoint site \bin directory with the updated
assembly located in <drive>:\Program Files\Deltek\Vision\Support\DM\3.0 folder.

Vision 6.1 to Vision 6.1 Sp4 Document Management Upgrade

Deltek Vision 6.1 Sp4 now supports SharePoint Foundation 2010 for new installations only.
Existing installations of Windows SharePoint Services will not be upgraded to SharePoint
Foundation 2010 via the Document Management installation; however, existing Document
Management customers can upgrade their installation of SharePoint by following the
documentation available from Microsoft, which is included below:

Hardware and Software Requirements (SharePoint Foundation 2010):

http://technet.microsoft.com/en-us/library/cc288751.aspx

Upgrade and Migration for SharePoint Foundation 2010:

http://technet.microsoft.com/en-us/sharepoint/ee517215.aspx

?.J

IMPORTANT NOTE: It is highly recommended that you perform the upgrade of Windows
SharePoint Services to SharePoint Foundation before installing Vision 6.1 Sp4
Document Management and that any previous installations of Document Management
be uninstalled (this will not uninstall SharePoint). Upgrading to SharePoint foundation
after installing Vision 6.1 Sp4 Document Management will break the Document
Management functionality as the installation makes modifications differently based on
which version of SharePoint is installed.

To upgrade from any previous version of Vision 6.1 Document Management to Vision 6.1 Sp4
Document Management and continue using Windows SharePoint Services, complete these
steps:

1. Run the Deltek Vision 6.1 Sp4 installation to upgrade your Vision servers to Deltek Vision
6.1 Sp4.

2. Run the Deltek Vision 6.1 Sp4 Document Management installation to upgrade your
Document Management server(s) to Deltek Vision 6.1 Sp4 Document Management.

#.] Run the upgrade on both your Vision and SharePoint servers if they are on different physical
machines.

3. Update the Deltek Vision Document Management .NET assembly
(Deltek.Vision.WSS30.Server.dll) in your SharePoint site \bin directory with the updated
assembly located in <drive>:\Program Files\Deltek\Vision\Support\DM\3.0 folder.
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Important Information Regarding Windows Server 2008, 1I1S 7.0 and SQL Server 2008

Important Information Regarding Windows Server
2008, IIS 7.0 and SQL Server 2008

Windows Server 2008 Specific Information

If you will be installing Vision 6.1 Document Management on Windows Server 2008 / IIS 7.0, refer
to Appendix B for detailed configuration information.

SQL 2008 — Database Rights

If you will use SQL Server 2008 as the database server for your Vision 6.1 Document
Management installation, note the following: WSS 3.0 is able to successfully add the domain
SharePoint Service Account to the necessary SQL Server fixed server roles in SQL 2005.
However, you must perform these grants manually with SQL 2008. The account must be added
as a database login and granted securityadmin and dbcreator fixed server roles, as described in
the following Technet article:

http://technet.microsoft.com/en-us/library/cc287748.aspx

: Deltek.-:.
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Vision Document Management Installation

Vision Document Management Requirements

The Deltek Vision Document Management installation for Vision 6.1 has the following
requirements:

The Vision Web/Application and Microsoft SharePoint Web server(s) must be running
Windows Server 2003 (x86 or x64) or Windows Server 2008 (x86 or x64) or Windows Server
2008 R2 x64.

7Y As of Vision 6.1 Sp4, SharePoint Foundation 2010 will be installed if the server is Windows
Server 2008 x64 or Windows Server 2008 R2 x64. Refer to Appendix D for detailed installation
information.

@ x64 for the Deltek Vision Web/Application server is only supported with the Deltek Vision 6.1
Sp2 and later versions.

An Active Directory domain (Server 2003) is required and the domain functional level must be
Native. Refer to Appendix A for how to identify and raise your domain functional level.

] Deltek has not as yet had an opportunity to test Windows Server 2008 domains.

Internet Information Services (IIS) must be configured for Integrated Windows Authentication
on both the Vision Web/Application server(s) and the Microsoft SharePoint Web server(s). A
standard deployment of Vision supports either Anonymous Access (Vision Security) or
Integrated Windows Authentication (Domain security), so this may be a change if you already
have Vision deployed. The use of Integrated Security in [IS does not prohibit the use of Vision
Security login accounts (for example, you don’t have to configure all users in Vision for
Integrated Security).

%.] There are additional Microsoft licensing requirements necessary to support the use of
Integrated Windows Authentication with 11S. Specifically, a CAL (Client Access
License) is required for each user that will access the IIS server (Vision).

If you choose to install WSS 3.0 to the same Web site as Vision, (only supported if your
Vision Web/Application/SharePoint server is Windows Server 2003/Internet Information
Services (1IS) 6.0), the WSS installation will automatically cause all virtual directories in that
site to use Integrated Windows Authentication. You must follow the steps below to
reconfigure the VisionClient virtual directory to be Anonymous.

To reconfigure the VisionClient directory, complete the following steps:

1. Open Internet Information Services.

Right click the VisionClient virtual directory, and click Properties on the shortcut menu.
Click the Directory Security tab.

Click the Edit button under Anonymous Access and Authentication Control.

Clear the Windows Integrated Authentication option and select Anonymous Access.
Restart 11S.

o 0 w D
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Understanding Infrastructure Configuration Changes

Delegation and Kerberos Authentication

Delegation is the process of passing the credentials of the logged-in user from one server to
another. In the case of Vision Document Management, they would pass from the Vision
Web/Application server to the SharePoint server. In Vision 6.1, delegation is configured by
modifying the domain user account of the Vision Application Pool Identity to perform delegation.

Kerberos Authentication is a secure key-based authentication protocol necessary for delegation
to be performed. Essentially, the Vision Web Server needs to delegate the credentials of the
authenticated domain user to the SharePoint server. The Vision Web server requests a key from
the Key Distribution Center (KDC—a service which runs on domain controllers). The KDC
authenticates the user and provides the key to the Vision Web Server for use in delegating the
users’ credentials to the SharePoint server.

Constrained Delegation, Unconstrained Delegation, and Protocol
Transition

Unconstrained Delegation — You are allowing delegation from one computer in the domain to
any other User/Computer or Service on the domain with no restrictions. This is the only model
available in Windows 2000 and Windows 2003 Mixed domains.

@] Vision 6.1 with WSS 3.0 does not support Unconstrained Delegation.

Constrained Delegation — You are limiting the delegation that can be performed by a computer
in the domain to a specific User/Computer or Service. This method of delegation is much more
granular and secure and is only available in Server 2003 native domains.

Protocol Transition — This option allows you to transition the authentication protocol from the
trusted server during the delegation. In the case of Vision Document Management in an Internet
deployment, we have the need to transition the protocol from NTLM (as Kerberos is not available
through the firewall) on the Vision Web server to Kerberos when communicating to the
SharePoint server. This is necessary for Internet deployments because the client must negotiate
the Kerberos ticket. This would require that Port 88 be open inbound through the firewall to the
domain controller (not an advisable security configuration). The ticket is requested by the Vision
Web server on the client's behalf and once granted, it is used to authenticate the user with
Kerberos to the WSS server. Again, this option is only available in Server 2003 Native domains.

Windows 2000 Native or Mixed Mode domains have the option on the General tab of the
Computer account properties labeled Trust Computer for Delegation. The following screen shot
is of a computer account in a native Server 2003 functional domain that allows us to show all of
the available Delegation and protocol transition configurations.

; Deltek -:-
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DMServiAcct3Tier Properties 2=l
Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+
General I Address I Account I Prafile I Telephones  Delzgation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

No Delegation
Do not trust this user for delegation / I . .
Unconstrained Delegation

" Trust this user for delegation to any service (Kerberos only) c ined Del .
% Trust this user for delegation to specified services only onstraine elegation

{* ze Kerberos only

Protocol Transition
" |se any authentication protocol

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Paort | Service Name__!____lg
ihttp CAMUAINETESNSSS., |
4] | *

" Expanded Add... | Bemove I
Ok, I Cancel | Apply |

Vision Application Pool Identity

With the Vision 5.1 Document Management installation, you had to configure the ASP .NET
Impersonation ldentity using the Deltek Vision Resource Kit. This installation step is no longer
necessary, because the identity of the Application Pool performs this function in Vision 6.1. The

installation of Vision 6.1 creates the DeltekVisionAppPool with the local DeltekVision account as
the ldentity.
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The WSS Service account must be the Application Pool Identity for Vision 6.1 and a domain
account, as shown in the following example dialog boxes:

IIS 6.0 example:

Recyclingl Perfarmance I Health Identity |

—Application poaol identity

Select a security account For this application pool:

" Predefined INetwnrk Service j

User name: I inettestzk3nidmservacckZtier Browse |

Password: I I I

a4 I Cancel Appli Help

IIS 7.0 example:

fvanced settngs 2
; |B (General) =)
! NET Framework Version v2.0

Enable 32-Bit Applications True

Managed Pipeline Mode Integrated

MName DeltekVisionAppPool

Queue Length 1000

Start Automatically True
=T

Lirnit a

Limit Action MoAction

Limit Interval (minutes) 5

Processor Affinity Enabled False —

Processar Affinity Mask 4294967295

E Process Model
Identity inettest2k3n\dmservacct2tier
Idle Time-out (minutes) 20

@]  For this account to be the Application Pool Identity, it must be a member of the IS_WPG
group in 1IS 6.0 and the 1IS_IUSRS group in 11S7.0, in addition to being a member of the
local administrators group for Vision.

10 Deltek.-:-
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Service Principal Name (SPN)

In addition to the information provided earlier in this document about the SPN needed for the
Vision Application Pool Identity, below are some additional instances where SPNs may need to
be configured for your Document Management deployment.

If you are using or will be using a custom Fully Qualified Domain Name (FQDN) as your
SharePoint URL (for example, http://sharepoint.company.com, where "sharepoint” is a custom
DNS record added to avoid using the actual machine name of the server) and your deployment
model requires the configuration of Constrained Delegation, you will need to register the custom
FQDN using the Service Principal Name utility (setspn.exe) so that it can be configured for
Constrained Delegation or Protocol Transition.

Additionally, when deploying Microsoft Office SharePoint Server (MOSS) 2007, the application
pool identity for the SharePoint Web application defaults to a domain account. If your SharePoint
Application Pool Identity is a domain account (as opposed to Network Service, which is the
default for Windows SharePoint Services 3.0), you will need to create SPNs for this account as
identified in the following Microsoft Support article (http://support.microsoft.com/?id=871179).

Modifications to 1IS Metabase (not applicable for IIS 7.0 and above)

The 1IS metabase contains the information on the authentication methods that 1IS supports. For
Document Management, the options are the following:

e Negotiate, which requires Kerberos
e NTLM, which uses NTLM

These options are located in the NTAuthenticationProviders element in the [ISWebServer tag as
shown in the following example:

<IIsWebServer Location="/LM/W3SVC/1"

AppPoolId="DefaultAppPool"

DefaultDoc="Default.htm,Default.asp,index.htm,iisstart.htm,
Default.aspx"

NTAuthenticationProviders="Negotiate, NTLM"
ServerAutoStart="TRUE"
ServerBindings=":80:"
ServerComment="Default Web Site"
ServerSize="1"

>

</IIsWebServer>

#.J  The Vision Document Management installation adds the NTAuthenticationProviders
element to use both Negotiate and NTLM.

By default, an installation of 1IS 6.0 does not include the NTAuthenticationProviders element in
the metabase for IIS to use, so all communication defaults to NTLM as the authentication
mechanism. In order to edit the metabase.xml file, you need to go into the IIS server properties
and select the Enable Direct Metabase Edit check box, which allows you to make the change
and for it to be dynamic (for example, no need to restart the Web server).

Deltek h:l n
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| CAMQAYMZ2K31WEBU {local computer) Propertie d |

Internet Information Services |

v Enable Direct Metabase Edit

Allows you ko edit the 115 metabase configuration File while 115 is
running.

Refer to Appendix B for information on the changes needed for the 1IS 7.0 configuration file
(applicationhost.config) that replaces the 11S 6.0 Metabase.

12 .
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Document Management Supported Deployments and Required
Infrastructure Configuration Changes

Use the table on the next page to identify necessary infrastructure configuration changes based
on your domain and chosen deployment model. The steps necessary to implement those
configuration changes are outlined in the "Installation and Configuration" section for your

deployment scenario.

Delteki-
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Windows SharePoint Services 3.0 (2007)

Windows Server 2003 Native Domains

Required Configuration Changes

Document Management Supported Deployments and Required Configuration Changes

Required Delegation

Deploy | DM Domain Deltek Vision | Set SPN for | Use s Configure Configure
-ment Tier Functional URL Vision Domain Metabase | Constrained | Protocol
Model | Model | Level Application | Application | Settings Delegation Transition
Pool Pool (Note 2) (Note 3) (Note 4)
Identity Identity
(Note 1)
Intranet | Single | 2003 Native | NETBIOS No Yes Negotiate, | No No
NTLM
Intranet | Multi 2003 Native | NETBIOS Yes Yes Negotiate, | Yes No
NTLM
Intranet | Single | 2003 Native | Servername No Yes Negotiate, | No No
FQDN NTLM
Intranet | Multi 2003 Native | Servername Yes Yes Negotiate, | Yes No
FQDN NTLM
Intranet | Single | 2003 Native | Custom Yes Yes Negotiate, | No No
FQDN NTLM
Intranet | Multi 2003 Native | Custom Yes Yes Negotiate, | Yes No
FQDN NTLM
Internet | Single | 2003 Native | Servername No Yes Negotiate, | No No
FQDN NTLM
Internet | Multi 2003 Native | Servername Yes Yes Negotiate, | No Yes
FQDN NTLM
Internet | Single | 2003 Native | Custom Yes Yes Negotiate, | No Yes
FQDN NTLM
Internet | Multi 2003 Native | Custom Yes Yes Negotiate, | No Yes
FQDN NTLM

Note 1: Domain account used for Vision Application Pool Identity must be the SharePoint
Services account.

Note 2: The Document Management installation is automatically configuring this property.

Note 3: Constrained delegation must be configured for all multi-tier deployments of Document

Management.

Note 4: Protocol transition is only required for Internet deployments of Document Management.

14
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Single Server — New Installation of Document
Management 6.1

The following instructions assume that Vision and Windows SharePoint Services 3.0 will exist on
the same Web server and assume you are deploying to Windows Server 2003/11S 6.0. If you will
be deploying to Windows Server 2008/11S 7.0 or Windows Server 2008 R2/11S 7.5, refer to
Appendix B for detailed configuration information. As of Vision 6.1 Sp4, SharePoint Foundation
2010 will be installed if the server is Windows Server 2008 x64 or Windows Server 2008 R2 x64.
Refer to Appendix D for detailed installation information.

@]  Vision and MOSS 2007 are not supported on the same physical server.

If your Windows SharePoint Services server is separate, use the multi-tier installation procedures
beginning on page 42.

Prerequisites

e Install/upgrade to Vision 6.1.

e Change the Application Pool Identity for the DeltekVisionAppPool to be a domain account
(the Vision 6.1 installation sets this to be the local DeltekVision account). This account will
also be the SharePoint (WSS) Service account. Add this user to the local Administrators and
IIS_WPG group on the Vision server.

Configure Vision Application Pool Identity to be a Domain Account

You must change the Deltek Vision Application Pool Identity to be a domain account. The default
is for Vision to use a Local Administrator Account. The DeltekVision user is created during the
Vision installation. The reason for this change has to do with the local account’s inability to read
the SPN configured in Active Directory.

To change the Vision Application Pool Identity, complete the following steps:
1. Create a domain user account. No domain Admin rights are needed for this account.

2. Log on to the domain on the Vision Web/Application server using an Administrator
account.

Start » All Programs » Administrative Tools » Internet Information Services..
Expand Application Pools.
Right-click the DeltekVisionAppPool and select Properties.

o o > w

Click the Identity tab and change the account from DeltekVision to your Domain\User
account created above. Make sure this account is a member of the Local Administrators
and IIS_WPG local groups.

Configure SPN for Vision Application Pool Identity

As mentioned earlier in this document, it is necessary to create a Service Principal Name (SPN)
for the domain user running the DeltekVisionAppPool.

Deltek -:- 15
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To add the Application Pool Identity as a Service Principal Name, complete the following
steps:

1. Enter the following commands on the domain server where setspn is installed:
setspn —A http/<Vision Web/App Server name> <domain app pool identity>
For example: setspn —A http/camqgainetk3nwb5 inettest2k3n\dmservacct3tier
2. Repeat for the FQDN of the server.
Refer to the following related Microsoft Knowledge Base article:

http://support.microsoft.com/?id=871179

“&J If your Vision Web server is accessed by a DNS / FQDN (Fully Qualified Domain Name) that does
not match the name of the server (for example, if your Vision Web server is named Server01 and its
DNS name is Server01.Company.com, but you have added a custom DNS value
Vision.Company.com), you must also add an SPN for this custom DNS name.

Install and Configure Vision 6.1 Document Management and
WSS 3.0

When you install Vision 6.1 Document Management, WSS is automatically installed. (If you are
upgrading from Vision 5.1 or already have WSS installed, no changes are made to your WSS
installation.) However, the Document Management installation will not automatically configure
WSS. The steps to configure SharePoint are outlined in this document.

The Document Management installation does the following:

e Installs Web Service Extensions (WSE) 2.0 Sp3.

e |Installs WSS 3.0, if it is not already installed.

e Changes the IS metabase NTAuthenticationProviders element to be “Negotiate, NTLM”.

e Copies Document Management files to the SharePoint ISAPI folder (c:\program files\common
files\microsoft shared\web service extensions\12\isapi).

e Copies Document Management files to the Vision Support folder (\program
files\deltek\vision\support\DM\30).

e Modifies the SharePoint Web.config file in the ISAPI directory to work with Vision Document
Management.

e |Installs Deltek.Vision.WSS30.Server dll into the Global Assembly Cache (GAC).

Install Vision Document Management and WSS

To install Vision Document Management and WSS, complete the following steps:

1. If you have previously installed Deltek Vision 5.1 Document Management (or other
previous versions), uninstall Deltek Vision Document Management from Add/Remove
Programs. (This will not uninstall Windows SharePoint Services 3.0.)

2. Download the DeltekVision61SP4DM.exe file and run the setup on your Vision Web
server. The following dialog box displays, indicating the IS licensing requirements for the
use of Windows Integrated Authentication (required to use Vision Document
Management):

1 Deltek -:-


http://support.microsoft.com/?id=871179

Document Management Installation Guide

¥ision {(Document Management) - Installshield Wizard ﬂ

& Docurient Managerment requires Integrated securiby to be used, This setup will change the your wirtual directory
\ld) security model to Inteqgrated security that might have Microsoft Windows Client Access License (CAL's) implications.
Setup will continue,

3. Click OK. The Document Management Installation Wizard displays.
Deltek Yision Document Management Installation Wizard x|

Welcome to the Deltek Vizion 6.0 Document
Management Installation Wizard

Thiz installation wizard will ingtall Deltek Wision 5.0
Document Managerment components on Your computer.

4. Click Next. The License Agreement page displays.

Deltek Yision Document Management Installation Wizard

License Agreement
Fleaze read the follmwing licenze agreement carefully,

IMPORTANT- READ CAREFULLY. This End User License Agreement ﬂ
"Agreement” is a legal agreement between you (either an individual or a
single entity, hereinafter referred to as "Licensee”) and Deltek Systems,

Inc. for certain Deltek software products and any documentation that
accompany this Agreement, which includes third party software,

associated media and any related semices. An amendment or addendurm

to this Agreement may accompany the Software should ather terms and
conditions not otherwise stated in this Agreement need to apply. YOU
AGREE TO BE BOUND BY THE ALL TERMS OF THIS AGREEMENT

BY INSTALLING, COPYING OR USING THE SOFTWARE. IF YOU DO |

& 1 accept the terms of the license agreement Print |

| do not accept the terms of the license agreement

< Back | Heut » I Cancel |

5. Accept the License Agreement and click Next. The Web/application server page
displays, along with the following confirmation dialog box.

IietalShield

@)
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question i

P | Setup has detected that this is vour Deltek Wision webjapplication server. Will this server also be vour Microsoft
\t‘J windows SharePoint Services webjapplication server?

6. Click Yes since this is a single-tier installation of Vision Document Management and this
server will host both Vision and WSS 3.0. The Ready to Install the Program page
displays.

Deltek ¥Yision Document Management Installation Wizard x|

Ready to Install the Program

The wizard iz ready to begin installation. & I

Click Inztall to begin the installation.

IF pou want to reviews or change any of vour inztallation settings, click Back. Click Cancel to exit
the wizard.

InstallShield

< Back

Cancel |

7. Click Install to start the installation. The installation automatically downloads the version
of Windows SharePoint Services 3.0 specific to your platform (x86 or x64), extracts the
WSS 3.0 setup files, and installs Windows SharePoint Services. During the extraction
process, you receive the following dialog box. You must click the OK button to continue

the installation.

Microsoft Windows SharePoink x|

Files extracted successfully,

8. When the installation is complete, the InstallShield Wizard Complete page displays.
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Deltek ¥ision Document Management Installation Wizard

InstallShield Wizard Complete

The InztallShield Wizard has successfully inztalled Yizion
[Document Management]. Click Finish to exit the wizard.

e ey ey | g

< Bacl [Carice]

9. Click Finish.

Run the SharePoint Products and Technologies Configuration Wizard
To run the SharePoint Products and Technologies Configuration wizard, complete the
following steps:

1. Click Start » Administrative Tools » SharePoint Products and Technologies Wizard.
The Welcome page displays.

"{a SharePoint Products and Technologies Configuration YWizard o ] 4

Welcome to SharePoint Products and Technologies

In order to configure SharePoint Products and Technologies, you will require the Following information:

& Mame of database server and database where server Farm configuration data will be stored

* Username and password for the database access account that will administe%the server Farm

Click Mext to continue or Cancel to exit the wizard, To run the wizard again, click on the Start Menu shartcut,

Cancel

- 19
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2. Click Next. The following dialog box displays.

SharePoint Products and Technologies Configuration Wizard ﬂ

The Following services may have to be starked or reset during configuration:

]:}

Internet Information Services
SharePoint Adminiskration Service
SharePoint Timer Service

Choose ves ko restart the services if required and continue with the configuration wizard
or no ko exit the configuration wizard,

=101

Connect to a server farm

A server Farm is a collection of bwo or more computers that share configuration data, Do wou want to
connect ko an existing server Farm?

- ‘es, I wank bo connect to an existing server Farm

& fia, Twant to create a New setver Farm §

4. Select the No, | want to create a new server farm option and click Next. The Specify
Configuration Database Settings page displays.
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'{a SharePoint Products and Technologies Configuration Wizard ] 4

Specify Configuration Database Settings

All servers in a server Farm must share a configuration database. Type the database server and database
name, If the database does not exist, it will be created. To reuse an existing database, the database must be
empty. For additional information regarding database server security configuration and nekwork access
please see help.

Database gerver: IcamqainetkSnde

Database name: |SharePc-int_ConFig

Specify Database Access Account

Select an existing Windows account that this machine will always use to connect to the configuration
database, If vour configuration database is hosted on anather server, you must specify a domain account,

Twpe the username in the form DOMAINMYUser_hame and password for the account.

Username: Iinettest2k3n'|,dmservacct3tier I

Password: I.u.u.u|

Enter the name of the database server to host the SharePoint configuration database and

accept the default database name: SharePoint_Config.

@, If you are using SQL Server 2008, your database access account will need to have the
dbcreator and securityadmin SQL Server Roles.

6. In Username, enter the domain and name of the Vision Application Pool Identity (as
configured earlier) as the username for the SharePoint database access account, and

enter the user’s password in Password.

7. Click Next. The Configure SharePoint Central Administration Web Application page

displays.

Deltek -:-
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'{a SharePoint Products and Technologies Configuration Wizard

Configure SharePoint Central Administration Web Application

A SharePaoint Central Administration Web Application allows vou to manage configuration settings For a server
farm. The first server added to & server Farm must host this web application. To specify a port number For the
web application hosted on this machine, check the box below and type a number between 1 and 65535, IF
vou do not specify a port number, a random one will be chosen.

W Specify pork number: |4D4DB

Configure Security Settings
Kerberos is the recommended security configuration to use with Integrated Windows authentication. Kerberos
requires special configuration by the domain administrator, MTLI authentication will wark with any
application pool account and the default domain configuration. Show me more information.
Choose an authentication provider For this Web Application,
(ol
o

=10 x|

8. Select the Specify port number check box and enter the port to be used for the
SharePoint Central Administration Web site.

9. Select the Negotiate (Kerberos) option for the Authentication provider to use.

10. Click Next. The following dialog box displays.

SharePoint Products and Technologies Configuration ¥iz B |

¥ou have chosen ko conkinue using Kerberos with Integrated windows authentication,
! Manual configuration steps by a daomain administratar will be required to create a Service
Principal Mame {SPR) in the Active Direckory (A0, Do wou wank to use Kerberos
authentication?

Yes

11. Click Yes to continue using Kerberos with Windows Authentication. The Completing the
SharePoint Products and Technologies Configuration Wizard page displays.

22
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'{a SharePoint Products and Technologies Configuration Wizard % ]

Completing the SharePoint Products and Technologies
Configuration Wizard

The Follawing configuration settings will be applied:

» Configuration Database Server camgainetk3ndbz

# Configuration Database Name SharePaink_Config

» Host the Central Administration Web Application e

# Central Administration URL ttp:ffcamgainetk3nss1:40

# Authentication provider Megotiate (Kerberos)

Click Mezxt to apply configuration settings.

{ hdvanced Settings

12. Click Next to begin the configuration. This process may take some time to complete. The
Configuration Successful page displays when configuration is complete.

Ii.é SharePoint Products and Technologies Configuration Wizard — |E||5|

Configuration Successful

The Following configuration settings were successfully applied:

» Configuration Database Server |camqainetk3ndh2 |
» Configuration Database Mame |ShareP0int_C0nFig |
® Host the Central Administration ‘Web Application |yes |
» Central Administration URL |http:,|',|'camqainetk3nssl:4U4US,I'|
» Authentication provider |Neg0tiate (Kerberos) |
Click Finish to close this wizard and launch the SharePoint Central Administration homepage. Inkernet [}5

Explorer users may be prompted for a username in the Form DOMAINUser_Name and password bo access
the site. Ak that prompt, enter the credentials thak you used to logon to this computer. Add this site to the list
of trusted sites when prompted.

13. Click Finish to finish the configuration process. The SharePoint Central Administration
page displays.
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Use SharePoint Central Administration to Complete the SharePoint
Configuration

To complete the SharePoint Configuration, complete the following steps:

24

1. When you click Finish in the preceding procedure, SharePoint Central Administration is

launched.

{2 Home - Central Administration - Windows Internet Explorer

=& x|

ﬂ? ate @ Home - Central Administration

) v |g, http:/fcamgainetk3nwb1:4531 1 /default, aspx

ol

x|[|#2 || X | |uive search P_
[ |

3 - B - = - |2k page - |§Earch Options

Central

= Operations

= Application
Management

5] Recycle Bin

Central Administration

% Central Administration

Home | Operations

Application Management

Wiew All Site Content .
Administrator Tasks

-

Welcome INETTEST 263N \administrator = @ -

Resources hd

Administration Type Order Title

READ FIRST - Click this link for
deployment instructions I Mew

) Assigned To

Incoming e-mail settings T hEw

Qutgoing e-mail settings 1 HEw

Configure Workflow Settings I Hew

15 Diagnostic logging settings 1 riEw

18  Add anti-virus protection ! Hew

E Add new task

Farm Topology

4
| 2
] 3
a 4 Create SharePoint Sites ! Hew
[ 4
a
3
A

Server
camgainetk3ndbi

CAMQAINETEINWEL

Services Running

Windows SharePoint Services
Database

Central Administration

Windows SharePoint Services
Incoming E-Mail

Windows SharePoint Services Web
Application

Cone

,— ,— ,— ,_ l_ l_ [« Local intranet

There are currently no
favarite links to display. To
add a new link, dick "Add
new link” below,

= Add new link

100% -

2. Click Operations. The Operations page displays.
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Central administration

Haorme | Dperations

Wiew Al Site Content

Central
Administration

Welcarne INETTEST 2K 3Madministrator = | @

%%\O Central Administration

Application Managerenk

“Site Actions |

Central Adminisktration > Cperations

Operations

This page contains links to pages that help vou manage your server or server Farm, such as changing the server Farm
topolagy, specifying which services are running on each server, and changing settings that affect mulkiple servers ar
applications,

= Dperations
. Topology and Services
= ppplication

Management o Sepvers in Farm
— N =] i

] Recycle Bin Services on server

8 Qubgoing e-mail settings
a Incoming e-mail settings

8 Approvefreject distribution groups

Security Configuration

B Service accounts

8 Information Rights Management

Global Configuration

a Timer job skatus

a Timet job definitions

a Alernate access mappings
a Manage Farm features

8 Solution management

Backup and Restore

8 Perform a backup

8 Backup and restore history

8 Antivirus 8 Restore from backup
8 Elacked file bvpes 8 Backup and restore job skatus
i i i imia

3. Click Services on Server under Topology and Services to configure the SharePoint

Services search.

Central Administration

%%\O Central Administration

Home | Operations @ Application Management

Services on Server:

View All Site Content

Central

Complete all steps below
Administration

= Operations = Server: | CAMQAINETK3NWB1 ~
= Application & Start services in the table below:
Management

&] Recycle Bin -
Central Administration

Windows SharePoint Services Incoming
E-Mail

Windows SharePoint Services Search

Windows SharePoint Services Web
Application

Welcome INETTEST 263N \administrator =

Central Administration > Operations > Services on Server

CAMQAINETK3NWB1

View:
Status
Started
Started

Comment

Required on Farm, not running Stopped

Started

= When finished, return to the Central Administration home page

@

Configurable -
Action
Stop
Stop

Start
Stop

4. Locate the Windows SharePoint Services Search option and click Start.

@)
Deltek‘.-. m
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Central Administration

% Central Administration

Home

Wiew All Sike Content

Central
Administration

= Cperations
= Application
Managemenk

5] Recycle Bin

Application Management

welcome INETTESTZK3M administrator ~ | (@)

Central Administration > Operations > Services on Server > Windows SharePoint Services Search Service Settings

Configure Windows SharePoint Services Search Service Settings on server

CAMQAINETK3NSS1

Use this page to configure Windows SharePoint Services Search Service Settings.

Warning: this page is not encrypted for secure communication, User names, passwords, and any other information will be sent in clear text.

For more information, contact your adrinistrator.

J Service Account
The search service will run using this account,

The search service account must not be & built-in account in order to access the
database, Examples of built-in accounts are Local Service and Mebwork Service,

= Content Access Account
The search service will access all conkent using this account,

The account will be added ko the Full Read policy, giving it read-only access ko all
content.,

For proper search functionality and information security, do not use an administrator
account, and do not use accounts that can modify content,

=) Search Database

Use of the default datsbase server and database name is recommended for most cases,

Refer to the administrator's guide for advanced scenarios where specifying database
information is required.

Use of Windows authentication is strangly recormmended. To use SCL authentication,
specify the credentials which will be used to connect ko the database.

User name
|i nettestZk 3nDMServAcct2Tier

Password

User name
|| niettestZk 3nDMSeryAcct2Tier

Password

Database Server
|camuainatk3ndb2

Database MNarne

|wSs_search_CaMQAINETKINSS1

Database authentication

® ‘indows authentication (recommended)

Indexing Schedule
Configure the indexing Schedule,

' 501 authentication
Account

Fassword

Indexing schedule:

& Every IS Minutes
o Hourly between I and minutes past the hour
o Daily

BEtWEEI‘IIlZ A v”DD vl
and |12 AN '”DD 'I

Stark Cancel
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Configure the search service to include the Service account and Content Access account
(use the same account information as your Vision Application Pool Identity).

Configure Search Database as shown above and click Start. After a minute or so, the
service’s status changes to Started.
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Central Administration Welcarne INETTEST 2K 3Madministrator = | @
sy .. .
}@ Central Administration

Haore | Dperations | Application Management ;u!-l'nllluun-ﬁ

Central Administration > Operations > Services an Server

Services on Server: CAMQAINETK3NWEB1L

Wiew Al Site Content

Central Complete all steps below

Administration

= Operations Fl Server: | CAMQAINETK3NWEL ~

= Application [= Skart services in the table below:

Management
Wiew:  Configurable -

&/ Recycle Bin Service Comment Stakbus Action
Central Administratian Started Stop
Wwindows SharePoint Services Help Started Stop
Search
windows SharePaint Services Incoming Started Stop
E-Mail
Windows SharePoint Services Web Skarted Stop
Application

= When finished, return to the Central Administration home page

7. Click Application Management to configure the SharePoint Web Application.

Ceritral Administratian welcame INETTESTZE M administrator + | (@)
53 .. .
}@ Central Administration

Haore  Operations | Application Management ;m-nuuum.a

Cenkral Administration = Application Management

Application Management

View All Site Content This page contains links to pages that help vou configure settings For applications and components that are installed on the
Central serwer or serwer Farm,

Administration
= Operations SharePoint Web Application Management SharePoint Site Management
P
= Application = Ereate or extend Web aopiication = Create site collection
Managemenk

& Remove SharePoint From 115 Web site @ Delete site collection

2] Recycle Bin 8 Delete Web application 8 Site use confirmation and deletion
& [efine managed paths 8 Quota templakes
8 wWeb application autgoing e-mail settings 8 Site collection quotas and locks
8 wWeb application general settings 8 Site collection administrators
o Content databases @ Site collection list

8 Manage Web application features
2 wWeb application lisk External Service Connections

o Records center

Application Security a8 HTML wiewer

8 Security For Web Part pages = Document conversions

8. Select the Create or extend Web application option. The Create or Extend Web
Application page displays.
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Central Administration
%\O Central Administration
Home  Cperations | Application Management

Central Administration > Application Management > Create or Extend Web Application

Create or Extend Web Application

Welcome INETTEST 2(3M\administrator

View All Site Content Lse this page to create a new Windows SharePoint Services application or to extend an existing application to another 115

Central Web Site. Learn about creating or extending Web applications.
Administration
= Operations i’g’g:g;‘f“ha rePoint Web Create a new Web application
= ppplication Creating & new Web application is the e o YAy icati
Management most commen option. When creating a EE LT TGRS e
new SharePoint Web application, you
2] Recycle Bin create a new database to store data,

and define the authentication method
used to connect the SharePoint
application to that database.

Choose Extend an existing web
application if you need to have separate
115 Web Sites that expose the same
content to users. This is typically used
for extranet deployments where
different users access content using
different domains. This option will reuse
the content database from an existing
Web application.

9. Click Create a new Web application. The Create a New Web Application page displays.

Central Administration Welcome INETTEST 2K3M\administrator
%\O Central Administration

Home  Operations | Application Management

Central Administration > Application Management > Create or Extend Web Application = Create New Web
Application

Create New Web Application

View All Site Content Use this page to areate a new Windows SharePoint Services Web application. Learn about creating or extending Web

Central applications,
AT Warning: this page is not encrypted for secure communication. User names, passwords, and any other
= Operations infermation will be sent in clear text. For more information, contact your admi rator.
= Application
Management OK | Cancel |
2] Recycle Bin TIS Web Site ™ Use an existing 115 web site
Choose between using an existing IIS _ _
web site or create a new one to serve | Default Web Site ;l
the Windows SharePaint Services
application. ¥ Create a new IIS web site

D ipti
If you select an existing IS web site, e

that web site must exist on all serversin |SharEPOint - 81
the farm and have the same description,
or this action will not succeed.

Port
If you opt to create a new 115 web site, IB 1
it will be automatically created on all 4
servers in the farm. If an IIS setting Host Header
that you wish to change is not shown |

here, you can use this option to create

10. Select the Create a new IIS web site option. Enter a description for the Web site and
specify a port in Port.
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@]  Vision and SharePoint can be installed to the same Web site if your Vision
Web/Application/SharePoint server is Windows Server 2003/Internet Information Services
(I1S) 6.0. If you are using Windows Server 2008/Internet Information Services (IIS) 7.0,
please install SharePoint to different Web site than Vision.

Alternatively, you can create a new Web site ahead of time using a different IP address
and select the option to Use an existing IIS web site.

the basic site, then update it using the
standard II5 tools.

Security Configuration

kerberos is the recommended security
configuration to use with Integrated
Windows authentication. Kerberos
requires the application pool account to
be Metwork Service or spedial
configuration by the domain
administrator. NTLM authentication will
work with any application pool account
and the default domain configuration.

If you choose to use Secure Sockets
Layer (55L), you must add the certificate
on each server using the 115
administration tools., Until this is done,
the web application will be inaccessible
from this IIS Web Site.

Load Balanced URL

The load balanced URL is the domain
name for all sites users will access in this

Path
|Jub‘\wwwroot'\'nt55\‘-.-‘ir‘tuaIDire ctories\81

Authentication provider:
= i
' NTLM

Allow Anonymous:
 Yes
= No

Use Secure Sockets Layer (S5L):
" ves
& No

URL
|http://CAMQAINETKINWEL:81

SharePoint Web application, This URL Zone

domain will be used in all links shown on I Dafanlt LI
pages within the web application. By Erault

default, itis set to the current

servername and port.

Application Pool . S ——

Note the entry in Path, which by default is the root of your WSS Web site in a directory
named after the port chosen under c:\inetpub\wwwroot\wss\virtualdirectories.

11. Select Negotiate (Kerberos) under Authentication provider.

12. For the Allow Anonymous and Use Secure Sockets Layer (SSL) options, accept the
default of No. If you want to use SSL with SharePoint, you can configure SSL later, but
you must not configure SSL to be required.

Deltek_-:-
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Application Pool

Choose the application pool to use for
the new web application. This defines
the account and credentials that will be
used by this service.

You can choose an existing application
pool or create a new one.

Reset Internet Information
Services

Use this section to allow SharePaint to
restart I1S on other farm servers. The
local server must be restarted manually
for the process to complete, If this
option is not selected and you have
more than one server in the farm, you
must wait until the IS web site is
created on all servers, and then run

" Use existing application poal

I DefaultippPool (Network Service)

(¥ Create new application pool
Application pool name
|shareroint - 81

Select a security account for this application pool

& g

INetworI-c Service 'I

" Confiqurable
User name

Password

(" Restart IIS Automatically
¥ Restart IS Manually

13.

14.

15.

Select the Create new application pool option and provide a name (Deltek
recommends using the same name as the Web site).

Select Predefined and Network Service for the security account to be used for the

application pool.

Select the Restart IS Manually option for Reset Internet Information Services.

Tisreset fnoforce” on each Web server,
The new IIS site will not be usable until
that is completed.

Database Name and Authentication

Use of the default database server and
database name is recommended for most
cases. Refer to the administrator's guide
for advanced scenarios where specifying
database information is required.

Use of Windows authentication is
strongly recommended. To use SQL
authentication, specify the credentials
which will be used to connect to the
database.

Search Server

You can choose to assodate a content
database with a spedific server that is
running the Windows SharePaoint
Services search service,

Database Server
|c:amqair|etl-c3r|db].

Databaze Name
|wss_Content

Database authentication

{* Windows authentication (recommended)

" 5QL authentication
Account

Password

Select Windows SharePoint Services search server

I CAMOQAINETKINWEL

OK | Cancel

30
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16. Verify the name of the server in Database Server. (It should be the same as that used

for the SharePoint configuration database server.) Accept the default in Database Name
for the content database.

17. Select Windows authentication (recommended) under Database authentication.

(This will use the SharePoint service account and Vision Application Pool Identity
configured previously.)

18. Select the search server in Select Windows SharePoint Services search server and
click OK. The following dialog box displays.

Windows Internet Explorer x|

9, ‘fou have chosen to continue using kKerberos with Integrated \Windows authentication,
‘-.._‘ir) rManual configuration steps by a domain administrator will be required if the application
pool's security account is not Network Service, Are you sure you want ko use Kerberos

authentication?
Cancel |

19. Click OK to use Kerberos for Windows Authentication. After a few minutes, the

Application Created page displays. It indicates the status of the process to create a new
Web application.

Central Administration

S5 - = -
}@ Central Administration
Home  Operations | Application Management

Welcome INETTEST 23N \administrator - @j

ite Actions -

Central Administration > Application Management > Create or Extend Web Application = Create New Web
Application > Application Created

Application Created

View All Site Content

T The Windows SharePoint Services Web application has been created.
Administration If this is the first time that you have used this application pool with a SharePoint Web application, you
= COperations must wait until the Internet Information Services (1IS) Web site has been created on all servers. By
licati deFauIi_:,. no new SharePeoint sH_:e ccllectic_ns are created with the Web application. To create a new site
® Application collection, go to the Create Site Collection page.
Management

- To finish creating the new II5 Web site, you must run "iisreset /noforce” on each Web server.
| Recycle Bin

20. Do not click the Create Site Collection link at this time. It is still necessary to add

DeltekVision as a managed path with explicit inclusion before you create the site
collection.

21. Click Application Management and select the Define Managed Paths option.
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Home | Operations

Wigws All Site Content

Central
Administration

= Cperations
= Application
Managernent

& Recycle Bin

Application Management I—m-nuu umﬁl

Central Administration = Applicakion Management = Define Managed Paths

Define Managed Paths

Use this page to specify which paths in the URL namespace are managed by Windows SharePoint Services, Learn about
defining managed paths.,

Veb Application Web Application: | http://camqainetk3nwb1:81/ ~

Select a Web application.

Included Paths

X Delete selected paths
This list specifies which paths within the

URL narmespace are managed by ekl IR

Windows SharePoink Services, r {root) E:eplicit inclusion
[~ sites Wildcard inclusion

Add a New Path Path:

Specify the path within the URL |De|te|-<\.l'isi0n

narmespace ko incude, You can indude

tagt?;asc;g;ftig,dopraill-l!:aths suberdinate Mate: Taoindicate the root path For this web application, tyvpe a slash
i Check LRL

s the Check URL butkon to ensure

that the path vou include is not already Type:

in use For existing sites or folders, which I Explicit inclusion = I
will open a new browser window with

that LRL,

22. Enter DeltekVision in Path and select Explicit inclusion in Type.

23. Click OK.

Home | Operations

Wigw All Site Conkent

Central
Administration

= Cperakions
= Application
Managernent

&] Recycle Bin

Application Management ;J ite tha

Central administration = Application Management = Define Managed Paths

Define Managed Paths

Use this page to specify which paths in the URL namespace are managed by Windows SharePaint Services, Learn about
defining managed paths,

Veb Application Web Application: | htkp://camgainetk3nwb1:81/ ~

Select a Web application.

Included Paths

'X Delete selected paths
This list specifies which paths within the

URL namespace are managed by ety e
Windows SharePoint Services, - {root) Explicit inclusion
[~ sites ‘wildcard inclusion
- deltekvision Explicit inclusion

24, Click Application Management and select the Create Site Collection option under
SharePoint Site Management.
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Central Adrministration

% Central Administration

Haore  Operations | Application Management

Central Administration > Application Management

Application Management

Wiew Al Site Content

Central server of server Farm,

Administration

= Operations SharePoint Web Application Management

= Application

8 Create or extend Web application
Managemenk

8 Remaye. SharePoint from 115 Web site

=] Recycle Bin o [elete Web application

8 Define managed paths

8 wWeb application autgoing &-mail setkings
8 wWeb application general settings

& Content databases

8 Manage Web application features

2 wWeb application lisk

Application Security

8 Security For Web Part pages

Welcorne INETTESTZK 3Myadrminiskrator = | @

" Site Actions - |

This page contains links to pages that help vou configure settings For applications and components that are installed on the

SharePoint Site Management

& Create site collection

8 Deleke site collzction

8 Site use confirmation and deletion
8 Quota templates

8 Site collection quotas and locks

@ Site collection administrakars

& Sjte collection list

External Service Connections

& Records center
8 HTML viewer

& Document conversions

The Create Site Collection page displays.

Central Administration

% Central Administration

Home  Cperations | Application Management

Create Site Collection

Wiew All Site Content Use this page to create a new top-level Wweb site.

Central
Administration

= Cperations

= Application Web Application

Management Select & Web application,

5] Recycle Bin
Title and Description

Specify the URL name and URL path to create & new sike, or choose ko create
& site at a specific path.

To add a new URL Path go to the Define Managed Paths page.

w'eb Application:

‘Welcome INETTESTZK3N administrator ~ | (@)

|~ Aetions |

Central Administration = Application Management = Create Site Collection

0K Cancel

http://camgainetk3nwh1:81, ~

Title:
Type a title and description For vour new site, The title will be displayved on |De|te|-( Vision
each page in the site,
Description:
Bl
E
Web Site Address LURL:

http://camqainetk3nwb 1:5 1 ¥l

25. Enter Deltek Vision in Title and enter a description, if appropriate.

26. From the URL drop-down list, select /deltekvision. This will be the top level root for

Vision Document Management.
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Template Selection

A sike For teams to quickly organize, author, and share information. Tt provides
a document library, and lists For managing announcements, calendar items,
tasks, and discussions,

Primary Site Collection Administrator
Specify the administrator For this Web site callection,

Secondary Site Collection Administrator
Specify the secondary administrator For this Web site collection,

Quota Template

Select a predefined quota template to limit resources used for this site
collection,

To add a new quota template, go to the Manage Quota Templates page,

Select a template:

Collabaration

Meetings

User name:

8, G

inettestZkInhadministrator

User name:

8, G

linettestzkanhadministrator

Select a quota template:
IND Quota vl
Storage limit:

Number of invited users:

Ok Cancel

27. Under Select a template, accept the default of Team Site for the template to be used
and enter a username in each of the User name fields for the primary and secondary site
collection administrators.

28. Select No Quota in Select a quota template and click OK. The Top-Level Site
Successfully Created page displays.

Central Adrministr ation

Home | Cperations

Yiewe All Sike Content

Central
Administration

= Operations
= Application
Management

&/ Recycle Bin

% Central Administration

Application Management

welcome INETTEST2K3M administratar v | (@)

;. ite Actiol n-a

Central Administration = Application Management = Create Site Collection = Top-Level Site Successfully Created %

Top-Level Site Successfully Created

The new, empty top-level sike was created successfully with the specified URL, IF vou have permission to view the Web site, vou can do soin a new browser window by

clicking the URL. To return ko SharePoint Central Administration, click 0K,

httpeffeamgainetlkinwb 151 fdeltekyvision

k. |

29. Click Start » Run, enter iisreset /noforce, and click Enter.

34
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30. Click the link for the top level site (in our example it is
http://camqgainetk3nwb1:81/deltekvision) to display the site.

/2 Home - Deltek Vision - Microsoft Internet Explorer EE
File Edt ‘iew Favorites Tools Help | :,'
() Eack ~ €3 - [« (2] @@ | - Search 7 Favorites 4% ‘ - B
Address I@ hkkpsffcamaainetlk3nwb 1181 fdelekyision/default, aspx d a [£1:) N Links **
Deeltek Wision |Go ta "htkp:/jcamgainethkanwb 51 jdeltekyision) def aul. aspx"
@ Deltek Vision [This site = F)

Home Site Actions ~
Wiew All Sike Cantent
Announcements T
Documents l’ '
Get Started with Windows SharePoint Services! | NEw FI26/2007 12:26 PM 'j
gt arsdDoctinerts by INETTEST2K3M\administrator oy
Lists Microsoft Windows SharEPDir!t Services helps you to be more effective by connecting peaple, information, Mwmmdom
and documents, Far information on getting started, see Help, v R
= Calendar SharePoint Services
= Tasks Add new announcerment
Discussions Links T
Calendar M
= Team Discussion There are currently no Favorite links ko
There are currently no upcoming events, To add a new event, click "Add new event” below, display. To add a new link, click "add new
Sites add new event link" belove,
People and Groups Add new link
] Recycle Bin
=
@ Done ’_ ’_ |\-J Local inkranet

31. The SharePoint configuration is complete. Close SharePoint Central Administration.

Configure SharePoint for a Fully Qualified Domain Name (FQDN) URL
(Optional)

If you will be configuring your SharePoint server to use a custom DNS record for the URL you
must create an additional SPN and also create Alternate Access Mappings in SharePoint.

See “Appendix C: SPN Configuration When Using Custom DNS Records” on page 100 for more
information.

Verify IS Configuration and Configure Deltek Vision Document
Management .NET Assembly

To verify lIS configuration, complete the following steps:

1. Use the directions that follow to open Internet Information Services to view these Web
sites:

= Default Web Site — This is your Vision Web Site

= SharePoint — 81 — This is your WSS 3.0 Web Site (if installed to a different Web site
from Vision

= SharePoint Central Administration Web Site
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( Internet Information Services (IIS) Manager =] %]
¥9 Fle aAckifn  Yiew indow Help | ==l
4 | B EFRR(L(E]> =0
¥ Internst Information Services Description | 1dentifier Stake | Host heade... | 1P address [part |
=5 CAMOAINETKINWEL (local comput 9 Cefault web Sits 1 Running * pll Unassigned * 80
= *’*IDD"'IC"UDH Paols 8 sharepoint - 81 2055182122 Running * all Unassigned * &1
# DefaulkippPool 9 sharePoint Central Administra.,. 699228021 Running * gl Unassigned * 45311

4 DeltekyisionAppPool

# SharePoint - 81

ks sharePoint Central Adminis
) Web Sites

=l DleFauIt weh Site

—‘f; Reporting

[ Mision
___J aspnet_client

B ) wss

-4 sharePoint - 51

[ g _rontralkemplates

Ho g _lavouts

H- g _vti_bin

- _Wpresources

-l App_Browsers

) App_GlobalResources
) aspret_client

) bin

-l wpresources

) _app_hin

- _whi_pwt

[]--’g SharePoint Central Adminis
(- ) Web Service Extensions

£
£
£
£
£
£
£
£
£

+
H
+
H
+
H
+
H

=l

A oo miE | i

2. Copy the Vision Document Management .NET assembly to SharePoint site directory.

3. Copy Deltek.Vision.WSS30.Server.dll from <Vision Installation Directory>\Support\DM\30
to:

c:\inetpub\wwwroot\bin (if WSS was installed to the default web site)
orto

c:\inetput\iwwwroot\wss\Virtual Directories\<site>\bin

@, By default, the <site> directory will reference the port chosen. In our example, the port is
81.

Configure Document Management Service Account in Weblink

You must configure the Document Management service account (username/password) on the
System Settings tab of the Deltek Vision Weblink utility. Follow the instructions below to
configure this:

1. On the Vision Web server, launch Weblink from Start » Programs » Deltek Vision
2. Enter the Weblink password when prompted.
3. Click the System Settings tab.

In the Document Management group box, enter your SharePoint username and
password. This account is your SharePoint Service account/Deltek Vision Application
Pool Identity.
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Document Managerment

SharePoint Username |inettest2k3n'|,dmservacct3tier |

SharePoint Password | btk |

Configure Vision Document Management

To configure Vision Document Management, complete the following steps:
1. Login to Vision using an account that has access to the Configuration menus.

2. Click Configuration » General » System Settings and select the Document
Management tab.

') General System Settings - Apple & Bartlett, PC - Period Ending 6/30/2005 - ¥6.0 {Limited Release 1)

@ Search Options

ﬁ General System Settings

K[ Calendar/Activities [
o

’T‘ Lookups | Ernail |Ser\-'ers | Labels | Mumbering |Synchr0nizati0n Document Management | Audit. Trail |Miscellaneous |
E Billing Enable Document Management

Server Name|IP camgainetk3nmb
p Transaction Center f | 5 | |

,—| Wirtual Server Port -81
-1~ Accounting -

- Current Site: | |p|
Human Resources
T.me&Expense | TeatSite.] (i Sie

A Inventory

* Reporting

ies
g Configuration

El v General
ﬁﬁ System Settings

Select the Enable Document Management check box.

4. Enter the name of the server hosting Document Management. This can be the NetBIOS
name, server name FQDN, or custom DNS/FQDN. Enter this value without the protocol
prefix (for example, remove the http://). In the illustration above, the value is
camgainetk3nwb4.

Enter the port in Virtual Server Port. In our example the port is 81.

Click the Lookup icon to select the current site.
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) Select Web Site x|

E ‘http:fframgainetk3nwb4:81 /deltelkvision (Deltek Wision) |

[8]4 Cancel Help

7. The Select Web Site dialog box displays the available sites. Select a site and click OK.

8. Save your changes.

Optional: Configure Protocol Transition

If Vision Document Management functionality is required over the Internet and you will be using a
custom DNS/FQDN for the SharePoint URL (as in our example, visionl.inettest2k3n.com), then
you must configure a form of delegation referred to as Protocol Transition. If Document
Management functionality is not required, you can skip this step.

The Kerberos authentication protocol must be used to authenticate from the Vision Web server to
the SharePoint server. However, if Vision is deployed in an Internet scenario and there are users
outside of the firewall that need to access Document Management features, Kerberos
authentication cannot be used to authenticate the client to the Web server. This is because the
client needs to have the ability to negotiate a Kerberos ticket with the Key Distribution Center
(KDC), which is a service running on a Domain Controller. This requires port 88 to be opened
inbound on the firewall to the Domain Controller, which is not an advisable configuration.

To get around this, you must be running a Native Windows Server 2003 functional domain.

To configure Protocol Transition, select the Use any authentication protocol option instead of
the Use Kerberos only option that is used to configure Constrained Delegation. This allows the
client to authenticate to the Vision Web server using NTLM instead of Kerberos, and that
authentication is then “transitioned” over to Kerberos for Delegation to the SharePoint server.
To configure Protocol Transition, complete the following steps:

Open the Active Directory Users and Computers MMC on a Domain Controller.

Locate the User account for the Vision Application Pool Identity (WSS Service account).

Right-click and select Properties.

A w DN P

On the Delegation tab, select the Trust this user for delegation to specified services
only option.
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%.J  If you click the second option, you will be configuring Unconstrained Delegation,
which would be the equivalent of Delegation in a Windows 2000 or Mixed domain.
The Constrained Delegation feature of Windows Server 2003 Native domain is
more secure and therefore recommended.

5. Select the Use any authentication protocol option.

DMServAcct3Tier Properties ﬂll
Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+
General I Address I Account I Prafile I Telephones  Delzgation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation

" Trust this user for delegation to any service (Kerberos only)

£+ Trust this user for delegation to specified zervices only

= Use Kerberos only
%' |se any authentication protocol

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc

4| | i
[~ Expanded Add.. | Bemove I

ok | Cancel | Apply |

6. Click the Add button. The Add Services dialog box displays.

To allovs zervices to be delegated for & uzer or computer, select the appropriate
users or complters, and then click the zervices.

To zelect one or more user or computer hames, click
Usgers or Computers,

serz or Computers..

Avwailable zervices;

Semvice Type | Usger or Computer | Fort | Service Namel Dromain

4| | B
Select Al |

ak. | Cancel |
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40

7. Click Users or Computers. The Select Users or Computers dialog box displays.

Select Users or Computers 2=

Select thiz object type:

IUsers, Computers, Buil-in zecurity principalz, or Other objects DObject Types...

Fram thiz location:
IINETTEST2K3N.CDM Laocations...

Enter the object names to select [eramples]:

CAMOAINE TEANWET LCheck Hames

i

Advanced... | ok | Cancel |

Search for the SharePoint server and click OK.

]

Locate the http service for the SPN (FQDN) you created earlier (in our example,
visionl.inettest2k3n.com), select it, and click OK.

In the following screenshot, there are two http service types listed. Unless you have
registered a custom FQDN using the setspn utility, only the server name displays. These
service types are known as Service Principal Names (SPNs).

To allow zervices to be delegated for a user or computer, select the appropriate
users or computers, and then click the services,

To zelect one or more uzer of computer names, click Lsers or Computers. |
Uzerz or Computers.

Auallable services:

Service Type | Idzer or Computer | Pt | Service Mame |;|
dhzcache CamMOAINETKIMNWET
eventlog CamMOAINETKIMNWET
eventgpstern  CAMOAINETEINWET J
fam CamMOAINETKIMNWET
HOST CamMOAINETKIMNWET
hitp CamMOAIMNETK3MWE1
jizadrmin CamMOAINETKIMNWET -
[ ARATATME T K IhILR
< I _>I_I

Select all |
ak I Cahicel |

The SPN referencing CAMQAINETK3NWB1.inettest2k3n.com was created automatically
when the server was added to the domain and the http service (11S) was installed.

The second SPN referencing visionl.inettest2k3n.com is a new SPN that was created
using the setspn utility that allows us to register the custom FQDN of the server, which
provides more meaning than the actual machine name.
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The Delegation tab options should be as follows:

DMServicct3Tier Properties e |
Organization I Member Of I Dial-in I Erwironment I Segziong
Femoate control I Terminal Services Profile I COkM+

General I Address I Acocount I Pratile I Telephores ~ Delegation

Delegation is a security-sensitive operation, which allows services to act on
behalf of another uzer.

= D not trust this user for delegation
€ Trust this user for delegation to any service [Kerberos anly]
&' Trust this user for delegation to specified services only

' |se kerbenos only

{* Uze any authentication protocok

Services to which thiz account can present delegated credentials:

Service Type | |Jzer or Computer | Port | Semvice Name| D¢
hittp CAMOAIMETEINSS3
1] | i
[~ Expanded

Agd... | Bemove |

0K I Cancel | Apply |

Because we are explicitly specifying the http service and not all services on the
SharePoint server, and because we are using the Use any authentication protocol
option and not Kerberos, this is known as “Protocol Transition.”
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Multi-Tier—New Installation of Document
Management 6.1 with Windows SharePoint
Services 3.0

The following instructions assume that Vision and Windows SharePoint Services 3.0 exist on
separate servers and assume that you are deploying to Windows Server 2003/11S 6.0. If you will
be deploying to Windows Server 2008/11S 7.0 or Windows Server 2008 R2/IIS 7.5, refer to
Appendix B for detailed configuration information.

Prerequisites
e Install/upgrade to Vision 6.1.

e Change the Application Pool Identity for the DeltekVisionAppPool to be a domain
account. (The Vision 6.1 installation sets this to be the local DeltekVision account.) This
account will also be the SharePoint (WSS) Service account. Add this user to the local
Administrators and 1IS_WPG groups on the Vision server and local Administrators group
on the WSS server.

Configure Vision Application Pool Identity to Be a Domain Account

You must change the Vision Application Pool Identity to be a domain account. (The default is for
Vision to use a Local Administrator Account. The DeltekVision user is created during the Vision
installation.) The reason for this change is that the local accounts are unable to read the SPN
configured in Active Directory.

To change the Vision Application Pool Identity, complete the following steps:
1. Create a domain user account. No domain Admin rights are needed for this account.

2. Log on to the domain on the Vision Web/application server using an Administrator
account.

Click Start » All Programs » Administrative Tools » Internet Information Services.
Expand Application Pools.
Right-click DeltekVisionAppPool and select Properties on the shortcut menu.

o o > w

Click the Identity tab and change the account from DeltekVision to your domain\user
account created in step 1. Make sure this account is a member of the Local
Administrators and IIS_WPG local groups.

Configure SPN for Vision Application Pool ldentity
As mentioned earlier in this document, it is necessary to create a Service Principal Name (SPN)
for the domain user running the DeltekVisionAppPool.
To add the Application Pool Identity as a Service Principal Name, complete the following
steps:
1. Enter the following commands on the domain server where setspn is installed:
setspn —A http/<Vision Web/App Server name> <domain app pool identity>
For example: setspn —A http/camqainetk3nwb5 inettest2k3n\dmservacct3tier

2. Repeat for the FQDN of the server.
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Refer to the following related Microsoft Knowledge Base article:
http://support.microsoft.com/?id=871179

@.| If your Vision Web server is accessed by a DNS / FQDN (Fully Qualified Domain Name) that does
not match the name of the server (for example, if your Vision Web server is named Server01 and its
DNS name is Server01.Company.com, but you have added a custom DNS value
Vision.Company.com), you must also add an SPN for this custom DNS name.

Install and Configure Vision 6.1 Document Management and
WSS 3.0

When you install Vision 6.1 Document Management, WSS is automatically installed. (If you are
upgrading from Vision 5.1, no changes are made to your WSS installation.) However, the
Document Management installation will not automatically configure WSS. The steps to configure
SharePoint are outlined in this document.

The Document Management installation does the following:

e |Installs Web Service Extensions (WSE) 2.0 SP3.

e |Installs WSS 3.0, if it is not already installed.

e Changes the IIS metabase NTAuthenticationProviders element to be Negotiate, NTLM.

e Copies Document Management files to the SharePoint ISAPI folder (c:\program files\common
files\microsoft shared\web service extensions\12\isapi).

e Copies Document Management files to the Vision Support folder (\program
files\deltek\vision\support\DM\30).

e Modifies the SharePoint Web.config file in the ISAPI directory to work with Vision Document
Management.

e |Installs Deltek.Vision.WSS30.Server.dll into the Global Assembly Cache (GAC).

Install Vision 6.1 Document Management on the Vision Web Server

To install Vision 6.1 Document Management on the Vision Web server, complete the
following steps:

1. Run the setup on your Vision Web server. The following dialog box then indicates the IIS
licensing requirements for the use of Windows Integrated Authentication (required to use
Vision Document Management):

¥ision {(Document Management) - Installshield Wizard ﬂ

i Document Management requires Integrated security to be used. This setup will chanage the wour virtual directary
\J) security model to Integrated security that might have Microsoft Windows Client Access License (CAL's) implications.
Setup will conkinue,

2. Click OK. The Welcome page displays.
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Deltek ¥Yision Document Management Installation Wizard x|

Welcome to the Deltek Vision 6.0 Document
Management Installation Wizard

This inztallation wizard will install Deltek Vizion 6.0
Diocument Management components on wour computer,

e ey ey | g

< Bacl

Cancel |

3. Click Next. The License Agreement page displays.

Deltek Yision Document Management Installation Wizard

License Agreement

Fleaze read the follmwing licenze agreement carefully,

IMPORTANT- READ CAREFULLY. This End User License Agreement ﬂ
"Agreement” is a legal agreement between you (either an individual or a
single entity, hereinafter referred to as "Licensee”) and Deltek Systems,

Inc. for certain Deltek software products and any documentation that
accompany this Agreement, which includes third party software,

associated media and any related semices. An amendment or addendurm

to this Agreement may accompany the Software should ather terms and
conditions not otherwise stated in this Agreement need to apply. YOU
AGREE TO BE BOUND BY THE ALL TERMS OF THIS AGREEMENT

BY INSTALLING, COPYING OR USING THE SOFTWARE. IF YOU DO |

& 1 accept the terms of the license agreement Print |

| do not accept the terms of the license agreement

IietalShield

< Back | Heut » I Cancel |

4. Select | accept the terms of the license agreement and click Next. The following dialog
box displays.

Question X

P | Setup has detected that this is your Delkek Yision webfapplication server, Will this server also be your Microsaft
\‘Q) windows SharePoint Services webjapplication server?

5. Click No because this is a multi-tier installation of Vision Document Management and
your Vision Web server will not host WSS 3.0. The following dialog box displays to
remind you to run the setup on the WSS server.

44 .
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¥ision (Document Management) - InstallShield Wizard x|

\i) Please be sure ko run this setup on your Microsoft Wwindows SharePoint Services webfapplication server in addition to
this server,

Click OK to display the Ready to Install the Program page.

Deltek ¥Yision Document Management Installation Wizard x|

Ready to Install the Program
The wizard iz ready to begin installation.

Click Inztall to begin the installation.

IF pou want to reviews or change any of vour inztallation settings, click Back. Click Cancel to exit
the wizard.

InstallShield

< Back Cancel

Click Install to start the installation.

Click Finish when the installation is completed.

InztallS hield Wizard Complete

The InstallShigld ‘Wizard has successfully installed Vizion
[Document Management]. Click Finish to exit the wizard,

< Back Cancel
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Install Vision Document Management on the WSS Server

To install Vision Document Management on the WSS server, complete the following steps:

1. If you have previously installed Deltek Vision 5.1 Document Management (or other earlier
versions), uninstall Deltek Vision Document Management using Add/Remove Programs.
(This will not uninstall Windows SharePoint Services 3.0.)

2. Download DeltekVision61SP4DM.exe and run the setup on your WSS server. The
Welcome page displays.

Deltek Yision Document Management Installation Wizard x|

Welcome to the Deltek Vizion 6.0 Document
Management Installation Wizard

Thiz installation wizard will ingtall Deltek Wision 5.0
Document Managerment components on Your computer.

< Barck Cancel |

3. Click Next. The License Agreement page displays.

Deltek Yision Document Management Installation Wizard x|

License Agreement .
Fleaze read the follmwing licenze agreement carefully, | ’

IMPORTANT- READ CAREFULLY. This End User License Agreement ﬂ
"Agreement” is a legal agreement between you (either an individual or a
single entity, hereinafter referred to as "Licensee”) and Deltek Systems,

Inc. for certain Deltek software products and any documentation that
accompany this Agreement, which includes third party software,

associated media and any related semices. An amendment or addendurm

to this Agreement may accompany the Software should ather terms and
conditions not otherwise stated in this Agreement need to apply. YOU
AGREE TO BE BOUND BY THE ALL TERMS OF THIS AGREEMENT

BY INSTALLING, COPYING OR USING THE SOFTWARE. IF YOU DO |

&' | accept the terms of the license agreement Print |

| do not accept the terms of the license agreement

IietalShield

< Back | Heut » I Cancel |

4. Accept the license agreement and click Next. The Ready to Install the Program page
displays.
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Deltek ¥ision Document Management Installation Wizard |

Ready to Install the Program

The wizard iz ready to begin inztallation.

Click Inztall to beqin the installation.

If you want ta review or change any of your installation settings, click Back. Click Cancel ta exit
the wizard.

IietalShield

< Back Inztall Cancel |

5. Click Install to start the installation. The installation automatically downloads the version
of Windows SharePoint Services 3.0 specific to your platform (x86 or x64), extracts the
WSS 3.0 setup files, and installs Windows SharePoint Services.

During the extraction process, the following dialog box displays. You must click OK to
continue the installation).

Microsoft Windows SharePoint Sel x|

Files extracted successfully.

=

6. When the installation is complete, the InstallShield Wizard Complete page displays.

Deltek Yision Document Management Installation Wizard

Install5hield Wizard Complete

The InstallShield 'Wizard has successfully installed Vizion
[Document Management]. Click Finish bo exit the wizard,

<Back |f Finish Catcel
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7.

Click Finish.

Run the SharePoint Products and Technologies Configuration Wizard

To run the SharePoint Products and Technologies Configuration wizard, complete the
following steps:

1.

48

To run the SharePoint Products & Technologies Configuration Wizard, click Start »
Administrative Tools » SharePoint Products and Technologies Wizard. The

Welcome page displays.

Welcome to SharePoint Products and Technologies

In order to configure SharePaoint Products and Technologies, you will require the Following information:

» Mame of database server and database where server Farm configuration data will be stored

® Username and password for the database access account that will administs%the server Farm

Click. Mezt ko continue or Cancel to exit the wizard, To run the wizard again, click on the Start Menu shorkbeout.

"{a SharePoint Products and Technologies Configuration Wizard 0] =l

Cancel |

Click Next. The following dialog box displays.

SharePoint Products and Technologies Configuration ¥iz B |

T'f The Following services may have to be starked or reset during configuration:
L3

Internet Information Services
SharePoint Adminiskration Service
SharePoint Timer Service

“hoose ves to restart the services if reguired and conkinue with the configuration wizard
or no ko exit the configuration wizard.

Click Yes. The Connect to a server farm page displays.
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g SharePoint Products and Technologies Configuration Wizard

Connect to a server farm

connect ko an existing server Farm?

- ‘es, I wank bo connect to an existing server Farm

& fia, Twant to create a New setver Farm &

A server Farm is a collection of bwo or more computers that share configuration data, Do wou want to

=101

4. Select the No, | want to create a new server farm option and click Next to display the

Specify Configuration Database Settings page.

"{a SharePoint Products and Technologies Configuration ¥izard

Specify Configuration Database Settings

=101 =]

All servers in a server Farm must share a configuration database, Type the database server and database
name. If the database does not exist, it will be created. Ta reuse an existing database, the database must be
empty. For additional information regarding database server security configuration and nekwork access
please see help,

Database server: IcamqainetkSndb2

Database name: IShareF‘oint_ConFig

Specify Database Access Account

Select an existing Windows account that this machine will always use to connect ta the configuration
databasze. If your configuration dakabase is hosted on another server, you must specify a domain accaunt.

Type the username in the Form DOMAINUser_Name and password For the account.,

Username: |inettest2k3n'l,dmservacct3tier 1
Password; I.........l
LA |
o,
< Back | Mext = I Cancel |

5. Enter the name of the database server to host the SharePoint configuration database and

accept the default database name: SharePoint_Config.
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@] If you use SQL Server 2008, your database access account will need to have the
dbcreator and securityadmin SQL Server Roles.

6. Enter the domain and name of the Vision Application Pool Identity (configured and added
to the local administrator group on the WSS server) as the Username for the SharePoint
database access account and enter that user’'s Password.

7. Click Next. The Configure SharePoint Central Administration Web Application page
displays.

"{a SharePoint Products and Technologies Configuration Wizard ] 5

Configure SharePoint Central Administration Web Application

A SharePoint Central Administration Web Application allows you to manage configuration settings For a server
fFarm. The first server added to a server Farm must host this web application. To specify a port number For the
web application hosted on this machine, check the box below and type a number between 1 and 65535, IF
wou do not specify a port number, a random one will be chosen.

¥ Specify port number: I4D4DB

Configure Security Settings
Kerberos is the recommended security configuration to use with Integrated Windows authentication. Kerberos
requires special configuration by the dormain administrator, MTLM authentication will wark with any
application pool account and the default domain configuration. Show me more information.
Choose an authentication provider For this Web Application.
O HILM
-

8. Specify the port to be used for the SharePoint Central Administration Web site.

9. Select Negotiate (Kerberos) for the authentication provider.

SharePoint Products and Technologies Configuration Y x|

"j ¥ou have chosen ko continue using Kerberos with Inkegrated \Windows authentication,
L

tanual configuration steps by a domain administrator will be required to create a Service
Principal Marme {SPM) in the Active Directory (A0). Do you wank to use Kerberos
authentication?

10. Click Yes to continue using Kerberos with Windows Authentication. The Completing the
SharePoint Products and Technologies Configuration Wizard page displays.
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'{a SharePoint Products and Technologies Configuration Wizard % ]

Completing the SharePoint Products and Technologies
Configuration Wizard

The Follawing configuration settings will be applied:

» Configuration Database Server camgainetk3ndbz

# Configuration Database Name SharePaink_Config

» Host the Central Administration Web Application e

# Central Administration URL ttp:ffcamgainetk3nss1:40

# Authentication provider Megotiate (Kerberos)

Click Mezxt to apply configuration settings.

{ hdvanced Settings

11. Click Next to begin the configuration. This process may take some time to complete. The
Configuration Successful page displays when configuration is complete.

"{a SharePoint Products and Technologies Configuration YWizard o ] |

Configuration Successful

The following configuration settings were successfully applied:

# Configuration Database Server |camqainetk3ndh2 |
# Configuration Database Name |SharePoint_ConFig |
» Host the Central Administration Web Application |yes
& Central Admiristration URL [http: fcamaainetkansst 40408]| |
® Authentication provider |Negotiate {Kerberos) .
Click Finish to close this wizard and launch the SharePoint Central Administration homepage. Inkernet %

Explorer users may be prompted for a username in the Form DOMAIN|User_Mame and password ko access
the site, Ak khat prompt, enter the credentials that vou used to logon bo this computer. Add this site to the list
of trusted sites when prompted.

12. Click Finish to finish the configuration process. The SharePoint Central Administration
page displays.
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Use SharePoint Central Administration to Complete the SharePoint
Configuration

To complete the SharePoint configuration, complete the following steps:

1. When you click Finish in the preceding procedure, SharePoint Central Administration is

launched.

j Home - Central Administration - Microsoft Internet Explorer INEES
Fle Edit Wiew Favorites Tools Help | :,'
ol Back ~ €3~ ¢ (2] _:‘_ ,':" Search 57 Favorites ~€“t| LY =)

Address I@I http: i camgainetk3nss1: 40408 default . aspx j Go | Lirks *
entral Administration welcome INETTEST2K 3N\ administratar = | (@) _R

g_@ Central Administration

Home | Operations  Application Management m

Yiesy All Sike Conkent

Administrator Tasks v Resources v
Central - -
Administration Type  Order  Title | Assigned To There are currently no
. ) . favorite links to display, To
= (perations A 1 EEF’;D FIRSJ_' ?'CRtt_h's ||'nl:‘£f:lr add a new link, dlick "add
= Application EPIOYMENL INStructions & e link" below,
2 Incoming e-mail settings ! HEW
Managemernt J 2 2 B add new link
- A 3 Oukgaing e-mail settings | HEw
=) R le Bi
i Recycle Bin B 4 Create SharePoint Sites ! vew
] 4 Configure WorkFlow Settings ! Hew
] 15 Diagnostic logging settings ! HEW
A 18 Add anti-virus protection ! vew
= Add new task
Farm Topology v
Server Services Running
camgainetk3ndbz windows SharePoint Services

Cratabase

CAMOQAINETKINSS1 Central Administration
Windows SharePoint Services Incoming
E-Mail
Windows SharePoint Services Web ;I

@ Done ’_’_’_|_|_|-ﬁ Local inkranek
2. Click Operations. The Operations page displays.
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Central administration

Haorme | Dperations

Wiew Al Site Content

Central
Administration

Welcarne INETTEST 2K 3Madministrator = | @

% Central Administration

Application Managerenk

;u!-l'nluuun-a

Central Adminisktration > Cperations

Operations

This page contains links to pages that help vou manage your server or server Farm, such as changing the server Farm
topolagy, specifying which services are running on each server, and changing settings that affect mulkiple servers ar
applications,

= Dperations
. Topology and Services
= ppplication

Management o Sepvers in Farm
— N =] i

] Recycle Bin Services on server

8 Qubgoing e-mail settings
a Incoming e-mail settings

8 Approvefreject distribution groups

Security Configuration

B Service accounts

8 Information Rights Management

Global Configuration

a Timer job skatus

a Timet job definitions

a Alernate access mappings
a Manage Farm features

8 Solution management

Backup and Restore

8 Perform a backup

8 Backup and restore history

8 Antivirus 8 Restore from backup
8 Elacked file bvpes 8 Backup and restore job skatus
i i i imia

3. Click Services on Server under Topology and Services to configure the SharePoint

Services search.

Central administration

% Central Administration

Haore | Dperations | Application Management

Services on Server:

Wiew Al Site Content

Central Complete all steps below

Administration

= Operations = Server: | CAMQAINETE3NSS1 -

= Application [E Start services in the table below:
Management

=] Recycle Bin

Application

Welcarne INETTEST 2K 3Madministrator = | @

b3

Central Administration > Cperations > Services on Server

CAMQAINETK3NSS51

= When finished, return to the Central Administration home page

;u!-l'nluuun-a

‘iew:  Configurable -
Service Comment Status Ackion
Central Administratian Started Stop
Windows SharePoint Services Incoming Started Stop
E-Mail
windows SharePoint Services Search Required on Farm, mot running Stopped Skart
windows SharePaint Services Web Started Stop

4. Locate the Windows SharePoint Services Search option and click Start.
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Central Administration

% Central Administration

Home | Operations | Application Management

Settings

Wi Al Site Content

Central

Administration
D EEeliE = Service Account
= Application

The search service will run using this
Management

account,
2] Recycle Bin The search service account rmust nok be &
built-in account in order bo access the
database, Examples of builk-in accounts
are Local Service and Metwark Service,

= Content Access Account

The search service will access all content
using this account,

The account will be added to the Full
Read policy, giving it read-only access to
all conkent,

welcome IMETTESTZK3M administrator - | @

;un-';uumua

Central Administration = Operations = Services on Server = Windows SharePoint Services Search Service

Configure Windows SharePoint Services Search Service
Settings on server CAMQAINETK3NSS1

Ilse this page to configure Windows SharePoint Services Search Service Settings,

wiarning: this page is not encrypted for secure communication, User names, passwords, and any other
information will be sent in clear text, For more information, contact your administrator,

Lser name

|inettest2k3n\dmservacct3tier

Password

Lser name

|inettest2k3n\dmservacct3tier

Password

For proper search functionality and
infarmation security, do not use an
administrator account, and do not use
accounts that can modify content,

= search Database

Use of the default database server and
database name is recommended For most
cases, Refer ko the administrator's guide
far advanced scenarios where specifying
database infarmation is required.

Use of Windows authentication is
strongly recarmmended. To use SCL
authentication, specify the credentials
which will be used to connect ko the
database.

Indexing Schedule

Configure the indexing Schedule,

Database Server

|camqainetk3ndb2

Database Mame
|WS5_Search_CAMQAINETKINSS1

Database authentication

& windows authentication {recommended)

™ S0L authentication
Accounk

Password

Indexing schedule:

" Every |5 Minukes
L& Hourly between I and I minukes past the hour
i Diaily

Between [ 12 aM - [[o00 -]

and IlZF\M v”DD vI

Skark I

CZancel

5. Configure the search service to include the Service account and Content Access account
(use the same account information as your Vision Application Pool Identity).
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6. Configure Search Database as shown and click Start. After a minute or so, the service’s
status changes to Started.

Central Administration

Home | Operations

Wignw Al Site: Conkent

Central
Administration

= Operations
= Application
Management

2] Recycle Bin

2‘%} Central Administration

Application Management

Welcame IMETTEST2K3M \ administratar = | @

FJ Ite ACkIon La

Central Administration = Operations > Services an Server

Services on Server: CAMQAINETK3NSS1

Complete all steps below
El Server:  CAMQAINETK3NGS1 -

[ Start services in the table below:

SErVice Carmrent
Central Adrministration

Windows SharePoint Services Help
Search

windows SharePoint Services Incoming
E-Mail

Windows SharePoint Services Web
application

Yiew: Configurable

Skatus Ackion
Started Stop
Started Stop
Started Stop
Starbed Skop

= When finished, return ko the Central Administration home page

R

7. Click Application Management to configure the SharePoint Web Application.

Central Adrministration

Home = Operations

Wiew Al Site Content

Central
Administration

= Dperations
= Application
Managemenk

=] Recycle Bin

305 _ .
}:@ Central Administration
Application Management

Central Administration > Application Management

Application Management

Welcorne INETTESTZK 3Myadrminiskrator = | @

;lll-l’ill! 1O pa

This page contains links to pages that help vou configure settings Ffor applications and components that are installed on the

server of server Farm,

SharePoint Web Application Management

= reate or extend Web application:

8 Remove SharePoint From 115 Web site

o [elete Web application

8 Define managed paths

8 wWeb application autgoing &-mail setkings
8 wWeb application general settings

& Content databases

8 Manage Web application features

8 wWeb application lisk

Application Security

8 Security For Web Part pages

SharePoint Site Management

8 Create site collection

8 Deleke site collzction

8 Site use confirmation and deletion
8 Quaota templates

8 Site collection quotas and locks

@ Site collection administrakars

& Sjte collection list

External Service Connections

& Records center
8 HTML viewer

8 Document conversions

8. Select the Create or extend Web application option. The Create or Extend Web
Application page displays.
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Central Administration

%%\O Central Administration

Home

Welcome INETTEST 263N \administrator = @

COperations | Application Management

Central Administration > Application Management > Create or Extend Web Application

Create or Extend Web Application

View All Site Content Use this page to create a new Windows SharePoint Services application or to extend an existing application to another IIS
Central Web Site. Learn about creating or extending Web applications.

Administration

Adding a SharePoint Web
Application

Creating & new Web application is the
most common option. When creating a
new SharePoint Web application, you
create a new database to store data,
and define the authentication method
used to connect the SharePoint
application to that database.

= Operations Create a new Web application

= ppplication

Management Extend an existing Web application

&] Recycle Bin

Choose Extend an existing web
application if you need to have separate
115 Web Sites that expose the same
content to users. This is typically used
for extranet deployments where
different users access content using
different domains. This option will reuse
the content database from an existing
Web application.

9. Click Create a new Web application. The Create a New Web Application page displays.

Central Administration %
53 .. .
% Central Administration

Home  Operations

‘welcome INETTESTZK3M administrator = | (@)

Application Management m

Central Administration = Application Management = Create or Extend Web Application = Create New Web Application

Create New Web Application

Wiews All Site Conkent

Central
Administration

Use this page to create a new Windows SharePoint Services Web application. Learn about creating or extending 'web applications.

Warning: this page is not encrypted for secure communication. User names, passwords, and any other information will be sent in clear text.
For more information, contact your administrator,
= Operations

IF yiou select an existing 115 web site, that web site must exist on all servers in the Farm

= application Ok | Cancel |
Management b si
_ 115 Web Site  Use an existing II5 web site
2] Recycle Bin Choose bebween using an existing I15 web site o create a new one to serve the -
‘Wwindows SharePoint Services application, | Default Web Site ;l

[

and have the same description, or this action will nok succeed.

Description

IF vou opt ko create a new 115 web site, it will be automatically created on all servers in
the farm. If an II5 setting that you wish o change is not shown here, you can use this
option to create the basic site, then update it using the standard II5 toals,

|SharePo|nt - 80

Port
[so

Host Header

Path

IC:\Inetpuh\wwwrnDt\wss\UirtuaID\rEE:t

10. Select the Create a new IIS web site option. Enter a description for the Web site and
specify a port in Port.

Because WSS is installed on its own server, it can run on the Default Web Site and Port
80. To accomplish this, select the existing Web site (Default Web Site). Note the entry in
Path, which by default is the root of your WSS Web site in a directory named after the
port chosen under c:\inetpub\wwwroot\wss\virtualdirectories.
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Security Configuration

Kerberos is the recommended security configuration to use with Integrated Windows
authentication, kKerberos requires the application pool account ko be Mebwork Service
o special configuration by the domain administrabor, MTLM authentication will work,
with ary application pool account and the default domain configuration,

Authentication provider:

'3

NI
If vou choose to use Secure Sackets Layer (551, vou must add the certificate on each Allow Anonymous:
seryer using the 115 administration tools, Until this is done, the web application will be
inarcessible fram this 115 Weh Site. i ves
¥ Mo
Use Secure Sockets Layer (5500
" ves
& ha
Load Balanced URL LURL

The load balanced URL is the domain name For all sites users will access in this
SharePoint Weeb application. This URL domain will be used in &l links shown on pages
within the web application. By default, it is set to the current servername and part,

[http://CAMQAINETK 3NS5 180/

Zone

|Defau\t =1

11. Select Negotiate (Kerberos) under Authentication provider.

12. For the Allow Anonymous and Use Secure Sockets Layer (SSL) options, accept the
default of No. If you want to use SSL with SharePoint, you can configure SSL later but
you must not configure SSL to be required.

Application Pool " Use existing application pool

Choose the application pool ko use for the new web application, This defines the
account and credentials that will be used by this service,

|DefauItAppPoo\ {Metwork Service) ;l

% Create new application pool
Application pool name
|SharePDint - 80

*fou can choose an existing application pool or create a new one.

Select a security account For this application pool

& Eredefined
INetwnrk Service x

 Configurable
User name

Fassword

Reset Internet Information Services € Restart [IS Automatically

Use this section to allow SharePoint to restart II5 on other Farm serwvers, The local
server must be restarked manually for the process bo complete, IF this option s not
selected and you have mare than one server in the Farm, you must wait unkil the 115
wehb site is created on all servers, and then run "isreset fnoforce” on each Web
server, The new 15 site will not be usable until that is completed.

' Restart 115 Manually

13. Select the Create a new application pool option and provide a name (Deltek
recommends using the same name as the Web site). Note that if you are installing WSS
to the Default Web Site, you can also choose to use the Default App Pool rather than
creating a new application pool.

14. Select Predefined and Network Service for the security account to be used for the
application pool.

15. Select the Restart IS Manually option for Reset Internet Information Services.

Deltek_-:- s7



Multi-Tier—New Installation of Document Management 6.1 with Windows SharePoint Services 3.0

Database Name and Authentication Database Server

Use of the default database server and datsbase name is recommended For most |camqainetk3ndb2
cases, Refer to the administrator's guide for advanced scenarios where specifying

database information is required, [atabase Mame

Use of windows authentication is strongly recommended. To use SOL authentication, IWSS—CU”te”t

specify the credentials which will be used ko connect to the database. Bebebees et

* Windows authentication (recommended)

' 501 authentication
Account

Password

Search Server

‘fou can choose ko associste a content database with a specific server that is running
the Windows SharePoint Services seatch service,

0K Cancel

16. Verify the name of the server in Database Server. (It should be the same as that used
for the SharePoint configuration database server.) Accept the default in Database Name
for the content database.

17. Select Windows authentication (recommended) under Database authentication.
(This will use the SharePoint service account and Vision Application Pool Identity
configured previously.)

18. Select the search server in Select Windows SharePoint Services search server and
click OK. The following dialog box displays.

Windows Internet Explorer x|

€ , ‘fouhave chesen ko continue using Kerberos with Integrated Windaws authentication,

\,_-(/ Manual configuration steps by a domain administratar will be required if the application

pool's security account is not Metwork Service, Are you sure vou want bo use Kerberos
authentication?

Zancel |

19. Click OK to use Kerberos for Windows Authentication. After a few minutes, the
Application Created page displays. It indicates the status of the process to create a new
Web application.
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Central Administration @

Welcome INETTEST 263N \administrator =
55 .. .
}%\O Central Administration

Home  Operations | Application Management ; .;:-... .E

Central Administration > Application Management > Create or Extend Web Application > Create New Web
Application > Application Created

Application Created
View All Site Content

Central The Windows ShareFoint Services Web application has been created.
AT ST If this is the first time that you have used this application pool with a SharePoint Web application, vou
must wait until the Internet Information Services (I115) Web site has been created on all servers. By
- default, no new SharePoint site collections are created with the Web application. To create a new site
= Application collection, go to the Create Site Collection page.

Management

= Operations

- To finish creating the new 1S Web site, you must run "iisreset /noforce” on each Web server.
5] Recycle Bin

20. Do not click the Create Site Collection link at this time. It is still necessary to add

DeltekVision as a managed path with explicit inclusion before you create the site
collection.

21. Click Application Management and select the Define Managed Paths option.

Central Adrministakion

% Central Administration

Home  Operations | Application Management

welcome INETTESTZK3N administrator = | (@

=S Actions - |

Central Administration > Application Management > Define Managed Paths

Define Managed Paths

Wiew Al Site Content

Central
Administration

Use this pags to specify which paths in the URL namespace are managed by Windows SharePoint Services, Learn about defining managed paths,

Web Application

‘“web Application: | httpef /camqainetk3nss1/ ~
= Operations Select a Web application.
= Application
Management
Included Paths
* Delete selected paths
] Recycle Bin This list specifies which paths within the URL namespace are managed by Windows Path i
- SharePoink Services,
- (root) Explicit inclusion
- sites ‘wildcard inclusion
Add a New Path Path:
Specify the path within the URL namespace to include. You can indudz an exact path, |de\tekvision
ot all paths subordinate to the specified path.
Use the Check URL button to ensure that the path you indude is not already in use Mote: Ta indicate the root path for this web application, type a slash
For existing sites or Folders, which will open a new browser window with that URL, iy Check URL
Type:

IEpricwt inclusion 'I

Ok Cancel

22. Enter DeltekVision in Path and select Explicit inclusion in Type.
23. Click OK.
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24. Click Application Management and select the Create site collection option under

SharePoint Site Management.

Central Adrministration

g%} Central Administration

Home  Operations | Application Management

Central Administration > Application Management

Application Management

Wiew All Site Content

Central server or server Farm,

Administration

= Operations SharePoint Web Application Management

= Application

8 _reate or extend Web application
Management

8 Remaye. SharePoint from 115 Web site

] Recycle Bin o Delete Wweb application

8 Define managed paths

8 ‘Web application autgoing &-mail setkings
8 wWeb application general settings

& Content databases

8 Manage Web application features

= Web application lisk

Application Security

8 Security For Web Part pages

‘Welcorne INETTESTZK 3Myadrminiskratar = | @

;un-.n-u 10T ;a

This page contains links to pages that help vou configure settings Ffor applications and components that are installed on the

SharePoint Site Management

8 Create site collection

8 Deleke site collzction

@ Site use confirmation and deletion
8 Quata termplates

8 Site caollection quotas and locks

& Site collection administrators

& Sjte collection list

External Service Connections

& Records center
8 HTML viewer

8 Document conversions

The Create Site Collection page displays.

Central Adrinistration

% Central Administration

Home  Operations | Application Management

Create Site Collection

Views All Site Conkent

Central
Administration

Use this page ko create a new top-level Web site.

Specify the URL name and URL path to create a new site, or choose ko create
a sibe at a specific path,

To add a new URL Path go ko the Define Managed Paths page.

Central Administration > Application Management > Create Site Collection

Ok Canicel
= Dperations
= Application web Application ‘web application: | https//camgainetk3nssl/ -
Management Select a Web application,
@] Recycle Bin
Title and Description Title:
Type a title and description For your new sike, The title will be displayed on |De|ta|-< Wision
each page in the site,
Description:
B
[
Web site Address URL:

‘welcome INETTESTZK M administrator = | @

Fm-.u-mua

http:/ fcamgainetk3nss 1 ¥

25. Enter Deltek Vision in Title and enter a description, if appropriate.

26. From the URL drop-down list, select /deltekvision. This will be the top level root for

Vision Document Management.
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Template Selection Select a template:

Collaboration | Meetings

A site For keams to quickly organize, author, and share information, Ik provides
adocument library, and lists For managing announcements, calendar ikems,
tasks, and discussions,

Primary Site Collection Administrator

User name:
Specify the administrator For this 'Web site collzction, inettestzleinhadministrator 8, @
Secondary Site Collection Administrator User name:
Specify the secondary administrator For this Web sice collection, linettestzkan\administrator] | 8, &
Quota Template Select a quota template:
Select a predefined quota template to limit resources used For this site I Mo (uota
collection, .

Storage limit:

Number of inviced users:
To add a new quota template, go to the Manage Quota Templates page.

QK Cancel

27. Under Select a template, accept the default of Team Site for the template to be used
and enter a username in each of the User name fields for the primary and secondary site
collection administrators.

28. Select No Quota in Select a quota template and click OK. The Top-Level Site
Successfully Created page displays.

Central Adrninisty ation

Yiew Al Sike Content

Central
Administration

= Dperations
= Application
Management

=] Recycle Bin

% Central Administration

Home  Operations

Application Management ;u--.m-.-ma

welcome INETTESTZK3N administrator = | (@)

Central Administration = Application Management > Create Site Collection = Top-Level Site Successfully Created

Top-Level Site Successfully Created

The new, empty bop-level site was created successfully with the specified URL, IF wou have permission to wiew the Web site, vou can do soin a new browser window by
clicking the URL. To return to SharePoint Central Administration, click 0K,

http: jcamgainetkinss1 [deltekvision

Ok |

29. Click Start » Run, enter iisreset /noforce, and click Enter.
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30. Click the link for the top level site (in our example it is
http://camqainetk3nssl/deltekvision) to display the site.

/] Cannot find server - Microsoft Internet Explorer -1l x|
File Edit Wiew Favarites Tools Help % | l';’
(G Eack ~ €3 ~ [¢] [2] @n | ) search <7 Favorites 441 | - B

Address Ifg‘] http:fframgainetk3nss1/delekyvision

= |Links »

= Tearn Discussion

Sites

People and Groups

5] Recycle Bin

Calendar v

There are currently no upcoming events. To add a new event, dlick
"Add new event” below,

= Add new event

There are currently no
Favorite links ko display, Ta
add a new link, click "Add
new link" below,

E Add new link

Deltek Yision ‘Welcome INETTEST2K M administratar = | (@ ;I
@4l Deltek Vision [This site =] |
Home 5ite Actions -
I—
Wigwy &l Site Conkent
Announcements -
Documents ,."‘ '
Get Started with Windows SharePoint 8/712007 6:17 AM 'j
# Shared Documents Services! ] HEw I—" 1
i Microaoft g
T bs.-' INETTES'_F2K3N'I,adm|n|str.atc-r . _ windo
Microsoft Windows SharePaoint Services helps vou ta be more effective _WS R
= Calendar by connecting people, information, and documents. For information on SharePoint Services
« Tasks getting started, see Help.
Discussions = Add new announcement Links v

Ad|
[&] Done ’_ ’_ ’_ ’_ ’_|° Internet v

31. The SharePoint configuration is complete. Close SharePoint Central Administration.

Configure SharePoint for a Fully Qualified Domain Name (FQDN) URL
(Optional)

If you will be configuring your SharePoint server to use a custom DNS record for the URL you
must create an additional SPN and also to create Alternate Access Mappings in SharePoint.

See “Appendix C: SPN Configuration When Using Custom DNS Records” on page 100 for more
information.

Verify 1IS Configuration and Configure Deltek Vision Document
Management .NET Assembly

To verify lIS configuration, complete the following steps:

1. Use the directions that follow to open Internet Information Services to view these Web
sites:

= Default Web Site — Stopped.
= SharePoint — 80 — This is your WSS 3.0 Web site.

= SharePoint Central Administration Web Site

o2 Deltek-:-




Document Management Installation Guide

t Internet Information Services (II5) Manager - |EI|1|I

¥g Fle Action Wiew ‘Window Help | _=] 5||
o | BEERHRB R L[y |
?.5 Internet Information Services Description | Identifier | Skate | Host header value | IF address | Pork LE
-5 CAMQAINETK3NES1 (local computer) Default Web Site (Stopped) 1 Stopped * all Unassigned * 80
B AIDD"CBUDH Paals 8 shareraint - 80 1025755010 Running * 4l Unassigned * &0
# DefaultAppPaol 8 sharePaint Central Administra,.. 1931835500 RuRring * gl Unassigned * 40408

%+ SharePaint - 80
[-ghs SharePaint Central Administration v3
=) Web Sites

-- Default Web Site {Stopped)
1§ ShareFoint - 50
H- g _controltemplates
H- g Jayouts
H- g _vti_bin
H- g _Wpresources
tl-__| App_Browsers
#-_| App_GlobalResources
t-__| bin
H
)
H

-

| wpresources

-_) _app_bin

) v _put

[]--g SharePoint Central Administration 3
[#-__J Web Service Extensions

e W O O o O e O B e B e O

1| | i
| |

Copy the Vision Document Management .NET assembly to SharePoint site directory.

3. Copy Deltek.Vision.WSS30.Server.dll from <Vision Installation Directory>\Support\DM\30
to:

c:\inetpub\wwwroot\bin (if WSS was installed to the default web site)
orto

c:\inetput\iwwwroot\wss\Virtual Directories\<site>\bin

@ By default, the <site> directory will reference the port chosen. In our example, the port is
80. If you extended WSS to the Default Web Site, the path will be c:\inetput\wwwroot\ bin.

Configure Document Management Service Account in Weblink

You must configure the Document Management service account (username/password) on the
System Settings tab of the Deltek Vision Weblink utility. Follow the instructions below to
configure this:

1. On the Vision Web server, launch Weblink from Start » Programs » Deltek Vision.
2. Enter the Weblink password when prompted.

3. Click the System Settings tab.
4

In the Document Management group box, enter your SharePoint username and
password. This account is your SharePoint Service account/Deltek Vision Application
Pool Identity.

Docurnent Managernenk

SharePoint Username |inettest2k3n'l,dmservacct3tier |

SharePoint Password | bk |
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Configure Vision Document Management

To configure Vision Document Management, complete the following steps:
1. Login to Vision using an account that has access to the Configuration menus.

2. Click Configuration » General » System Settings and select the Document
Management tab.

) General System Settings - Apple & Bartlett, PC - Period Ending 6/30,/2005 - ¥6.0 (Limited Release 1)

/@ Coarch Options  (2) Help =

' Applications X[ X General System Settings
| L3 Calendar/ Activities [[-]

o
a& Proposals —
Planning Lookupsl Ernail |Servers | Labels | Murnbering |Synchr0nization Dacument Managernent |.0.udit Trail |Miscellaneous |

-=El

ﬁ Billing Enable Document Managemenk
? ' Server Name,IP | camqainetkanwbd| |
’—| wirtual Server Port
LU Accounting
Current Site | |,O|
Human Resources
= [ Testsite | [ view site

d Inventory

F- Reporting

s Configuration

Bl & General
ﬁf Systern Settings

Ep Time 8 Expense

d Purchasing

Select the Enable Document Management check box.

4. Enter the name of the server hosting Document Management. This can be the NetBIOS
name, server name FQDN, or custom DNS/FQDN. Enter this value without the protocol
prefix (for example, remove the http://). In the illustration above, the value is
camgqainetk3nwbd4.

Enter the Virtual Server Port. In the illustration above, the port is 81.

6. Click the Lookup icon to select the current site.
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) Select Web Site x|

E http: ffcamgainetkanwb4:81 deltekvision (Deltek vision) |

| ok || cancel || Help |

7. The Select Web Site dialog box displays the available sites. Select a site, and click OK.

8. Save your changes.

Configure Constrained Delegation

Because your WSS server is on a separate physical server and because the Vision Web server
needs to pass the domain credentials of your Vision Document Management users on to the
WSS server, you must configure Constrained Delegation.

®.]  This assumes a non-Internet deployment of Vision Document Management using Kerberos
authentication. If you are deploying Vision Document Management so that it is accessible over
the Internet, you need to skip ahead to “Configure Protocol Transition” on page 86.

To configure Constrained Delegation, complete the following steps:
Open the Active Directory Users and Computers MMC on a Domain Controller.
Locate the User account for the Vision Application Pool Identity (WSS Service account).

Right-click and select Properties.

A

On the Delegation tab, select the Trust this user for delegation to specified services
only option.

5. Select the Use Kerberos only option.
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DMServiAcct3Tier Properties 2=l

Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+
General I Address I Account I Prafile I Telephones  Delzgation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation

" Trust this user for delegation to any service (Kerberos only)
% Trust this user for delegation to specified services only

+ illse kerberas onl

" |se any authentication protocol

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc

4| | i
[~ Expanded Add.. | Bemove I

ok I Cancel | Apply |

6. Click the Add button. The Add Services dialog box displays.

To allovs zervices to be delegated for & uzer or computer, select the appropriate
users or complters, and then click the zervices.

To zelect one or more user or computer hames, click
Usgers or Computers,

Avwailable zervices;

Semvice Type | Usger or Computer | Fort | Service Namel Dromain

4| | B
Select Al |

ak. | Cancel |

7. Click Users or Computers. The Select Users or Computers dialog box displays.
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Select Users or Computers 2=

Select thiz object type:

IUsers, Computers, Buil-in zecurity principalz, or Other objects DObject Types...

Fram thiz location:
IINETTEST2K3N.CDM Laocations...

Enter the object names to select [eramples]:

CAMOAINE TEANS51 LCheck Hames

i

Advanced... | ok | Cancel |

2

8. Locate the http service, select it, and click OK.

To allovs zervices to be delegated for & uzer or computer, select the appropriate
users or complters, and then click the zervices.

To zelect one or more user or computer hames, click Users or Computers. . |
Usgers or Computers,

Avwailable zervices;

Semvice Type | Usger or Computer | Port | Semvice Name| D:I
dnzcache CAMOAIMETKINSST
eventlog CAMOAIMETKINSST
eventzysten CAMOAIMETKINSST J
[EY] CAMOAIMETKINSST
HOST CAMOAIMETKINSST

http CAMOAIMETEINSST

sharepoint. ine

ias CamualMETKINSST
iisadriin CamualMETKINSST
roEnLe CARdCOAIMETE IWCCST hd
Jl ;IJ

Select Al |
ak. I Cancel |

The Delegation tab should look like this:
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DMServiAcct3Tier Properties 2=l
Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+
General I Address I Account I Prafile I Telephones  Delzgation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation
" Trust this user for delegation to any service (Kerberos only)
% Trust this user for delegation to specified services only

{* ze Kerberos only

" |se any authentication protocol

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc
hitp CamMOAIMETKIMSS3
4] | *
[~ Expanded H E Bemave |
ok | Cancel | Apply |

Because we are explicitly specifying the http service and not all services on the SharePoint
server, this is known as Constrained Delegation.

There are two http service types listed. These service types are known as Service Principal
Names (SPNs). The SPN referencing CAMQAINETK3NSS1.inettest2k3n.com was created
automatically when the server was added to the domain and the http service (11S) was installed.
The second SPN referencing sharepoint.inettest2k3n.com is a new SPN that was created using
the setspn utility that allows us to register the custom FQDN of the server, which provides more
meaning than the actual machine name.

Configure Protocol Transition

If Vision Document Management functionality is required over the Internet and you will be using a
custom DNS/FQDN for the SharePoint URL (as in our example, visionl.inettest2k3n.com), then
you need to configure a form of delegation referred to as Protocol Transition. If Document
Management functionality is not required, you can skip this step.

The Kerberos authentication protocol must be used to authenticate from the Vision Web server to
the SharePoint server. However, if Vision is deployed in an Internet scenario and there are users
outside of the firewall who need to access Document Management features, Kerberos
authentication cannot be used to authenticate the client to the Web server. This is because the
client needs to have the ability to negotiate a Kerberos ticket with the Key Distribution Center
(KDC), which is a service running on a Domain Controller. This requires port 88 to be opened
inbound on the firewall to the Domain Controller, which is not an advisable configuration.

To get around this, you must be running a Native Windows Server 2003 functional domain.

Protocol Transition is configured by selecting the Use any authentication protocol option
instead of the Use Kerberos only option, which is used to configure Constrained Delegation.
This allows the client to authenticate to the Vision Web server using NTLM instead of Kerberos,
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and that authentication is then “transitioned” over to Kerberos for Delegation to the SharePoint
server.

To configure Protocol Transition, complete the following steps:
1. Open the Active Directory Users and Computers MMC on a Domain Controller.

2. Locate the User account for the Vision Application Pool Identity (WSS Service account),
which is most likely under the Computers Organizational Unit (OU).

Right-click and select Properties.

On the Delegation tab, select the Trust this user for delegation to specified services
only option.

5. Select the Use any authentication protocol option.

DMServAcct3Tier Properties ﬂll
Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+

General | Addess | Account | Profle | Telephones — Delegation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation

" Trust this user for delegation to any service (Kerberos only)

£+ Trust this user for delegation to specified zervices only

= Use Kerberos only
%' |se any authentication protocol

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc

4| | i
[~ Expanded Add.. | Bemove I

ok | Cancel | Apply |

6. Click the Add button. The Add Services dialog box displays.
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Add Services EE

To allovs zervices to be delegated for & uzer or computer, select the appropriate
users or complters, and then click the zervices.
To zelect one or more user or computer hames, click
Usgers or Computers,
Avwailable zervices;
Semvice Type | Usger or Computer | Fort | Service Mame | Dromain
l | ©
Select Al |
ak. | Cancel |

7. Click Users or Computers, search for the SharePoint server, and click OK.

Select Users or Computers

Select thiz object twpe:

IUsers, Computers, Buil-in securty principals, or Other objects Object Types...

FErom thig location:
IINETTEST2K3N.CDM Locations...

Enter the object names to zelect [eramples):

CAMOAIME TINS5 Check Hames

il

Advanced... | ak | Cancel |

%

8. Locate the http service for the SPN (FQDN) you created earlier (in our example,
sharepoint.inettest2k3n.com), select it, and click OK.
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To allows zervices to be delegated for a uzer or computer, select the appropriate
uzers of computers, and then click the services.

To zelect one or more user or computer names, click Users or Computers. |
Uzers or Computers.

Available services:

Service Type | Uzer or Computer | Part | Service Name| Dﬂ
dnscache CamOalMETKINSGST
eventlog CamOalMETKINSGST
eventzystem  CAMOAINETKINSST J
fax CamOalMETKINSGST
HOST CamOalMETKINSGST
hitp CamOalMETKING ST

sharepoint. ir

ias I:.l’-‘n.M.l’-‘n.I METK3NSSE1
iizadmin CAMOAINETKINSST =
rTmm rARANAIME T M EC _PI_I
b

Select Al |
ak. I Cancel |

This illustration shows two http service types. Unless you have registered a custom
FQDN using the setspn utility, only the server name displays. These service types are
known as Service Principal Names (SPNs).

The SPN referencing CAMQAINETK3NSS1.inettest2k3n.com was created
automatically when the server was added to the domain and the http service (IIS) was
installed.

The second SPN referencing sharepoint.inettest2k3n.com is a new SPN that was
created using the setspn utility that allows us to register the custom FQDN of the server,
which provides more meaning than the actual machine name.

Deltek_-:- n



Multi-Tier—New Installation of Document Management 6.1 with Windows SharePoint Services 3.0

The Delegation tab should look like this:

DMServicct3Tier Properties e |
Organization I Member Of I Dial-in I Erwironment I Segziong
Femoate control I Terminal Services Profile I COkM+

General I Address I Acocount I Pratile I Telephores ~ Delegation

Delegation is a security-sensitive operation, which allows services to act on
behalf of another uzer.

= D not trust this user for delegation
€ Trust this user for delegation to any service [Kerberos anly]
&' Trust this user for delegation to specified services only

' |se kerbenos only

{* Uze any authentication protocok

Services to which thiz account can present delegated credentials:

Service Type | |Jzer or Computer | Port | Semvice Name| D¢
hittp CAMOAIMETEINSS3
1] | i
[~ Expanded

Agd... | Bemove |

0K I Cancel | Apply |

Because you explicitly specified the http service and not all services on the SharePoint

server and because you selected the Use any authentication protocol option and not
Kerberos, this is known as Protocol Transition.
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Multi-Tier—New Installation of Document
Management 6.1 with MOSS 2007

The following instructions assume that Vision and MOSS 2007 exist on separate servers as
Vision and MOSS 2007 are not supported on the same physical server. They also assume you
are deploying to Windows Server 2003/11S 6.0. If you will be deploying to Windows Server
2008/11S 7.0 or Windows Server 2008 R2/IIS 7.5, refer to Appendix B for detailed configuration
information

Prerequisites
e Install and configure MOSS 2007.
e Install/upgrade to Vision 6.1.

e Change the Application Pool Identity for the DeltekVisionAppPool to be a domain
account. (The Vision 6.1 installation sets this to be the local DeltekVision account.) This
account will also be the SharePoint (WSS) Service account. Add this user to the local
Administrators group on the Vision server (and WSS server if running on a separate
server).

Configure Vision Application Pool Identity to Be a Domain Account

You must change the Vision Application Pool Identity to be a domain account. (The default is for
Vision to use a Local Administrator Account. The DeltekVision user is created during the Vision
installation.) The reason for this change is that the local accounts are unable to read the SPN
configured in Active Directory.

To change the Vision Application Pool Identity, complete the following steps:
1. Create a domain user account. No domain Admin rights are needed for this account.

2. Log on to the domain on the Vision Web/application server using an Administrator
account.

Click Start » All Programs » Administrative Tools » Internet Information Services.
Expand Application Pools.
Right-click DeltekVisionAppPool and select Properties on the shortcut menu.

S e

Click the Identity tab and change the account from DeltekVision to your domain\user
account created in step 1. Make sure this account is a member of the Local
Administrators and IIS_WPG local groups.

Configure SPN for Vision Application Pool ldentity

As mentioned earlier in this document, it is necessary to create a Service Principal Name (SPN)
for the domain user running the DeltekVisionAppPool.

To add the Application Pool Identity as a Service Principal Name, complete the following
steps:

1. Enter the following commands on the domain server where setspn is installed:
setspn —A http/<Vision Web/App Server name> <domain app pool identity>
For example: setspn —A http/camqainetk3nwb5 inettest2k3n\dmservacct3tier

2. Repeat for the FQDN of the server.
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Refer to the following related Microsoft Knowledge Base article:

http://support.microsoft.com/?id=871179

@.| If your Vision Web server is accessed by a DNS / FQDN (Fully Qualified Domain Name) that does
not match the name of the server (for example, if your Vision Web server is named Server01 and its
DNS name is Server01.Company.com, but you have added a custom DNS value
Vision.Company.com), you must also add an SPN for this custom DNS name.

Install and Configure Vision 6.1 Document Management and the
MOSS 2007 Site Collection
When you install Vision 6.1 Document Management on your MOSS 2007 server, only the

necessary components are installed. Post-installation configuration is necessary. The steps to
configure MOSS 2007 are outlined below.

The Document Management installation performs the following:

Installs Web Service Extensions (WSE) 2.0 Sp3.
Changes the 1IS metabase NTAuthenticationProviders element to be Negotiate, NTLM.

Copies Document Management files to SharePoint ISAPI folder (c:\program files\common
files\microsoft shared\web service extensions\12\isapi).

Copies Document Management files to the Vision Support folder (\program
files\deltek\vision\support\DM\30).

Modifies the SharePoint Web.config file in the ISAPI directory to work with Vision Document
Management.

Installs Deltek.Vision.WSS30.Server.dll into the Global Assembly Cache (GAC).

Install Vision 6.1 Document Management on the Vision Web Server

To install Vision 6.1 Document Management on the Vision Web server, complete the
following steps:

1. Run the setup on your Vision Web server. The following dialog box then indicates the IIS
licensing requirements for the use of Windows Integrated Authentication (required to use
Vision Document Management):

¥ision (Document Management) - Installshield Wizard ﬂ

i Document Management requires Integrated security to be used, This setup will change
\3) the wour wirtual directory security model bo Integrated security that might hawve
Micrasoft Windows Client Access License (CAL's) implications. Setup will continue,

2. Click OK. The Welcome page displays.
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Deltek ¥Yision Document Management Installation Wizard x|

Welcome to the Deltek Vision 6.0 Document
Management Installation Wizard

This inztallation wizard will install Deltek Vizion 6.0
Diocument Management components on wour computer,

< Bacl

Cancel |

3. Click Next. The License Agreement page displays.

Deltek ¥ision Document Management Installation Wizard

Licenze Agreement
Fleaze read the following license agreement carefully.

e

IMPORTANT- READ CAREFULLY. This End User License Agreement
("Agreement”) is a legal agreement between you (either an individual or a
single entity, hereinafter referred to as "Licensee") and Deltek Systems,
Inc. for certain Deltek software products and any documentation that
accompany this Agreement, which includes third party software,
associated media and any related services. An amendment or addendum
to this Agreement may accompany the Software should other terms and
conditions not otherwise stated in this Agreement need to apmly. YOU
AGREE TO BE BOUND BY THE ALL TERMS OF THIS AGREEMENT
BY INSTALLING, COPYING OR USING THE SOFTWARE. IF YOU DO |

& 1 accept the tems of the license agreement Brirt |

| do not accept the terms of the license agreement

< Back | Hewt » I Cancel |

4. Click | accept the terms of the license agreement and click Next. The following dialog
box displays.

e — i

P | Setup has detected that this is your Deltek Vision web/application server, Wil this
\\/ setver also be your Microsoft Windows SharePoint Services webfapplication server?

InatallShield

Mo |

5. Click No because this is a multi-tier installation of Vision Document Management and
your Vision Web server will not host WSS 3.0. The following dialog box displays to
remind you to run the setup on the WSS server.
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76

¥ision {Document Management) - InstallShield Wizard x|

| i Please be sure to run this setup on wour Microsoft Windows SharePoink Services
web/application server in addition ko this server,

6. Click OK to display the Ready to Install the Program page.

Deltek Yision Document Management Installation Wizard

Ready to Install the Program

The wizard iz ready to begin inztallation.

Click Inztall to beqin the: installation.

If you want ta review or change any of your installation settings, click Back. Click Cancel to exit
the wizard.

IetalShield

< Back Inztall Cancel

Click Install to start the installation.

Click Finish when the installation is completed.

Deltek ¥ision Document Management Installation Wizard

\

InstallShield Wizard Complete

The InstallShigld ‘Wizard has successfully installed Vizion
[Document Management]. Click Finish to exit the wizard,

< Back Cancel
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Install Vision Document Management on the MOSS 2007 Server
To install Vision Documentation Management on the MOSS 2007 server, complete the
following steps:

1. Download DeltekVision61SP4DM.exe and run the setup on your MOSS 2007 server. The
Welcome page displays.

Click Next. The License Agreement page displays.
Accept the license agreement and click Next. The Ready to Install page displays.

Click Install to start the installation.

o b~ 0w

Click Finish when the installation is completed.

Use SharePoint Central Administration to Complete the SharePoint
Configuration

Complete the SharePoint configuration using SharePoint Central Administration. This section
assumes that MOSS 2007 has already been installed and configured.
To complete the SharePoint configuration, complete the following steps:

1. In SharePoint Central Administration, click Application Management and select the
Define Managed Paths option. This will create a specific URL for your Vision Document
Management site collection (for example, http://MOSSServer/DeltekVision).

Central Administration welcome INETTEST 213N administrator = | @
L1 .. -
'}*@ Central Administration

Home  Operations | Application Management

Central Administration = Application Management > Define Managed Paths

Define Managed Paths

View Al Site Content Use this page to specify which paths in the URL namespace are managed by Windows SharePoint Services, Learn about defining managsd paths.

Central
Administrati icati
rninistration web Application ‘Web Application: | htkps//camgainetk3nssl/ ~
= (Operations Select a web application.
= Application
Management
Included Paths x Celete selected paths
] Recycle Bin This list specifies which paths within the URL namespace are managed by Windows path N T
- SharePoink Services, L
I~ (root) Explicit inclusion
- sites ‘Wildcard inclusion
Add a New Path Path:
Specify the path within the URL namespace to include. You can indude an exact path, |de\tekvision
or all paths subordinate to the specified path,
Use the Check URL button ko ensure that the path you incude is not already in use Mate: Taindicate the root path for this web application, bype & slash
For existing sites or Folders, which will open & new browser window with that URL. (. Check URL
Type:
IEXD|IC\t inclusion -I
Ok Cancel

Enter DeltekVision in Path and select Explicit inclusion from the Type drop-down list.
Click OK.

Click Application Management and select the Create site collection option under
SharePoint Site Management.
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Hormne

Central
Administration

= Dperations
= Application
Managemenk

=] Recycle Bin

Operations

Wiew Al Site Content

Central Adrministration

% Central Administration

Application Management

Central Administration > Application Management

Application Management

server of server Farm,

SharePoint Web Application Management

8 Create or extend Web application

8 Remaye. SharePoint from 115 Web site

o [elete Web application

8 Define managed paths

8 wWeb application autgoing &-mail setkings
8 wWeb application general settings

& Content databases

8 Manage Web application features

2 wWeb application lisk

Application Security

8 Security For Web Part pages

Welcorne INETTESTZK 3Myadrminiskrator = | @

" Site Actions - |

This page contains links to pages that help vou configure settings For applications and components that are installed on the

SharePoint Site Management

& Create site collection

8 Deleke site collzction

8 Site use confirmation and deletion
8 Quota templates

8 Site collection quotas and locks

@ Site collection administrakars

& Sjte collection list

External Service Connections

& Records center
8 HTML viewer

& Document conversions

The Create Site Collection page displays.

Central Administration

Home  Operations

View Al Site Conkent

Central
Administration

= Operations
= Application

Management

2] Recycle Bin

% Central Administration

Application Management

Central Administration > Application Management = Create Site Collection

Create Site Collection

Use this page o create a new top-level Web site,

Web Application
Select a \Web application,

Title and Description

Type a title and description For your new sike, The title will be displayed on
each page in the site,

Web Site Address

Specify the URL name and URL path to create a new site, or choose ko create
a sike at a specific path,

To add a new URL Path go to the Define Managed Paths page,

‘Welcome INETTESTZK 3Myadministrator = | @_

St Actions - |

OK Canicel
web application: | htkp:/fcamqainetk3nss1) ~
Title:
|De|tal< Wision

Description:

B

H
LIRL:

http:/ /camgainetk3nss 1 [FE

5. Enter Deltek Vision in Title and enter a description, if appropriate.

6. From the URL drop-down list, select /deltekvision. This will be the top level root for
Vision Document Management.
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Template Selection Select a template:

Collaboration | Meetings

A site For keams to quickly organize, author, and share information, Ik provides
adocument library, and lists For managing announcements, calendar ikems,
tasks, and discussions,

Primary Site Collection Administrator

User name:
Specify the administrator For this 'Web site collzction, inettestzleinhadministrator 8, @
Secondary Site Collection Administrator User name:
Specify the secondary administrator For this Web sice collection, linettestzkan\administrator] | 8, &
Quota Template Select a quota template:
Select a predefined quota template to limit resources used For this site I Mo (uota
collection, .

Storage limit:

Number of inviced users:
To add a new quota template, go to the Manage Quota Templates page.

QK Cancel

7. Under Select a template, accept the default of Team Site for the template to be used
and enter a username in each of the User name fields for the primary and secondary site
collection administrators.

8. Select No Quota in Select a quota template and click OK. The Top-Level Site
Successfully Created page displays.

Central Adrninisty ation

Yiew Al Sike Content

Central
Administration

= Dperations
= Application
Management

=] Recycle Bin

% Central Administration

Home  Operations

Application Management ;u--.m-.-ma

welcome INETTESTZK3N administrator = | (@)

Central Administration = Application Management > Create Site Collection = Top-Level Site Successfully Created

Top-Level Site Successfully Created

The new, empty bop-level site was created successfully with the specified URL, IF wou have permission to wiew the Web site, vou can do soin a new browser window by
clicking the URL. To return to SharePoint Central Administration, click 0K,

http: jcamgainetkinss1 [deltekvision

Ok |

9. Click Start » Run, enter iisreset /noforce, and click Enter.
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10. Click the link for the top level site (in our example it is
http://camqgainetk3nssl1/deltekvision) to display the site.

/] Cannot find server - Microsoft Internet Explorer -1l x|
File Edit Wiew Favarites Tools Help % | l';’
(G Eack ~ €3 ~ [¢] [2] @n | ) search <7 Favorites 441 | - B

Address Ifg‘] http:fframgainetk3nss1/delekyvision

= |Links »

= Tearn Discussion

Sites

People and Groups

5] Recycle Bin

Calendar v

There are currently no upcoming events. To add a new event, dlick
"Add new event” below,

= Add new event

There are currently no
Favorite links ko display, Ta
add a new link, click "Add
new link" below,

E Add new link

Deltek Yision ‘Welcome INETTEST2K M administratar = | (@ ;I
@4l Deltek Vision [This site =] |
Home 5ite Actions -
I—
Wigwy &l Site Conkent
Announcements -
Documents ,."‘ '
Get Started with Windows SharePoint 8/712007 6:17 AM 'j
# Shared Documents Services! ] HEw I—" 1
i Microaoft g
T bs.-' INETTES'_F2K3N'I,adm|n|str.atc-r . _ windo
Microsoft Windows SharePaoint Services helps vou ta be more effective _WS R
= Calendar by connecting people, information, and documents. For information on SharePoint Services
« Tasks getting started, see Help.
Discussions = Add new announcement Links v

Ad|
[&] Done ’_ ’_ ’_ ’_ ’_|° Internet v

11. The SharePoint configuration is complete. Close SharePoint Central Administration.

Configure SharePoint for a Fully Qualified Domain Name (FQDN) URL
(Optional)

If you will be configuring your SharePoint server to use a custom DNS record for the URL you
must create an additional SPN and also to create Alternate Access Mappings in SharePoint.

See “Appendix C: SPN Configuration When Using Custom DNS Records” on page 100 for more
information.

Verify 1IS Configuration and Configure Deltek Vision Document
Management .NET Assembly

To verify lIS configuration, complete the following steps:

1. Use the directions that follow to open Internet Information Services to view these Web
sites:

= Default Web Site — Stopped.
= SharePoint — 80 — This is your MOSS 2007 Web site.

= SharePoint Central Administration Web Site

o0 Deltek-:-
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=IE
‘_'_“g File  Action Yiew ‘Window Help |;|i|1||
e B FRB R 2]) 80 |
?!g Internet Information Services Description | Identifier | Skate | Host header value | IF address | Pork LE
130 CAMOAINETKINSS1 (lacal computer) Default Web Site (Stopped) 1 Stopped * all Unassigned * 80

[=-_J Application Paals
L DefaulkappPool
%+ SharePaint - 80
[-ghs SharePaint Central Administration v3
=) Web Sites
-- Default Web Site {Stopped)
1§ ShareFoint - 50
H- g _controltemplates
H- g Jayouts
H- g _vti_bin
H- g _Wpresources
tl-__| App_Browsers
#-_| App_GlobalResources
t-__| bin
H
)
H

-

| wpresources

-_) _app_bin

) v _put

[]--g SharePoint Central Administration 3
[#-__J Web Service Extensions

e W O O o O e O B e B e O

g SharePaint - 50 1025758010 Running
g SharePoint Central Administra,.. 19318335500 Runining

4

* Al Unassigned * &0
* Al Unassigned * 40408

Copy Vision Document Management .NET assembly to the SharePoint site directory.

3. Copy Deltek.Vision.WSS30.Server.dll from <Vision Installation Directory>\Support\DM\30

to:

c:\inetpub\wwwroot\bin (if WSS was installed to the default web site)

orto

c:\inetput\iwwwroot\wss\Virtual Directories\<site>\bin

@ By default, the <site> directory will reference the port chosen. In our example, the port is
80. If you extended WSS to the Default Web Site, the path will be c:\inetput\wwwroot\ bin.

Configure Document Management Service Account in Weblink

You must configure the Document Management service account (username/password) on the
System Settings tab of the Deltek Vision Weblink utility. Follow the instructions below to

configure this:

1. On the Vision Web server, launch Weblink from Start » Programs » Deltek Vision.

2. Enter the Weblink password when prompted.
3. Click the System Settings tab.
4

In the Document Management group box, enter your SharePoint username and
password. This account is your SharePoint Service account/Deltek Vision Application

Pool Identity.

Document Managerment

SharePoint Username |inettest2k3n'|,dmservacct3tier |

SharePoint Password

Deltek_-:-
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Configure Vision Document Management

To configure Vision Document Management, complete the following steps:
1. Login to Vision using an account that has access to the Configuration menus.

2. Click Configuration » General » System Settings and select the Document
Management tab.

) General System Settings - Apple & Bartlett, PC - Period Ending 6/30,/2005 - ¥6.0 (Limited Release 1)

/@ Coarch Options  (2) Help =

' Applications X[ X General System Settings
| L3 Calendar/ Activities [[-]

o
a& Proposals —
Planning Lookupsl Ernail |Servers | Labels | Murnbering |Synchr0nization Dacument Managernent |.0.udit Trail |Miscellaneous |

-=El

ﬁ Billing Enable Document Managemenk
? ' Server Name,IP | camqainetkanwbd| |
’—| wirtual Server Port
LU Accounting
Current Site | |,O|
Human Resources
= [ Testsite | [ view site

d Inventory

F- Reporting

s Configuration

Bl & General
ﬁf Systern Settings

Ep Time 8 Expense

d Purchasing

Select the Enable Document Management option.

4. Enter the name of the server hosting document management. This can be the NetBIOS
name, server name FQDN, or custom DNS/FQDN. Enter this value without the protocol
prefix (for example, remove the http://). In the illustration above, the value is
camgqainetk3nwbd4.

Enter the Virtual Server Port. In our example the port is 81.

6. Click the Lookup icon to select the current site.
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) Select Web Site x|

E http: ffcamgainetkanwb4:81 deltekvision (Deltek vision) |

| ok || cancel || Help |

7. The Select Web Site dialog box displays the available sites. Select a site, and click OK.

8. Save your changes.

Configure Constrained Delegation

Because your WSS server is on a separate physical server and because the Vision Web server
needs to pass the domain credentials of your Vision Document Management users on to the
WSS server, you must configure Constrained Delegation.

@.]  This assumes a non-Internet deployment of Vision Document Management using Kerberos
authentication. If you are deploying Vision Document Management so that it is accessible over the
Internet, you need to skip ahead to “Configure Protocol Transition” on page 86.

To configure Constrained Delegation, complete the following steps:
Open the Active Directory Users and Computers MMC on a Domain Controller.

Locate the User account for the Vision Application Pool Identity (MOSS Service account),
which is most likely under the Computers Organizational Unit (OU).

Right-click and select Properties.

On the Delegation tab, select the Trust this user for delegation to specified services
only option.

5. Select the Use Kerberos only option.
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DMServiAcct3Tier Properties 2=l

Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+
General I Address I Account I Prafile I Telephones  Delzgation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation

" Trust this user for delegation to any service (Kerberos only)
% Trust this user for delegation to specified services only

« :
" |se any authentication protocol

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc

4| | i
[~ Expanded Add.. | Bemove I

ok I Cancel | Apply |

6. Click the Add button. The Add Services dialog box displays.

To allovs zervices to be delegated for & uzer or computer, select the appropriate
users or complters, and then click the zervices.

To zelect one or more user or computer hames, click
Usgers or Computers,

Avwailable zervices;

Semvice Type | Usger or Computer | Fort | Service Namel Dromain

4| | B
Select Al |

ak. | Cancel |

7. Click Users or Computers. The Select Users or Computers dialog box displays.
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Select Users or Computers 2=

Select thiz object type:

IUsers, Computers, Buil-in zecurity principalz, or Other objects DObject Types...

Fram thiz location:
IINETTEST2K3N.CDM Laocations...

Enter the object names to select [eramples]:

CAMOAINE TEANS51 LCheck Hames

i

Advanced... | ok | Cancel |

2

8. Locate the http service, select it, and click OK.

To allovs zervices to be delegated for & uzer or computer, select the appropriate
users or complters, and then click the zervices.

To zelect one or more user or computer hames, click Users or Computers. . |
Usgers or Computers,

Avwailable zervices;

Semvice Type | Usger or Computer | Port | Semvice Name| D:I
dnzcache CAMOAIMETKINSST
eventlog CAMOAIMETKINSST
eventzysten CAMOAIMETKINSST J
[EY] CAMOAIMETKINSST
HOST CAMOAIMETKINSST

http CAMOAIMETEINSST

sharepoint. ine

ias CamualMETKINSST
iisadriin CamualMETKINSST
roEnLe CARdCOAIMETE IWCCST hd
Jl ;IJ

Select Al |
ak. I Cancel |

9. The Delegation tab should look like this:
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DMServiAcct3Tier Properties 2=l
Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+
General I Address I Account I Prafile I Telephones  Delzgation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation
" Trust this user for delegation to any service (Kerberos only)
% Trust this user for delegation to specified services only

{* ze Kerberos only

" |se any authentication protocol

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc
hitp CamMOAIMETKIMSS3
4] | *
[~ Expanded H E Bemave |
ok | Cancel | Apply |

Because we are explicitly specifying the http service and not all services on the SharePoint
server, this is known as Constrained Delegation.

There are two http service types listed. These service types are known as Service Principal
Names (SPNs). The SPN referencing CAMQAINETK3NSS1.inettest2k3n.com was created
automatically when the server was added to the domain and the http service (11S) was installed.
The second SPN referencing sharepoint.inettest2k3n.com is a new SPN that was created using
the setspn utility that allows us to register the custom FQDN of the server, which provides more
meaning than the actual machine name.

Configure Protocol Transition

If Vision Document Management functionality is required over the Internet and you will be using a
custom DNS/FQDN for the SharePoint URL (as in our example, visionl.inettest2k3n.com), then
you need to configure a form of delegation referred to as Protocol Transition. If Document
Management functionality is not required, you can skip this step.

The Kerberos authentication protocol must be used to authenticate from the Vision Web server to
the SharePoint server. However, if Vision is deployed in an Internet scenario and there are users
outside of the firewall who need to access Document Management features, Kerberos
authentication cannot be used to authenticate the client to the Web server. This is because the
client needs to have the ability to negotiate a Kerberos ticket with the Key Distribution Center
(KDC), which is a service running on a Domain Controller. This requires port 88 to be opened
inbound on the firewall to the Domain Controller, which is not an advisable configuration.

To get around this, you must be running a Native Windows Server 2003 functional domain.

Protocol Transition is configured by selecting the Use any authentication protocol option
instead of the Use Kerberos only option, which is used to configure Constrained Delegation.
This allows the client to authenticate to the Vision Web server using NTLM instead of Kerberos,

o6 Deltek -:-



Document Management Installation Guide

and that authentication is then “transitioned” over to Kerberos for Delegation to the SharePoint
server.

To configure Protocol Transition, complete the following steps:
1. Open the Active Directory Users and Computers MMC on a Domain Controller.

2. Locate the User account for the Vision Application Pool Identity (MOSS Service account),
which is most likely under the Computers Organizational Unit (OU).

Right-click and select Properties.

On the Delegation tab, select the Trust this user for Delegation to specified services
only option.

5. Select the Use any authentication protocol option.

DMServAcct3Tier Properties ﬂll
Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+

General | Addess | Account | Profle | Telephones — Delegation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation

" Trust this user for delegation to any service (Kerberos only)

£+ Trust this user for delegation to specified zervices only

= Use Kerberos only
%' |se any authentication protocol

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc

4| | i
[~ Expanded Add.. | Bemove I

ok | Cancel | Apply |

6. Click the Add button. The Add Services dialog box displays.
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Add Services EE

To allovs zervices to be delegated for & uzer or computer, select the appropriate
users or complters, and then click the zervices.
To zelect one or more user or computer hames, click
Usgers or Computers,
Avwailable zervices;
Semvice Type | Usger or Computer | Fort | Service Mame | Dromain
l | ©
Select Al |
ak. | Cancel |

7. Click Users or Computers, search for the SharePoint server, and click OK.

Select Users or Computers

Select thiz object twpe:

IUsers, Computers, Buil-in securty principals, or Other objects Object Types...

FErom thig location:
IINETTEST2K3N.CDM Locations...

Enter the object names to zelect [eramples):

CAMOAIME TINS5 Check Hames

il

Advanced... | ak | Cancel |

%

8. Locate the http service for the SPN (FQDN) you created earlier (in our example,
sharepoint.inettest2k3n.com) select it, and click OK.
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To allows zervices to be delegated for a uzer or computer, select the appropriate
uzers of computers, and then click the services.

To zelect one or more user or computer names, click Users or Computers. |
Uzers or Computers.

Available services:

Service Type | Uzer or Computer | Part | Service Name| Dﬂ
dnscache CamOalMETKINSGST
eventlog CamOalMETKINSGST
eventzystem  CAMOAINETKINSST J
fax CamOalMETKINSGST
HOST CamOalMETKINSGST
hitp CamOalMETKING ST

sharepoint. ir

ias I:.l’-‘n.M.l’-‘n.I METK3NSSE1
iizadmin CAMOAINETKINSST =
rTmm rARANAIME T M EC _PI_I
b

Select Al |
ak. I Cancel |

This illustration shows two http service types. Unless you have registered a custom
FQDN using the setspn utility, only the server name displays. These service types are
known as Service Principal Names (SPNs).

The SPN referencing CAMQAINETK3NSS1.inettest2k3n.com was created
automatically when the server was added to the domain and the http service (IIS) was
installed.

The second SPN referencing sharepoint.inettest2k3n.com is a new SPN that was
created using the setspn utility that allows us to register the custom FQDN of the server,
which provides more meaning than the actual machine name.

The Delegation tab should look like this:
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DMServiAcct3Tier Properties 2=l
Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+

General | Addess | Account | Profle | Telephones — Delegation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation
" Trust this user for delegation to any service (Kerberos only)
% Trust this user for delegation to specified services only

= Use Kerberos only

%" illse any authentication protocok

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc
hitp CamMOAIMETKIMSS3
4] | *
[ Expanded

Add... | Remaove |

ok I Cancel | Apply |

Because we are explicitly specifying the http service and not all services on the
SharePoint server and because we are using the Use any authentication protocol
option and not Kerberos, this is known as Protocol Transition.
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Appendix A: Active Directory Domain Functional
Level

Directory Functional Levels
There are three possible active directory functional levels:
e Windows 2000 Native — All domain controllers are Windows 2000

e Windows 2000 Mixed — Server 2003 domain with support for Windows 2000 domain
controllers

e Windows Server 2003 — “Native” where all domain controllers are Server 2003
However, only one of these is supported for Vision 6.1 Document Management.

The domain configuration for the first two is effectively the same as far as Document
Management is concerned and are not supported for Vision 6.1 Document Management because
your only option is to configure what is called Unconstrained Delegation. The third domain can be
configured for Unconstrained Delegation; however, Constrained Delegation is much more secure.
Another benefit of a native Server 2003 domain is that it supports Protocol Transition, which is
necessary to support Internet deployments of Vision where Document Management functionality
is required.

Identify the Domain Functional Level

You can check the functional level of the domain by opening the Active Directory Users and
Computers tool on the Domain Controller:

1.‘? Active Directory Users and Computers

@ Bile  Action  Wew  Window  Help

A= EIE R

@ Ackive Directory Users and Computers [camgadcy
-1 saved Queries
o2 camoasDz003
[~ Builtin
----- [:l Camputers
@ Domain Controllers

Right-click the domain, and select Properties.

CAMOQAADZ003 Properties

Gieneral | Managed B_I,JI Elbiectl Securit_l,ll Group F'Dlic_l,ll

@ CAMOAAD 2003

Domain name [pre-wWindows 2000]; CamiasaD2003

Diescription;

Damain functional level:
Wwindowes 2000 mixed
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You may need to raise the domain functional level to that supported by Vision 6.1 Document
Management. If so, follow the steps outlined in the next section: “How to Raise the Domain

Functional Level.”

How to Raise the Domain Functional Level

& This operation cannot be reversed.

To raise the domain functional level, all Domain Controllers in the domain must be running
Windows Server 2003. Also, this action cannot be reversed, so be sure that you want to raise the

domain function level before you proceed.

To raise the domain functional level, complete the following steps:

1. Open the Active Directory Users and Computers MMC on your Domain Controller.

2. Right-click the domain, and select Raise Domain Functional Level on the shortcut

menu.

-

< File  Action  Wisw Window  Help

e | Bm i XxEFRB|

@ Ackive Directory Users and Computers [camgadcZ
D Saved Queries

Delegate Contral...

Find. ..

Connect ko Damain...

Conneck to Domain Contraller...
Raise Damain Functional Level. ..
Operations Masters. ..

Mew 3
Al Tasks »

Mew Window From Here

Refresh

Properties

Help

3. Select Windows Server 2003 from the Select an available domain functional level

drop-down list, and click the Raise button.

92
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Raise Domain Functional Level Ei

Domain name:
CariasD 2003

Current domain functional lewvel:
Wwindowes 2000 mixed

Select an available domain functional level:

windowes 2000 native j

indows Server 2
on domain functional Tevels, chck Help,

Raise I Cancel Help
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R2/1IS 7.5

Appendix B: Installing Vision 6.1 Document
Management on Windows Server 2008/IIS 7.0 and
Windows Server 2008 R2/1IS 7.5

The information in this appendix applies only if you are installing Vision 6.1 Document
Management in a Windows Server 2008/11S 7.0 and Windows Server 2008 R2/1IS 7.5
environment.

Prerequisite Information

If you will install Vision 6.1 Document Management on Windows Server 2008/11S 7.0 or Windows
Server 2008 R2/1IS 7.5, note the following:

e The IIS role configuration must include the following 1S role service (in addition to those
required for Deltek Vision): 1S 6.0 Metabase compatibility

e WSS 3.0 requires .NET 3.0, which is bundled with the operating system and can be installed
by choosing .NET Framework 3.0 under Feature setup in Server Manager.

e The Managed Pipeline mode for the IIS 7.0 Application Pool for the WSS Web Application
must be Classic (not Integrated Pipeline mode) if you choose to create a new Application
Pool during the creation of the WSS Web application.

o If you will install WSS 3.0 on the same server as your Vision Web/application server, the
WSS Web application must be created in its own Web site. Vision Document Management
will not function properly if WSS and Vision exist on the same Web site.

e |n a multi-tier installation of Vision Document Management using IIS 7.0 for the Vision
Web/application server, the default configuration of Windows Integrated Authentication
(which enables Kernel Mode Authentication) will not work because when you use Kernel
Mode Authentication the Application Pool Identity is effectively ignored. Because Vision
requires that this account be used for delegation, you must either disable Kernel Mode
Authentication or configure the application pool to explicitly use the Application Pool Identity
by modifying the ApplicationHost.config file. Information on the different configuration options
are outlined later in this appendix.

Configure Vision Application Pool Identity to Be a Domain
Account

You must change the Vision Application Pool Identity to be a domain account. The default is for
Vision to use a local DeltekVision user created during the Vision installation. This change is
necessary because of the local account’s inability to read the SPN configured in Active Directory.

#.]  For this account to be the Application Pool Identity it must be a member of the IIS_IUSRS group in
11S7.0, in addition to being a member of the local administrators group for Vision.

To change the Vision Application Pool Identity, complete the following steps:

1. Create a domain user account. This account must also be your WSS 3.0 Service
account. No domain Admin rights are needed for this account.

2. Log on to the domain on the Vision Web/application server using an Administrator
account.
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3. Open Internet Information Services: Start » All Programs » Administrative Tools »
Internet Information Services (IIS) Manager.

4. Expand the Server name and then click Application Pools.

Select the DeltekVisionAppPool and select Advanced Settings from the Action pane
on the right hand side. The following displays:

B (General) =
MET Framewaork Version v2.0
Managed Pipeline Mode Integrated
MName DeltekVisionAppPool
Queue Length 1000
Start Automatically True
B cru
Lirnit a
Limit Action MoAction
Limit Interval (minutes) 5
Processor Affinity Enabled False
Processar Affinity Mask 4294967295 |
E Process Model
Identity deltekvision J
Idle Time-out (minutes) 0
Load User Profile False
Maximum Worker Processes 1
Ping Enabled True
Ping Maximum Response Time (seconc 90
Ping Period (seconds) 30
Shutdown Time Limit (seconds) a0
Startup Time Limit {seconds) 90
A Process Denhani -
Identity
[identityType, username, password] Configures the application pool to run as
builtsn account, i.e. Network Service (recommended), Local System, Local Service,
or as a spedfic user identity.

OK | Cancel |

4

6. Place your cursor in the Identity field and then click the ellipses button to set the identity.
The Application Pool Identify dialog box displays:

Application Pool Identity 2 x|
" Built4n account:
| El

% Custom account:

Ideltek'-.-'ision Set...

oK I Cancel |

7. Select the Custom account option and click Set. The Set Credentials dialog box
displays.
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8.

User name:
IINEI'I'ESTZKSN‘!.DMSEW.\'-'.cctB"ﬁer

Password:

Confirm password:

0K I Cancel |

In User name, enter the Application Pool Identity in the form <Domain>\<Username>. In
Password and Confirm password, enter that user’s password. Then click OK three

times to set the identity.

IS 7.0/7.5 Kernel Mode Authentication

The default configuration of IS 7.0/7.5 when using Windows Integrated Authentication (required
for Vision Document Management) is to use Kernel Mode Authentication. Under this
configuration, the application pool runs under the Machine account whether or not an identity has
been established. Because the Machine account cannot be used for delegation scenarios which
are required for multi-tier deployments of Vision Document Management, the additional
configuration steps below are necessary.

Identify if Kernel Mode Authentication Is Enabled

Follow the steps below to identify if Kernel Mode Authentication is enabled. (In a default
configuration of 1IS 7.0/7.5, it will be enabled.)

1.

96

Log on to the domain on the Vision Web/application server using an Administrator
account.

Open Internet Information Services: Start » All Programs » Administrative Tools »
Internet Information Services (IIS) Manager.

Expand the server name, expand Sites, and expand Default Web Site or whichever site
Vision is installed to.

Select the Vision virtual directory and then double click Authentication in the
Features view.

Select Windows Authentication and verify that the status is Enabled
(Anonymous Access should be Disabled). If itis not, select Enable from the
Actions menu.

With Windows Authentication still selected, click Advanced settings on the
Action menu. The Advanced Settings dialog box displays:
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I¥ Enable Kernel-mode authentication

By default, IIS enables kernel-mode authentication, which may improve ﬂ
authentication performance and prevent authentication problems with

application pools configured to use a custom identity. As a best practice, do

not disable this setting if Kerberos authentication is used in your environment

and the application pool is configured to use a custom identity.

Clide here for more information enline

Kernel Mode Authentication Implementation

As mentioned above, under this default configuration, Vision Document Management will
not be able to delegate credentials to a WSS 3.0 server separate from the Vision
Web/application server. Two possible configurations allow Document Management to
function properly:

e Disable Kernel Mode Authentication. In order to Disable Kernel Mode Authentication,
simply uncheck the Enable Kernel Mode Authentication option under the Advanced Settings
of the Windows Authentication feature for the Vision virtual directory.

e Modify the ApplicationHost.config file to force the use of the Application Pool Identity.
In order to continue to use Kernel Mode Authentication but force the Application Pool to run
under its Identity rather than the Machine account, it is necessary to modify the
ApplicationHost.config file, the steps of which are outlined below:

1. Click Start » All Programs » Accessories.

2. Right-click Notepad, click Run as, and select the Administrator account.

®.] This is necessary in order to save the changes we need to make to the
ApplicationHost.config file, which is protected under UAC (User Account Control) on
Windows Server 2008.

3. Click Open on the File menu and locate the ApplicationHost.config file from
c:\windows\system32\inetsrv\config.

4. Click Find on the Edit menu in Notepad and search for the following: <location
path="Default Web Site/Vision”>
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5. Locate the windowsAuthentication tag and add useAppPoolCredentials="true” as
shown in the following:
<location path="Default web site/vision"=
<system. webservers
<defaultDocument enabled="true">
<files>
<remove value="index.htm" />
<add value="index.htm" />
</files>
=/defaultDocument>
<securit
<authentication>

<windowsauthentication enabled="true" W{}
<anonymousAuthentication enabled="false" />
<digestauthentication enabled="false" />
<basicAauthentication enabled="false" />
</authentications
</security>
<staticContent>
<clientCache cacheControlMode="NoControl" /=
</staticContent:>
</system. webhservers>
</location=
6. Once the edits are complete, save your changes and restart 11S to make the changes

effective.

Both of these configuration options require that a Service Principal Name be established
for the Application Pool Identity. The following section provides more information on
SPNs.

Service Principal Names

Under the default configuration with Kernel Mode Authentication enabled, it is not
necessary to create a Service Principal Name for the Application Pool Identity. The
default SPNs created will suffice. As a matter of fact, creating an SPN for the Application
Pool Identity in this configuration will actually result in a “duplicate SPN” issue, preventing
Windows Integrated Security from authenticating anyone to the Web site.

Once one of the above Kernel Mode configuration changes have been established, use
the steps outlined below to create a Service Principal Name for the Application Pool
Identity of the DeltekVisionAppPool.

@] The setspn tility is installed by default on Windows Server 2008. It is not necessary to download
and install it separately.

1. Open a command prompt and type the following:
setspn -A http/<Vision Web/App Server name> <domain app pool identity>
For example: setspn —A http/camqgainetk3nwb5 inettest2k3n\dmservacct3tier
2. Repeat for the FQDN of the server.
Refer to the following related Microsoft Knowledge Base article:

http://support.microsoft.com/?id=871179
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Single Server—New Installation of Document Management 6.1

For the most part you will follow the steps outlined earlier in this document for installing

Vision and WSS 3.0 on a single server. There are, however, several differences to keep

in mind:

e Follow the steps provided earlier in this appendix to configure the Application Pool Identity.

e There is no need to modify the Kernel Mode Authentication settings or configure a Service
Principal Name in this configuration, so you can bypass those steps.

e When you get to the point in the procedure where you create the SharePoint Web
Application, be sure to either choose a Web site that is different from the one where Vision is
installed or create a new Web site during the Create Web Application process.

Vision will cease to function if you install the SharePoint Web Application on the same Web site
as Vision.

Multi-Tier—New Installation of Document Management 6.1

For the most part you will follow the steps outlined earlier in this document for installing
Vision and WSS 3.0 on separate servers. However, it is important that you follow the
specific steps outlined in this appendix when configuring the DeltekVisionAppPool, Kernel
Mode Authentication, and Service Principal Names.
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Appendix C: SPN Configuration When Using
Custom DNS Records

If you will configure your SharePoint server to use a custom DNS record for the URL you must
create an additional SPN and also create Alternate Access Mappings in SharePoint.

Configure SPN for Custom DNS/FQDN Entry for SharePoint Web
Server

Consider the following:

e |f the URL you wish to use for your users (and also Vision Document Management) to access
SharePoint will be an FQDN (Fully Qualified Domain Name), either based on the server
name (for example, servername.company.com) or based on a custom DNS entry (for
example, sharepoint.company.com), you must create a Service Principal Name (SPN).

o If you will use a custom FQDN, you also must configure an Alternate Access Mapping in
SharePoint for the FQDN. (Creation of the SPN is not necessary for an FQDN based on the
server name.)

[l‘;[l For more information, refer to the following Microsoft support article:
http://support.microsoft.com/?id=871179.

Add an SPN for a Custom DNS Name

To add an SPN for a custom DNS name, complete the following steps:

1. Download setspn.exe from the Microsoft Web site:
http://support.microsoft.com/kb/927229

Install the setspn.exe command line utility on the Vision Web server.

Open a command prompt to the c:\program files\resource kit directory and run the
following command:

Setspn -A HTTP/CustomDNSName WebServerNethiosName

Where CustomDNSName is the fully qualified domain name of the server (for example,
Vision.company.com) and WebServerNetbiosName is the actual nethios computer name
of the server (for example, Server0l).

4. |If you are doing a new multi-tier installation of Document Management 6.1 with
Windows SharePoint Services 3.0: If WSS 3.0 was installed before Deltek Vision
Document Management, and the SharePoint Web application pool was created using a
domain account, it is necessary to register SPNs for this domain account. Otherwise, you
will receive the same authentication errors when you attempt to configure Vision
Document Management. See the following Microsoft Support Article for details
(http://support.microsoft.com/?id=871179).

If you are doing a new multi-tier installation of Document Management 6.1 with
MOSS 2007: When you install MOSS 2007 and create the Web application, the
application pool by default is created using a domain account. Due to this configuration, it
is necessary to register SPNs for this domain account. Otherwise, you will receive the
same authentication errors when you attempt to configure Vision Document
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Management. See the following Microsoft Support Article
(http://support.microsoft.com/?id=871179).

Create or Modify Alternate Access Mappings

To create or modify alternate access mappings, complete the following steps:

1. Click Operations » Alternate Access Mappings.

Central Administrakion > Operations > Alternakte Access Mappings

Alternate Access Mappings

_j' Edit Public URLs | = Add Internal URLs | = Map to External Resource Alternate Access Mapping Collection: | Show All -
Change Alternate Access Mapping Collection \{bJ

Internal LRL Zone Public URL for
htkp:}fcamgainetkinss1:40403 Defaulk http:ffcamgainetk3nss 140403
htkp:/fcamgainetkinss1 Defaulk http:fjcamgainetk3nss1

2. Click Show All and select Change Alternate Access Mapping Collection. The Select
an Alternate Access Mapping Collection page displays.

/) select An Alternate Access Mapping Collection -- Web Page Dialog x|

Select An Alternate Access Mapping Collection

LIRL
Central Administration http: ficamgainetk3nss1: 40408
SharePaint - 80 http:ficamgainetk3nss1

Cancel

3. Select the link for the new WSS site you created. In the above illustration, it is
SharePoint — 80. This will filter the list to only show the mappings for this application.
The Alternate Access Mapping page displays.
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Central Administration = Operations = Alternate Access Mappings

Alternate Access Mappings

_j Edit Public URLs | =i Add Internal URLs | =i Map to External Resource Alternate Access Mapping Collection: | SharePoink - 80 -
Inkernal LRL Zone Public URL for Zone
hkkp: ffcamgainetkinss1 Default htkp:/fcamgainetkinss 1

4. Click the link for the Web application you created. The Edit Internal URLs page displays.

Central Administration > Operations > Alternate Access Mappings = Edit Internal URLs

Edit Internal URLs

Edit Internal URL
Change the zone that this URL is associatad with,

URL protocol, host and port
|http 1//sharepoint.inettest2k3n, coml

Zone

IDefauIt vl

Delete I OK Cancel

5. Modify the URL to specify the custom FQDN and click OK. If a port is specified, do not
remove it.

Configure Delegation When Using a Custom DNS Record and a
Domain Account as the Application Pool Identity

To configure delegation when using a custom DNS record and a domain account as the
Application Pool Identity for the SharePoint Web application, complete the following
steps:

1. Open a command prompt to the c:\program files\resource kit directory, and run the
following command:

Setspn -A HTTP/CustomDNSName SharePointServerAppPoollD
Example: setspn —A HTTP/visiondm.domain.com domain\user

Where CustomDNSName is the fully qualified domain name of the server (for example,
Vision.company.com) .

Because the account is the Application Pool Identity for both applications *and*
SharePoint is using a custom DNS record, the service account (Application Pool Identity)
is effectively delegating to itself or, more accurately stated, is delegating to another SPN
of which the account is the owner.

Open the Active Directory Users and Computers MMC,
Locate the service account (Application Pool Identity).
Right-click and select Properties.
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5. Click the Delegation tab:

DMServacct3Tier Properties i 2| x]

Organization I Member Of I Dialin I Environment | Sessiohs
Remote control I Terminal Services Profile | COM+
General | Addiess | Account | Profle | Telephones —Delegation

Delegation is a security-sensitive operation, which allows services ta act on
behalf of another user.

" Da not trust this user for delegation
€ Trust this user for delegation to any service [Kerberos only]
& Trust this user for delegation to specified services only
" Use Kerberos only
& Use any authentication protocol
Services ta which this account can present delegated credentials:
Service Type | User or Computer | Port ] Service P

4
I~ Expanded

ok | cancel | sy |

6. Click Add and enter the service account name (Application Pool Identity). This is the
same account for which you are viewing properties. Click OK.

Select Users or Computers B 2| x|

Select this object type:
IUsers.- Computers, Built-in security principals, or Other objects DObiject Types...

From this location:
|INETTEST2K3N.CDM Locations...

Enter the object names to select [examples):

dmservacct3tied Check Names

FEE

Bdvanced... I | OK I Cancel |

Z
7. Inthe Add Services dialog box, select the SPN for the SharePoint server (visiondm...):
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104

21 ]

To allow services to be delegated for a user or computer, select the appropriate
users or computers, and then click the services.

To select one or more user of computer hames, click e ar Computers I
Users or Computers. = -

Available services:

Service Type | User or Computer _Port [jgr_vj
http ndm.ine y com
http visionB.inettest2k 3n.com

< | >
Select &ll |

[ ok | cancel |

Note that this account also has an SPN for the Vision server because it is also the

Application Pool Identity for the DeltekVisionAppPool.
Click OK.

The Delegation tab should look like this when you have completed this procedure:

DMServAcct3Tier Properties g 21 x|

Organization | MemberOf | Diakin | Envionment | Sessions
Remote contral I Teminal Services Profile | COM+
General I Address l Account l Profile l Telephones ~ Delegation

Delegation is a security-sensitive operation, which allows services to act on
behalf of another user.

" Do not trust this user for delegation
" Trust this user for delegation to any service [Kerberos only)
(% Trust this user for delegation to specified services only

™ Use Kerberos anly

' Use any authentication protocol

Services to which this account can present delegated credentials:

Service Type | User or Computer Port |

VISION d M. 1N >0m

4 | 5|

I~ Expanded Add... I
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Appendix D:

As of Vision 6.1 Sp4, SharePoint Foundation 2010 will be installed if the server is Windows
Server 2008 x64 or Windows Server 2008 R2 x64. Refer to the following sections for detailed
installation and configuration information.

IMPORTANT NOTES:

1.

Environment

Database
server in a
farm

Before proceeding please take a moment to understand the Hardware and Software
Requirements for SharePoint Foundation 2010.

http://technet.microsoft.com/en-us/library/cc288751.aspx

To ensure that the SharePoint prerequisite install properly, it is highly recommended to
make sure your SharePoint servers are current with all available Windows Updates.

Specific database server requirements that you should be aware of include the following:

Minimum requirement

One of the following:

The 64-bit edition of Microsoft SQL Server 2008 R2.

The 64-bit edition of Microsoft SQL Server 2008 with Service Pack 1 (SP1) and Cumulative Update 2.
From the Cumulative update package 2 for SQL Server 2008 Service Pack 1
(http://go.microsoft.com/fwlink/?Linkld=165962) page, click the View and request hotfix downloads
link and follow the instructions. On the Hotfix Request page, download the
SQL_Server_2008_SP1_Cumulative_Update_2 file. When you install Microsoft SQL Server 2008 SP1
on Windows Server 2008 R2, you might receive a compatibility warning. You can disregard this warning
and continue with your installation.

?EJ We do not recommend that you use CU3 or CU4, but instead CU2, CUS5, or a later CU than
CU5. For more information, see Cumulative update package 5 for SOL Server 2008
(http://go.microsoft.com/fwlink/?Linkld=196928). Download the
SQL_Server 2008 RTM_CU5_SNAC file.

The 64-bit edition of Microsoft SQL Server 2005 with Service Pack 3 (SP3). From the Cumulative
update package 3 for SQL Server 2005 Service Pack 3 (http://go.microsoft.com/fwlink/?Linkld=165748)
page, click the View and request hotfix downloads link and follow the instructions. On the Hotfix
Request page, download the SQL_Server_2005_SP3_Cumulative_Update_3 file.

For more information about choosing a version of SQL Server, see SQL Server 2008 R2 and SharePoint
2010 Products: Better Together (white paper) (SharePoint Server 2010).
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Note that the Document Management installation does not check the edition, platform or version
of your SharePoint database server but the SharePoint 2010 Products Configuration Wizard will
and it will fail to configure SharePoint until the database prerequisites have been met. For
example, an error similar to the following would be received:

SharePoint Products Configuration Wizard il

M SOL server at camgainetk33db3 has an unsupported version
10.0,2710.0, Please refer to

“http: /fgo. microsoft, comfwlink?LinkId = 1657617 for information
on the minimum required SQL Server versions and how to
download thermn,
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Single Server — New Installation of Document
Management 6.1 / SharePoint Foundation 2010

The following instructions assume that Vision and SharePoint Foundation 2010 will exist on the
same Web server and also assume that you are deploying to Windows Server 2008 x64 or
Windows Server 2008 R2 x64.

®.]  Vision and SharePoint Server 2010 are not supported on the same physical server.

If your SharePoint server is separate, use the multi-tier installation procedures beginning on page
146.

Prerequisites
e |Install/upgrade to the current release of Vision 6.1.

e Change the Application Pool Identity for the DeltekVisionAppPool to be a domain account
(the Vision 6.1 installation sets this to be the local DeltekVision account). This account will
also be the SharePoint Service account. Add this user to the local Administrators and
IIS_IUSRS group on the Vision server.

Configure Vision Application Pool Identity to Be a Domain
Account

You must change the Vision Application Pool Identity to be a domain account. The default is for
Vision to use a local DeltekVision user created during the Vision installation. This change is
necessary because of the local account’s inability to read the SPN configured in Active Directory.

#.|  For this account to be the Application Pool Identity it must be a member of the IIS_IUSRS group in
11S7.0/7.5, in addition to being a member of the local administrators group for Vision.

To change the Vision Application Pool Identity, complete the following steps:

1. Create a domain user account. This account must also be your SPF Service account. No
domain Admin rights are needed for this account.

2. Log on to the domain on the Vision Web/application server using an Administrator
account.

3. Open Internet Information Services: Start » All Programs » Administrative Tools »
Internet Information Services (IIS) Manager.

Expand the Server name and then click Application Pools.

Select the DeltekVisionAppPool and select Advanced Settings from the Action pane
on the right hand side. The following displays:
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I

B (General) =
NET Framework Version v2.0
Managed Pipeline Mode Integrated
MName DeltekVisionAppPool
Queue Length 1000
Start Automatically True
B cru
Limit a
Limit Action MoAction
Limit Interval {minutes) 5
Processar Affinity Enabled False
Processor Affinity Mask 4294967295 |
EH Process Model
EE R <':cicision el
Idle Time-out (minutes) 0
Load User Profile False
Maximum Worker Processes 1
Ping Enabled True
Ping Maximum Response Time {(seconc 90
Ping Period (seconds) 30
Shutdown Time Limit (seconds) 90
Startup Time Limit (seconds) a0
[H_Pracess Nenhani ~
Identity
[identityType, username, password] Configures the application pool to run as
built-in account, i.e. Network Service (recommended), Local System, Local Service,
or as a spedfic user identity.

0K | Cancel |
VA

6. Place your cursor in the Identity field and then click the ellipses button to set the identity.
The Application Pool Identify dialog box displays:

Application Pool Identity 2=
" Builtin account:

| i

% Custom account:

Ideltekvision Set... |

oK I Cancel |

7. Select the Custom account option and click Set. The Set Credentials dialog box
displays.
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User name:
IINI:‘I'I'ESTZI(3N‘|,DM5ErvAcct3'I'|er

Password:

Confirm password:

0K I Cancel |

8. Inthe User name field, enter the Application Pool Identity in the form
<Domain>\<Username>. In the Password and Confirm password fields, enter that
user’s password. Then click OK three times to set the identity.

Configure SPN for Vision Application Pool Identity

As mentioned earlier in this document, it is necessary to create a Service Principal Name (SPN)
for the domain user running the DeltekVisionAppPool. Please refer to the section in Appendix B
titled “lIS 7.0 / 7.5 Kernel Mode Authentication” for important information of the use of Service
Principal Names and Kernel Mode Authentication with your Application Pool Identity.

To add the Application Pool Identity as a Service Principal Name, complete the following
steps:
1. Enter the following commands on the domain server where setspn is installed:
setspn —-A http/<Vision Web/App Server name> <domain app pool identity>
For example: setspn —A http/camqgainetk3nwb5 inettest2k3n\dmservacct3tier
2. Repeat for the FQDN of the server.
Refer to the following related Microsoft Knowledge Base article:;

http://support.microsoft.com/?id=871179

@ If your Vision Web server is accessed by a DNS / FQDN (Fully Qualified Domain Name) that does
not match the name of the server (for example, if your Vision Web server is named Server01 and its
DNS name is Server01.Company.com, but you have added a custom DNS value
Vision.Company.com), you must also add an SPN for this custom DNS name.

Install and Configure Vision 6.1 Document Management and
SharePoint Foundation (SPF) 2010

When you install Vision 6.1 Document Management, SPF is automatically installed. If you already
have SPF installed, no changes are made to your SPF installation. However, the Document
Management installation will not automatically configure SPF. The steps to configure SharePoint
are outlined in this document.

The Document Management installation does the following:
e Installs Web Service Extensions (WSE) 2.0 Sp3.
e Installs SPF 2010, if it is not already installed.
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e Copies Document Management files to the SharePoint ISAPI folder (c:\program files\common
files\microsoft shared\web service extensions\14\isapi).

e Copies Document Management files to the Vision Support folder (\program
files\deltek\vision\support\DM\30).

e Modifies the SharePoint Web.config file in the ISAPI directory to work with Vision Document
Management.

e |Installs Deltek.Vision.WSS30.Server dll into the Global Assembly Cache (GAC).

Install Vision Document Management and SharePoint Foundation

To install Vision Document Management and SPF, complete the following steps:

1. Asindicated at the beginning of this Appendix, it is highly recommended that you install
all available Windows Updates prior to proceeding with the installation.

2. Download the DeltekVision61SP4DM.exe file and run the setup on your Vision Web
server.

3. The installation will check to ensure that the |IS Role service Windows Authentication. If
the Role Service is not installed you will be prompted to install it and the setup will exit:
Yision (Document Management) - InstallShield Wizard

@95 Setup has detected Windows Vista/Server 2008 and determined
' ! that Windows Authentication is not installed as a role service,
—  Please install and re-run setup. Setup will exit.

4. After installing the Windows Authentication IIS Role Service, re-run the Document
Management installation. The installation will then check to ensure that Hotfix KB979917
is installed, which is a SPF 2010 Prerequisite not installed by the Prerequisite Installer. If
it is not installed you will be prompted to install it, the setup will exit and a browser
windows will open displaying the download site. Make sure to choose the correct x64
version, Vista is Server 2008 and Win7 is Server 2008 R2:

¥ision {(Document Management) - InstallShield Wizard

. Setup has detected that KB979917 is not installed. Thisis a
! Microsoft SharePoint Foundation 2010 requirement. For Server
- 2008 R2 please install "Windowsé, 1-KB979917-x64.msu (Win7)'
and re-run setup. Setup will exit,

5. After installing the hotfix for KB979917, re-run the Document Management installation.
The following dialog box displays, indicating the IIS licensing requirements for the use of
Windows Integrated Authentication (required to use Vision Document Management):
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Yision {Document Management) - InstallShield Wizard X

. Document Management requires Integrated security to be used.
)| This setup will change the your virtual directory security model to
Integrated security that might have Microsoft Windows Client
Access License {CAL's) implications. Setup will continue.

6. Click OK. The Document Management Installation Wizard displays.

Deltek Yision Document Management Installation Wizard E3

Welcome to the Deltek Yision 6.1 (SP4)
Document Management Installation Wizard

This installation wizard will install Deltek Yision 6.1 [SP4)
Document Management components on your computer.

< Back l MNext > | Cancel I

7. Click Next. The License Agreement page displays.

Deltek Yision Document Management Installation Wizard

License Agreement
Fleaze read the follmwing licenze agreement carefully,

IMPORTANT- READ CAREFULLY. This End User License Agreement ﬂ
"Agreement” is a legal agreement between you (either an individual or a
single entity, hereinafter referred to as "Licensee”) and Deltek Systems,

Inc. for certain Deltek software products and any documentation that
accompany this Agreement, which includes third party software,

associated media and any related semices. An amendment or addendurm

to this Agreement may accompany the Software should ather terms and
conditions not otherwise stated in this Agreement need to apply. YOU
AGREE TO BE BOUND BY THE ALL TERMS OF THIS AGREEMENT

BY INSTALLING, COPYING OR USING THE SOFTWARE. IF YOU DO |

& 1 accept the terms of the license agreement Print |

| do not accept the terms of the license agreement

IietalShield

< Back | Heut » I Cancel |

8. Accept the License Agreement and click Next. The Web/application server page
displays, along with the following confirmation dialog box.
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Question

@™ Setup has detected that this is vour Deltek Vision webjapplication
| | server. Wil this server also be vour Microsoft Windows
SharePoint Services web/application server?

Yes Mo

9. Click Yes since this is a single-tier installation of Vision Document Management and this

server will host both Vision and SPF 2010. The Ready to Install the Program page
displays.

Deltek ¥Yision Document Management Installation Wizard x|

Ready to Install the Program ‘

The wizard iz ready to begin installation. I\‘h

IF pou want to reviews or change any of vour inztallation settings, click Back. Click Cancel to exit
the wizard.

Click Inztall to begin the installation.

InstallShield

< Back Install

Cancel |

10. Click Install to start the installation. The installation automatically downloads SharePoint
Foundation 2010, extracts the setup files and installs Windows SharePoint Services.

During the extraction process, you receive the following dialog box. You must click OK to
continue the installation.

Microsoft Windows SharePoi x|

Files extracted successfully,

11. The installation will launch the SharePoint Foundation Prerequisite Installer to install all
prerequisite components. If there are errors installing any of these components you will

see a dialog indicating that the Prequisite Installer failed and a link to open the log file
and the installation will end. The following is an example:

112
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Question m

"% Setup has detected Microsoft SharePoint Foundation 2010
| Prerequisite installer has Failed with Return code (0XC1=193) .
— Setup will exit. Would you like to open the PrerequisiteInstaller
log file?

An excerpt from the Prerequisite Installer log file related to this error is below which
indicates a problem installing the Microsoft Chart Controls for Microsoft .Net Framework
3.5

2010-08-26 08:58:54
2010-08-26 08:58:54
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26

Beginning download of microsoft Chart controls for microsoft .NET Framework 3.5

http: //go microsoft. com/fwlink/?LinkID=160383

Download timeout (0X80072EE2=-2147012894)

Retrying download ‘From position (in bytes) (0xL0B400=1094656)

size of download of "Microsoft Chart Controls for Microsoft .NET Framework 3.5" in bytes is "1094656"
Download of "Microsoft chart controls for Microsoft .NET Framework 3.5" completed successfully
Installing Microsoft chart Controls for microsoft .NET Framework 3.5

'Ci\UsersS\ADMINI~L. INE\AppData\Loca1\Temp\2\cha2726 tmp.exe" /g /norestart

Error: Unable to install (0XC1=19

Error: [In HRESULT format] (0x800700c1-—2147024703)

Last return code (OXC1=193)

Error: The tool was unable to install Mmicrosoft Chart Controls for Microsoft .NET Framework 3.5.

Last return code (0XC1=193)

options for further diagnostics: 1. Look up the return code value 2. Download the prerequisite manually and w
cannot retry

Should you need to locate the Prerequisite Installer log file, it can be found in
c:\users\<username>\appdata\local\temp\<numbered subdirectory>.

NOTE: If there are errors installing any software prerequisites download and install them
manually and then re-run the Document Management installation. Links to all software
prerequisites can be found at the following URL, http://technet.microsoft.com/en-
us/library/cc288751.aspx.

12. Additionally, if a reboot is necessary you will see a dialog indicating a reboot is required
and the installation will end. The following is an example:

@3 Setup has detected that a reboot is required for the Prerequisite
) installation to complete. Please reboot and re-run the Deltek
——  Document Management installation. Setup will exit.

13. After resolving all issues with the prerequisite installations and/or rebooting as required,
start the Document Management installation again to complete the installation.
NOTE: It may take running the installation several times to complete.

14. The installation will then launch the SharePoint Foundation installation routine. Again, if
there are errors installing SharePoint a dialog will display with a link to open the log file.
After resolving any issues, start the Document Management installation again to
complete the installation.

15. When the installation is complete, the InstallShield Wizard Complete page displays.
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Deltek ¥ision Document Management Installation Wizard

InstallShield Wizard Complete

The InztallShield Wizard has successfully inztalled Yizion
[Document Management]. Click Finish to exit the wizard.

< Bacl [Carice]

16. Click Finish.
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Run the SharePoint 2010 Products Configuration Wizard

To run the SharePoint 2010 Products Configuration Wizard, complete the following steps:

1. Click Start » All Programs » Microsoft SharePoint 2010 Products » SharePoint 2010
Products Configuration Wizard. The Welcome page displays.

SharePoint Products Configuration Wizard

Welcome to SharePoint Products
In order to configure SharePoint Products, you will require the following information:

= Name of database server and database where server farm configuration data will be stored

= Username and password for the database access account that will administer the server Farm

Click Mext to continue or Cancel to exit the wizard. To run the wizard again, click on the Start Menu shortcut.

Mext > I Cancel

2. Click Next. The following dialog box displays.

SharePoint Products Configuration Wizard N X1

The following services may have to be started or reset during
4B configuration:

Internet Information Services
SharePoint Administration Service V4
SharePoint Timer Service V4

Choose yes to restart the services if required and continue with
the configuration wizard or no to exit the configuration wizard.

Yes No

3. Click Yes. The Connect to a server farm page displays.
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il SharePoint Products Configuration Wizard B i

=101

Connect to a server farm

Aserverfarmis a collection of two or more computers that share configuration data. Do you wantto
connectto an existing server farm?

" Connecttoan existing serverfarm
% Create a newserver farm

9

< Back l Next > I Cancel

Database Settings page displays.

SharePoint Products Configuration Wizard

. T =101

4. Select the Create a new server farm option and click Next. The Specify Configuration

Specify Configuration Database Settings

All serversin aserver farmmust sharea configurationdatabase. Typethe databaseserver anddatabase
name, If the database doesnot exist, it will be created. To reusean existing database, the database mustbe
empty. Foradditional information regarding databaseserver security configuration and network access
pleasesee help.

Database server I-:SharePoint DB Server>

Database name: [sharePaint_Config

Specify Database Access Account

Select an existing Windows account that this machine will always useto connect to the configuration
database. Ifyour configurationdatabase ishosted onanotherserver, youmust specify a domainaccount.

Typethe usernamein the form DOMAIN\User_Name and passwordfor the account.

Username: |<Domain >\ <Username =

Password: loooooooool

o

< Back I Next > I Cancel

5. Enter the name of the database server to host the SharePoint configuration database and
accept the default database name: SharePoint_Config.
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#.| If you are using SQL Server 2008your database access account will need to have the
dbcreator and securityadmin SQL Server Roles. Additionally, SharePoint Foundation
requires SQL Server 2008 x64 SP1 + CU2 or CU5 or later (Deltek recommends CU8) or
SQL Server 2005 x64 SP3. Please refer to the SharePoint 2010 Foundation Hardware and
Software Requirements referenced earlier in this document for detailed information.

6. In Username, enter the domain and name of the Vision Application Pool Identity (as
configured earlier) as the username for the SharePoint database access account, and
enter the user’s password in Password.

7. Click Next. The Specify Farm Security Settings page displays:
=10 x]

Specify Farm Security Settings

Please entera new passphraseforthe SharePointProducts farm. This passphraseis usedto secure farm
configuration data andis required for each serverthatjoins the farm. The passphrasecan be changed after
thefarmis configured.

Passphrase: ]

Confirm passphrase: l

el

Cancel l

8. Enter a Passphrase for your Farm.

9. Click Next. The Configure SharePoint Central Administration Web Application page
displays.
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=101

you do not specify a port number, a random one will be chosen.

[~ Specify port number: leas 1

Configure Security Settings

Choose an authentication provider for this Web Appliction.

" NTLM
{* Negotiate (Kerberos)

9

Configure SharePoint Central Administration Web Application

A SharePoint Central Administration Web Application allows you to manage configuration settings for a server
farm. The first server added to a server farm must host this web application. To specifya port number forthe
web application hosted on this machine, check the boxbelow and type a number between 1 and 65535. If

Kerberos is therecommended security configuration to use with Integrated Windows authentication.Kerberos |
requires special configurationby the domain administrator.NTLM authentication will work with any
application poolaccountand the default domain configuration. Show memore information.

< Back ” Next > I Cancel |

10. Select the Specify port number check box and enter the port to be used for the

SharePoint Central Administration Web site.

11. Select the Negotiate (Kerberos) option for the Authentication provider to use.

12. Click Next. The following dialog box displays.

SharePoint Products Configuration Wizard i

. You have chosen to continue using Kerberos with Integrated
l\ Windows authentication. Manual configuration steps by a domain
— administrator will be required to create a Service Principal Name

(SPN) in the Active Directory (AD). Do you want to use Kerberos
authentication?

Yes I | Mo I

=

13. Click Yes to continue using Kerberos with Windows Authentication. The Completing the
SharePoint Products and Technologies Configuration Wizard page displays.

118
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SharePoint Products Configuration Wizard . =100 x|

Completing the SharePoint Products Configuration Wizard

The following configuration settings will be applied:

= Configuration Database Server ICAMQAINET'KSSDBS ]
= Configuration Database Name |SharePoint_Conﬁg |
= Hostthe Central Administration Web Application lyes ]
= Central Administration URL |http: /) fcamqainetk38wb9:90€|
= Authentication provider |Negotjate (Kerberos) I

Click Next to apply configuration settings.

Advanced Settings

K

< Back | Next > I Cancel |

14. Click Next to begin the configuration. This process may take some time to complete. The
Configuration Successful page displays when configuration is complete.

SharePoint Products Configuration Wizard =

Configuration Successful

The Following configuration settings were successfully applied:

= Configuration Database Server |cam0psk8r23tdb |
m Configuration Database Mame |SharePoint_ConFig_Stier_2 |
m Host the Central Administr ation Web Application |yes |
m Central Administration URL |http:,f,l'camopskBrZStrZ:SZIZ,l' |
m Authentication provider |Neg0tiate (Kerberos) |

Click Finish to close this wizard and launch the SharePaoint Central Administration website ko continue
configuring wour SharePoinkt installation. The users may be prompted by their web browser For the username
in the Form DOMAIMIser_Mame and password ko access the site, At thak prompt, enter the credentials that
wou used to logon ko this computer. Add this site to the list of trusted sites when prompted.

ol

15. Click Finish to finish the configuration process. The SharePoint Central Administration
page displays.
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Use SharePoint Central Administration to Complete the SharePoint
Configuration

To complete the SharePoint Configuration, complete the following steps:

1. When you click Finish in the preceding procedure, SharePoint Central Administration is

launched.
/2 Initial Farm Configuration Wizard - Windows Internet Explorer E = I Iﬁl
N — T | o Lol
S AGs L,.J http: //camqainetk38ss4: 15174/_admi ’:-:e_'_l “j X I:,“" Live Search {,0 ol

5.7 Favorites | 95 @ sugaested Sites ~ | Web Slice Gallery '~

];;}Initjal Farm Configuration Wizard ;”-} bl N\ R Fé} v Page ~ Safety v Tools ~ @v
Help Make SharePoint Better

Do you want to help make SharePoint better? 7 B
Sign up for the Customer Experience Improvement

You can help make SharePoint better by signing up for the Customer Program and automatically upload error reports to

Experience Improvement Program and automatically sending error Microsoft

reports to Microsoft,

€ Yes, I am willing to participate (Recommended).

More Information € No, I don't wish to participate.

[pone [T T T [ [§% [ trustedsites | Protected Mode: Off Va v |®100% v ,

2. Decide whether to sign up for the SharePoint Customer Experience Program and Click
OK. The Configure your SharePoint Farm Wizard page displays.
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l “ Initial Farm Configuration Wizard - Windows Internet Explorer

=18l

://camgainetk38ss4:

Koy
oy =

S Favorites | o5 @ SuggestedSites > ] Web Slice Gallery ~

u | Initial Farm Configuration Wizard

Site Actions ~

= SharePoint201g Central Administration » Configure your SharePoint farm

This wizard will help you configure your SharePoint farm.

How do you want to configure your SharePoint
farm? Yes, walk me through the e
configuration of my farm using this Start the Wizard
This wizard will help with the initial configuration of your wizard.
SharePoint farm. You can select the services to use in
this farm and create your first site.
You can launch this wizard again from the Configuration \ :
Wizards page in the Central Administration site. No, I will configure everything |
myself. Cancel
]

Done [ [ [ [ [ [& Trusted sites | Protected Mode: OFf Va - [®i0% -

IMPORTANT! Do Not use the SharePoint Farm Wizard as this will cause Vision to no
longer function. Click Cancel to configure everything yourself.
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3. The main Central Administration page is displayed.

Home - Central Administration - Windows Internet Explorer =& x|
http://camgainetk38wb9: SPX __I ‘ﬂx‘ Ib Live p'
j;j‘ Favorites | 1:;. g Suggested Sites - € | Web Slice Gallery ~
[7] Home - Central Administration - v ] mm v Page~ Safety Tools~ @~

INETTEST2K3N\administrator ~
Site Actions ~ @ [JEIENRTY

_— .
&, SRarePoint 2010 Central Administration

Central
Administration { Application Management System Settings Resources
‘\o Manage web applications
Create site collections

Application Management Manage servers in this farm There are currently no fav

Manage services on server display. To add a new link,
System Settings Manage s applications Manage farm features new link".
” Manage content databases Configure alternate access
Monitoring
mappings
Backup and Restore i Monitoring 4 Add new link
Security JM Review problems and solutions w Backup and Restore
) Check job status v € Perform a backup

Upgrade and Migration

Restore from a backup

General Application e Secu rity Perform a site collection backup
Settings |
9 { ¥ Manage the farm administrators . .
Configuration Wizards group Upgrade and Migration
Configure service accounts @ C'“fir tD»’CdUCtta"d patch
=|® installation status

& General Application Settings Checkiipgrade’status
1_ Configure send to connections ; ) )
¢\ Configuration Wizards

-

[ [ [ [ [ Trustedsites | Protected Mode: Off e - [®Rw0% -~ 4
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4. Select Manage Services on Server under System Settings. The Services on Server page
displays:
/2 Services on Server - Windows Internet Explorer

S Favorites ] {;‘3; @ Suggested Sites v @ | Web Slice Gallery »

=18 x]

http://camqainetk38wb9:40885/_adm

Elf%lixlow

\:,‘ Services on Server E} B - @ v Page v Safety~ Tools~ @v

INETTEST2K3N\administrator ~
Site Actions v  §f

& '§F§’rePoint201o Central Administration » Services on Server: CAMQAINETK38WB9

Use this page to start or stop instances of services on servers in the farm

Central
Administration | o— .
Server: | CAMQAINETK38WBS v View: | Configurable »
Application Management
System Settings :
Service Status Action
Monitoring
Stoppe =t
Backup and Restore Stopped Seaks
entral A ratio 5
Security Central Administration Started Stop
; Claims to Windo cen Service Stoppe s
Upgrade and Migration “aims rid o Stopped AL
. oming E-Mail 5
General Application Incoming E-Mai Started top
Settings ndboxed Code Ser Stopped Start
Configuration Wizards Stopped Start
int Foundation Started Stop
Microsoft SharePoint Foundation Workflow Timer Service Started Stop
SharePoint Foundation Se Stopped Start

=
Done [ [ [ [ [ [ [ Trusted sites | Protected Mode: Off a v | ®100% v

De Ite ki- 123



Single Server — New Installation of Document Management 6.1 / SharePoint Foundation 2010

5. Locate SharePoint Foundation Search and click Start.

/ Configure Microsoft SharePoint Foundation Search Service Settings on server CAMQAINETK38WBE9 - Windows Internet Explorer = ||5‘|_><_]

@a @ ttp: //camqainetk38wb9: 4 j "‘ X Ib‘» {2 1™
7. Favorites | 9 @ Suggested Sites » @] Web Slice Gallery ~
lL Configure Microsoft SharePoint Foundation Search Se... g} v L @ ~ Page v Safety ~ Tools ~ @'

INETTEST2K3N\administrator ~

Site Actions ~  §

|»

¥ pol Central Administration » Configure Microsoft SharePoint Foundation Search Service Settings on server
<. SharePoint2010 CAMQAINETK38WB9

Use this page to configure Microsoft SharePoint Foundation Search S

rvice Settings.

Central page i communication. User names, ords, and any other information will be sent in clear text. For
mation, cont

Administration

5 & Service Account
Application Management
2 The search service will run using this account.
System Settings = ~
Service Account
The search service account must not be a built-in account

Monironng in order to access the database. Examples of built-in |INET‘I’ESTZKBN"-.dmservacct2tier;l
Backup and Restore accounts are Local Service and Network Service. Register new managed account
Security
Upgrade and Migration & Content Access Account
General Application The search service will access all content using this
Settings account. User name
Configuration Wizards The account will be added to the Full Read policy, giving it I
read-only access to all content. Password
For proper search functionality and information security, |

do not use an administrator account, and do not use
accounts that can modify content.

@ Search Database

Use of the default database server and database name is

recommended for most cases. Refer to the administrator's Database Server
quide for advancedvscenanos where specifying database |camqainetk3&db3
information is required.

Database Name
|wss_search_CAMQAINETK38WBS

Use of Windows authentication is strongly recommended.
To use SQL authentication, specify the credentials which

will be used to connect to the database. Database authentication

{* windows authentication (recommended)

(@ SQL authentication

Account

Password

Failover Server . _
Failover Database Server

You can choose to associate a database with a specific
failover server that is used in conjuction with SQL Server
database mirroring.

Indexing Schedule
? Indexing schedule:
Configure the indexing Schedule. C Minutes Starting every hour between
& Hourly S1 | minutes past the hour
€ Daily and no later than

ISI minutes past the hour

Start I Cancel

6. Configure the search service to include the Service account and Content Access account
(use the same account information as your Vision Application Pool Identity).
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7. Configure Search Database as shown above and click Start. After a minute or so, the
service’s status changes to Started.

@: @ I http:fcamopsk8r23tr2:3212/_adminj 2rId=d2dddS39-cc46-4bf [#2]| X l ) Bing
57 Favorites ‘ 95 & Suggested Sites v @ | Web Slice Gallery ~
[ services on Server ’} 7 v [0 = v Page~ Safety v Tools -

_‘ . <3M\admin
Site Actions »  §f

istrator

OPSK8R23TR2

ers in the farm

services on Server:

v
w“

“SharePoint 2010 Central Administration

Use this page to start or stop instances of services on s

Central
Administration F :
Server: | CAMOPSKS8R23TRZ ~ View: | Configurable «
Application Managerment
System Settings X .
Service Status Action
Monitoring
Backup and Restare Business Data Connecti Stopped Start
Security Central Administration Started Stop
q : Claims to W ws Token Service =3
Upgrade-and Migration Claims to Windows Token Service Stopped tart
e Microsoft SharePoint Foundation Incoming E-Mail Started Stop
Gen;ral Application
Settings Microsoft SharePoint Foundation Sandboxed Code Se Stopped Start
Configuration Wizards Microsoft SharePoint Foundation Subscription Settings S Stopped Start
Microsoft SharePoint Foundation Web application Started Stop
Microsoft SharePoint Foundation Workflow Timer Service Started Stop
SharePoint Foundation Help Search Started Stop

|»

o

8. Click Application Management and then Manage Web Applications. The Web
Applications page displays.

@)
Deltek‘.-. m

. Trusted sites | Protected Mode: OFff Vo v | 100%
i o T o T 7 L
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Web Applications Management - Windows Internet Explorer - ] = lﬁl
@’\ @ | http://camgainetk38uibo WebA X =l 42|l x oL ol

I

X v B - ) om v Pagev Safetyv Toosv @~

Pe INETTEST2K3N\administrator ~
Site Actions ~  § Browse Web Applications

| Manage Features \ _& Blocked File Types

> Managed Paths User Permissions

New Extend Delete General Authentication Self-Service Site _ User Anonymous Permission
v Settings v |@)_ Service Connections Providers Crea b Part Security Policy Policy Policy
Contribute Manage Security Policy
-
Central j
Administration Name URL Port

http://camgaine

Application Management = Shar

int Central Administration \

System Settings
Monitoring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

v

| [ [ [ [ [/ Trustedsites | Protected Mode: Off [ - [®Rwo% ~
9. Select the New button. The Create New Web Application page displays.
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/= Web Applications Management - Windows Internet Explorer = ] = Iﬂ

;]\"i xlbL‘=>:m p-

@E: @ ]Lg‘ ttp://camgainetk33wb: 40

Sy Favorites | o5 @ suggested Sites > 8] Web Slice Gallery »

‘ebApplicationList.aspx

L:jWeb Applications Management ﬁ - L !é v Page~ Safety v Tools ~ @‘

Create New Web Application

Authentication

Select the authentication for
this web application.

Learn about authentication.

1IS Web Site

Choose between using an
existing IIS web site or create a
new one to serve the Microsoft
SharePoint Foundation
application.

If you select an existing IIS web
site, that web site must exist on
all servers in the farm and have
the same name, or this action
will not succeed.

€ Claims Based Authentication

@ Classic Mode Authentication

€ Use an existing I1IS web site

| Default web Site

@ Create a new I1S web site
Name

ISharePoint - 81

Port

|1

If you opt to create a new IIS Host Header
web site, it will be automatically |
created on all servers in the

farm. If an IIS setting that you Path

wish to change is not shown fpubl\wwwroot\wss\VirtualDirectories\81
here, you can use this option to
create the basic site, then
update it using the standard IIS
tools.

Security Configuration

m [ [ [ [ [ [ Trustedsites | Protected Mode: OFf a - [R00% -

10. Select the Create a new IIS web site option. Enter a description for the Web site and
specify a port in Port.

“&J With SPF 2010, Vision and SharePoint cannot be installed to the same Web site.
Choosing to install SPF to the same website as Vision will cause Vision to no longer
function.

Alternatively, you can create a new Web site (different from the website Vision is installed
to) ahead of time using a different IP address or port and select the option to Use an
existing IS web site.

Note the entry in Path, which by default is the root of your WSS Web site in a directory
named after the port chosen under c:\inetpub\wwwroot\wss\virtualdirectories.
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/2 Web Applications Management - Windows Internet Explorer = |E|_><J
@?j Ed Ig http: //camqainetk38wb9: 34013/ _admin/WebApplicationList.aspx ﬂ :‘?H X ‘ Ib Live Search ip }'i

7. Favorites | o @ 5suggested Sites ~ £ | Web Slice Gallery ~

|1 web Applications Management v @ ~ Page v Safety v Tools v @-

fa - B

Create New Web Application

Security Configuration

Kerberos is the recommended Authentication provider:
security configuration to use
with Integrated Windows @« Negotiate (Kerberos)
authentication. Kerberos I
requires the application pool NTLM
account to be Network Service Allow Anonymous
or special configuration by the
domain administrator. NTLM O Yes
authentication will work with
any application pool account © No
and the default domain Use Secure Sockets Layer (SSL)
configuration.
C Yes
If you choose to use Secure
Sockets Layer (S5L), you must © o
add the certificate on each
server using the IIS
administration tools. Until this is
done, the web application will
be inaccessible from this 1IS
web site.

Public URL

URL
The public URL is the domain [nttp://CAMQAINETK3EW/BS: 80/
name for all sites that users wil
access in this SharePoint Web Zone
application. This URL domain
will be used in all links shown on
pages within the web
application. By default, itis set
to the current servername and
port.
http: //go.microsoft.com/falink/?
LinkId=114854

[oefault

Application Pool

-

[pone [ [ [ [/ Trusted sites | Protected Mode: OFF [5 - [®Rw0% - 4
11. Select Negotiate (Kerberos) under Authentication provider.

12. For the Allow Anonymous and Use Secure Sockets Layer (SSL) options, accept the
default of No. If you want to use SSL with SharePoint, you can configure SSL later, but
you must not configure SSL to be required.
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/> Web Applications Management - Windows Internet Explorer

@E ® ]-;i http: //camqainetk38wb9: 340 13/_admin/\WebApplic:

5y Favorites | o5 @ suggested Sites > @] Web Slice Gallery ~

L‘l ‘Web Applications Management

j \‘71}%3 Ib,u‘eiia‘:“

& B - = @ v Page~ Safety v Tools~ @~

Create New Web Application

Application Pool

Choose the application pool to
use for the new wel

application. This defines the
account and credentials that will
be used by this service.

You can choose an existing
application pool or create a new
one.

Database Name and
Authentication

Use of the default database
server and database name is
recommended for most cases.
Refer to the administrator's
quide for advanced scenarios
where specifying database
information is required.

Use of Windows authentication
is strongly recommended. To
use SQL authentication, specify
the credentials which will be
used to connect to the
database.

C Use existing application pool

|C\a~:-»:»1: .NET AppPool (Network Sen

@ Create new application pool
Application pool name
[sharePoint - 81

Select a security account for this application peol
@ predefined

Network Service [
© Configurable

[INETTEST2K3N\dmservacctatier |
Register new managed account

Database Server
Icamqainetk38db3

Database Name
l\‘/SS_Content_cdcsooseedbs-iealberE

Database authentication

@ \Windows authentication (recommended)

'@ SQL authentication
Account

|
Password

[ [ [ [ [ [ [/ Trustedsites | Protected Mode: Off Varv |®10% v 4

13. Select the Create new application pool option and provide a name (Deltek
recommends using the same name as the Web site for consistence, for example,

SharePoint - 81).

14. Using Network Service is not an option for SPF. Use the same account used for the

Deltek Vision Application Pool.

15. Verify the name of the server in Database Server. (It should be the same as that used
for the SharePoint configuration database server.) Accept the default in Database Name
and it is recommended to modify the name of the Content database to something more
recognizable (e.g. WSS_Content_SharePoint81).

16. Select Windows authentication (recommended) under Database authentication.
(This will use the SharePoint service account and Vision Application Pool Identity

configured previously.)
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/2 Web Applications Management - Windows Internet Explorer 1 _ﬂg]z]
@O @ Il .1 http://camgainetk38wb9: 40 [*2 | }pivi
7. Favorites | 9% @ Suggested Sites ~ £ | Web Slice Gallery ~

[ _,_] \Veb Applications Management ﬁ B -

'_admin/WebA;

[ pm v Pagev Safety v Tools~ @~

Create New Web Application

Search Server
Select Microsoft SharePoint Foundation search serv
You can choose to associate a
content database with a specific
server that is running the
Microsoft SharePoint
Foundation search service.

Service Application

Connections Edit the following group of connections: | default vl
Choose the service applications s = o S
hat this Web application il be There are no items to show in this view.
connected to. A Web

application can be connected to

the default set of service

applications or to a custom set

of service applications. You can

change the set of service

applications that a Web

application is connected to at

any time by using the Configure

service application associations

page in Central Administration.

Customer Experience

Improvement Program Enable Customer Experience Improvement Program
Collect web site analytics about € ves

web pages on this web 'O

application. Please read the o

Administration guide before

turning this on for web Warning: In order tox C er Experience Impr:
applications available over the Program (CEIP) to ta, both CEIP and browser
public Internet. the farm level, :h"uld be enabled.

Done -/ Trusted sites | Protected Mode: Off Va v | ®100% -
Z

17. Select the search server in Select Windows SharePoint Foundation search server
and click OK. The following dialog box displays.

Message from webpage

& ‘You have chosen to continue using Kerberos with Integrated

| Windows authentication, Manual configuration steps by a domain
administrator will be required if the application pool's security
account is nok Mebwork Service. Are wou sure you want bo use
kKerberos authentication?

oK I Cancel |

18. Click OK to use Kerberos for Windows Authentication. After a few minutes, the
Application Created page displays. It indicates the status of the process to create a new
Web application.
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/2 Web Applications Management - Windows Internet Explorer = |E|l<]
@?ﬂ 04 I\il http: //camqainetk38wba: l

7. Favorites | o @ 5suggested Sites ~ £ | Web Slice Gallery ~

'_admin/WebApplica

5B

[;JWeb Applications Management v @ ~ Page v Safety v Tools v @-

Application Created
The Microsoft SharePoint Foundation Web application has been created.

If this is the first time that you have used this application pool with a Sha':PCIF‘t
Web application; you must wait until the Internet I eb
site has been created on rvers. By default, e Ct

are created with the Web application. If y: J st created a Forms Based
Authentication (| ) Web application, then before cr eating a new site collection, you
will need to perform some additional configuration steps.

Learn about how to configure a Web application for FBA.

Once you are finished, to create a new site collection, go to the Create Site
Collection page.

P S

[web applications Management - Windows Internet Explarer | [_ [_ [_ ‘V’ Trusted sites | Protected Mode: Off Ya | HW00% -~ 4

19. Do not click the link to Create Site Collection link at this time. It is still necessary to add
DeltekVision as a managed path with explicit inclusion before you create the site
collection. Click OK, the Web Applications page displays.
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ions Management - Windows Internet Explorer

@?}v ||:| hikkp: ffcamopskBra3tr2: 3212) _adminwebapplicationList, aspe j || X I Eing P-

{jf Favorites | {.:‘3 @ Suggested Sites @ | Web Slice Gallery =

|;|Web Applications Management & @ - [ géa - Page - Safety - Tools - @v

Web Spplications

2 Manage Features Dy Blocked File Types vz

e mX &2 (2 ® o %

&Managed Paths .@User Permissions o
Mew  Extend Delete General Authentication Self-Service Site User Ananymous Permission
- Settings - |2‘¢= Service Cannections Providers Creation i WWeb Part Security Policy Palicy Policy
Contribute Manage Security Palicy
=l

Central
administration Mame URL Port
Application Management  SharePoint Central Administration w4 http:/fcamopskaraatre:3z1z/ 3212
Systemn Settings http:/fcamopskareatre: 61/ 31

Monitoring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

=
| ’_’_’_’_’_’_| " Trusted sites | Protected Mode: OFf fa [ R0 -

20. Select the SharePoint — 81 web application and click Managed Paths. The Define
Managed Paths page displays.

Web Applications Management - Windows Internet Explorer l ]|
G- =4 x| o

¢ Favorites | ¢ @ Suggested Sites ~ ] Web Slice Gallery. ~

://camgainetk38wbg

|| web Applications Management @ - v 1 Eg:l.! v Page v Safety v Tools » @v

Define Managed Paths

Included Paths
X Delete selected paths
This list specifies which
paths within the URL
namespace are managed by Path Type
Microsoft SharePoint

Foundation. [ (root) Explicit inclusion

[T sites Wildcard inclusion

Add a New Path
Path:

Spedify the path within the [Deltekvision Check

URL namespace to include. URL

You can indude an exact "

path, or all paths

subordinate to the specified

path.

Note: To indicate the root path for this web
application, type a slash (/).

Type:
Use the Check URLink to
ensure that the path you W =
include is not already in use

JE S—

| [ [ [ [ [ Trusted sites | Protected Mode: Off vy v | ®R100% -
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21. Enter DeltekVision in Path and select Explicit inclusion in Type and click Add Path.

22. Click OK.

/> Web Applications Management - Windows Internet Explorer 18] x|
@E’ i ILJ http://camgainetk38wb3: 4 j 23 ‘Ei Ib Live Search \gll\

. Favorites | 95 @ suogested Sites ~ £ | Web Slice Gallery ~

Web Applications Management @ - L !&] ~ Page~v Safety~ Tools~ @v

Define Managed Paths

Included Paths
X Delete selected paths
This list specifies which
paths within the URL
namespace are managed by Path Type
Microsoft SharePoint

Foundation. 3
Explicit inclusion

Wildcard inclusion

deltekvision Explicit inclusion

Add a New Path

Specify the path within the Check
URL namespace to include. URL

You can include an exact
path, or all paths
subordinate to the specified
path.

Note: To indicate the root path for this web
application, type a slash (/).

Type:
Use the Check URLlink to m— - =
ensure that the path you Wildcard inclusion v]
include is not already in use
for existing sites or folders, Add Path
which open a new

browser window with that
URL.

x|

[pore [ [ [ [ [ [+ Trustedsites | Protected Mode: Off [~ [®wo% -

23. Click Application Management and select the Create Site Collection option under Site
Collections.
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/2 Application Management - Windows Internet Explorer il g =121 %]
@@: £ lj ttp: //camgainetk 38w S| 3 ‘1: X lb Live ch L=

a7 Favorites l i;“, @ Suggested Sites v @ | Web Slice Gallery »

|/ Application Management f'} - v [ EE.‘D v Page v Safety v Tools ~ @V

INETTEST2K3N\administrator ~
Site Actions ~ i Browse

._7_"§F§rePointzo1o Central Administration » Application Management

Central
Administration

ol Web Applications
|\° Manage web applications | Configure alternate access mappings
Application Management
System Settings Jéﬁj Site Collections
—== Create site collections | Delete a site collection | Confirm site use and deletion

Menttoring Specify quota templates | Configure quotas and locks
Backup and Restore Change site collection administraters | View all site collections
Security Configure self-service site creation

Hbgrade-andiMigration Service Applications

Manage service applications | Configure service application associations
Manage services on server

General Application
Settings

Cenfiguration Wizards

Databases

Manage content databases | Specify the default database server
Configure the data retrieval service

v

[ [ [ [ [/ Trustedsites | Protected Mode: Off [Fa~ [®w% -
The Create Site Collection page displays.
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/2 Create Site Collection - Windows Internet Explorer = ] ﬂl 5]
2 [R5 13 | oX R

.5 Favorites ‘ % @ Suggested Sites > @ | Web Slice Gallery v

|| Create Site Collection T~ v [ pm v Page~ Safety~ Toos~ @~

INETTEST2K3N\administrator ~

Site Actions ~  §

SharePoint2010 Central Administration » Create Site Collection

Use this page to create a new top-level Web site.

Central
Administration OK | Cancel |

Application Management

” B Web Application
SystemSerings Web Application: | http://camqainetk38wb9/ ~
Select a web application.

Monitoring
Backup and Restore To create a new web application go to New \Web Application page.
Security
Upgrade and Migration Title and Description Title:
General Application Type a title and description for your new site. The title will be displayed on lDeItek Vision -
Settings each page in the site, 7
Description:
Configuration Wizards _‘J
|
Web Site Address
URL:
Specify the URL name and URL path to create a new site, or choose to http:l/camqainethwasl /deltelkvision v [

create a site at a specific path.
To add a new URL Path go to the Define Managed Paths page.
Template Selection
Select a template:

A site template determines what lists and features will be available on your Collaboration Elastanedice i
new site, Select a site template based on the descriptions of each Js =

nd how you intend to use the new site. Many aspects of a site _
ran he custnmized after creation. However. the site temnlate cannot be Blank Site =
|-/ Trusted sites | Protected Mode: Off A~ ["@"\ 100% ~ 4

24. Enter Deltek Vision in Title and enter a description, if appropriate.

25. From the URL drop-down list, select /deltekvision. This will be the top level root for
Vision Document Management.
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{2 Create Site Collection - Windows Internet Explorer il -[=1 x|
@: @ ://camqainetk33wh 3 il x| lb_ L~
S.ap Favorites | {.3, @ Suggested Sites > @ | Web Slice Gallery ~

[ Create Site Collection o T s SRt ek @

INETTEST2K3N\administrator ~
Site Actions ~

Select a template: ‘:!
Collaboration | Meetings | Custom

A site template determines what lists and features will be available on your
new site, Select e template based on the descriptions of each
template and ho! u intend to use the new site. Many aspects of a site

can be customized after creation. However, the site template cannot be Blank Site
changed once the site is created. Document Workspace
Blo

Group Work Site

A site for teams to quickly organize, author, and share information. It
pravides a document library, and lists for managing announcements, calendar
items, tasks, and discussions.

Primary Site Collection Administrator

User name:
Spedify the administrator for this site collection. Only one user login can be i i 8, @
provided; security groups are not supported. L
Secondary Site Collection Administrator

User name:

Optionally specify a secondary site collection administrator. Only one user
login can be provided; security groups are not supported.

%@

Quota Template
Select a quota template:

Setlect a predefined quota template to limit resources used for this site I—_——jNo Quota =,
collection.
Storage limit:

add a new ta at Mar Templatas a
To add a new quota template, go to the Manage Quota Templates page. Number of invited Lsers:

OK | Cancel | ;]
[ [ [ [ [/ Trusted sites | Protected Mode: Off Vo [®w00% -

26. Under Select a template, accept the default of Team Site for the template to be used
and enter a username in each of the User name fields for the primary and secondary site
collection administrators.

27. Select No Quota in Select a quota template and click OK. The Top-Level Site
Successfully Created page displays.

Delteki-



Document Management Installation Guide

f,‘ Top-Level Site Successfully Created - Windows Internet Explorer

(5]
@—\\:-: 4 ://camgainetk38wh3: 34 3 21: XV‘ lb Liv p &

47 Favorites | i;‘; @ Suggested Sites v @ | Web Slice Gallery »
|| Top-Level Site Successfully Created - B v = @ - Page~ Safety~ Tods- @~

INETTEST2K3N\administrator ~
Site Actions ~

_' gﬁgrePointzom Central Administration » Top-Level Site Successfully Created

Central
Administration

created su

sfully with the specified URL. If you have permission to \
g the URL.

1 to Sha t Central Administ:

you can do so in a new

Application Management

k

http://camgainetk38wbs/deltekvisicn
System Settings

Menitoring oK I
Backup and Restore

Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

v

Done [ [ [ [ [ [ Trustedsites | Protected Mode: OFf Va- [®wo% -

28. Click the link for the top level site (in our example it is
http://camgainetk38wb9:81/deltekvision) to display the site.
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{2 Deltek Vision - Home - Windows Internet Explorer & x|
f N =7 w | [®=

x\::/.‘ -,\;/; IL,J http: //camgainetk38ss4/delte! S me.aspx L] ‘7 A ln, Live Search R
S Favorites ‘ 7;5 g Suggested Sites v £ | ¥

["7| Deltek Vision - Home f"}] B v [ @ - Page~ Safety~ Tools~ "'@'

INETTEST2K3N\administrator ~
site Actions - @ E

1 Deltek Vision » Home

Home

Libraries

Site Pages Welcome to your site!

Shared Documents

Lists

Calendar

Tasks

Discussions

Shared Documents

Team Discussion
T Type Name Medified Medified By

n this view of

"Shared
y. To add a new item, click "New"

“. Recycle Bin

[ ANl site Content

4 Add document

;@ Share

n Chang heme

;‘ Set a sl n

_1%3 Customize the Quick Launch L]
Done ’_ I_ ,_ ,_ ’_ ’_ [€& Local intranet | Protected Mode: Off f«a_'[ ®100% ~

29. The SharePoint configuration is complete. Close SharePoint Central Administration.

Configure SharePoint for a Fully Qualified Domain Name (FQDN) URL
(Optional)

If you will be configuring your SharePoint server to use a custom DNS record for the URL, then
you must create an additional SPN and also create Alternate Access Mappings in SharePoint.

See “Appendix C: SPN Configuration When Using Custom DNS Records” on page 100 for more
information.

Verify 1IS Configuration and Configure Deltek Vision Document
Management .NET Assembly

To verify IIS configuration, complete the following steps:

1. Use the directions that follow to open Internet Information Services to view these Web
sites:

= Default Web Site — This is your Vision Web Site
= SharePoint — 81 — This is your SPF 2010 Web Site

= SharePoint Central Administration Web Site
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" Internet Information Services (IS} Manager [_ (O]
@ L0 (8 » cAMOPSKERZITRZ b Sites b | - L@ -
File  Wiew Help
@) sites —
€ - |7 |8 5 & ~dd webSite. .
-5 Start Page Set wehb Site Defaults. ..
EI--“‘j CAMOPSKERZITRE (INETTESTZ} Filter: - G0~ \gg Show Al |Gruup by: Mo Grouping =l -
- (2 applcation Pools hame - | D | status | Binding | Path © e
[ Sites €CDefaul weh site 1 Started (ht,.. %180 (http), 808" (net.tep],* (net pi... hSysteml Orline Help
403 Defaul: Wieb Site & SharePoint - 81 1158024854 Started (http) 51 (http) Cihinetput
& sharcpoint - 51 &P sharePaint Central Administration v4 180513789 Started (http) 3212 (http) Chinetput
=148 SharePoint Central Admi &3 sharePaint Weh Services 2 Started (ht...  *:32843 (http),*: 32844 (https),328...  C:iProgral
403 SharePaint Web Service
4 | i
( | w1 [EFeatores view |72 Content view
Ready

T

Copy the Vision Document Management .NET assembly to SharePoint site directory.

3. Copy Deltek.Vision.WSS30.Server.dll from <Vision Installation Directory>\Support\DM\30
to:

c:\inetput\iwwwroot\wss\Virtual Directories\<site>\bin

@, By default, the <site> directory will reference the port chosen. In our example, the port is
81.

Configure Document Management Service Account in Weblink

You must configure the Document Management service account (username/password) on the

System Settings tab of the Deltek Vision Weblink utility. Follow the instructions below to configure
this:

1. On the Vision Web server, launch Weblink from Start » Programs » Deltek Vision
2. Enter the Weblink password when prompted.
3. Click the System Settings tab.

In the Document Management group box, enter your SharePoint username and
password. This account is your SharePoint Service account/Deltek Vision Application

Pool Identity. The click the Test button and SharePoint Credentials to validate the
information entered is correct.
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| Weblink

i Save B Test v Change Password (2) Help

@ Database Connection
@ Report Server Configuration

General | Rep

Sharepoint Credentials
Polling Intervar(sec) 30 ] Send errors to Deltek automatically

Max concurrentjobs

Copy Databases.encto | I Default Language I English (United States) ] v |

Store Session Statein Memory | v I

Database Setup Document Management

SQL Server I I SharePoint Username I inettest2k3n\dmservacct2tier l

Database Name [ | SharePoint Password l SR |

= Windows Authentication {ApplicationHool 1D:

Configure Vision Document Management

To configure Vision Document Management, complete the following steps:
1. Log in to Vision using an account that has access to the Configuration menus.

2. Click Configuration » General » System Settings and select the Document
Management tab.

¥ ) General System Settings - Apple & Bartlett, eriod Ending 6,/30,/2005 - ¥6.0 {Limited Release 1}

ashboard @ Search Options (2) Help =

Lookups | Emnail |Servers | Labels | Murnbering |Synchr0nizati0n Document Management | Audit Trail |Miscellaneous |

Enable Document Management

Server Name/IP | camnainetkanwbd| |
Wirkual Server Port
Current Sike | |,O|
Human Resources
& Time & Expense E [ Testsite | [ wiew Site

[ Time & Bxpense |
d Purchasing

d Inventory
Reporting

- U es

% Configuration

Bl & General
ﬁf Syskemn Settings

3. Select the Enable Document Management check box.
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4. Enter the name of the server hosting Document Management. This can be the NetBIOS
name, server name FQDN, or custom DNS/FQDN. Enter this value without the protocol
prefix (for example, remove the http://). In the illustration above, the value is
camgqainetk3nwb4.

Enter the port in Virtual Server Port. In our example the port is 81.
Click the Lookup icon to select the current site.

i) Select Web Site x|

E ‘http:fframgainetk3nwb4:81 /deltelkvision (Deltek Wision) |

[8]4 Cancel Help

7. The Select Web Site dialog box displays the available sites. Select a site and click OK.

8. Save your changes.

Optional: Configure Protocol Transition

If Vision Document Management functionality is required over the Internet and you will be using a
custom DNS/FQDN for the SharePoint URL (as in our example, visionl.inettest2k3n.com), then
you must configure a form of delegation referred to as Protocol Transition. If Document
Management functionality is not required, you can skip this step.

The Kerberos authentication protocol must be used to authenticate from the Vision Web server to
the SharePoint server. However, if Vision is deployed in an Internet scenario and there are users
outside of the firewall that need to access Document Management features, Kerberos
authentication cannot be used to authenticate the client to the Web server. This is because the
client needs to have the ability to negotiate a Kerberos ticket with the Key Distribution Center
(KDC), which is a service running on a Domain Controller. This requires port 88 to be opened
inbound on the firewall to the Domain Controller, which is not an advisable configuration.

To get around this, you must be running a Native Windows Server 2003 functional domain.

To configure Protocol Transition, select the Use any authentication protocol option instead of
the Use Kerberos only option that is used to configure Constrained Delegation. This allows the
client to authenticate to the Vision Web server using NTLM instead of Kerberos, and that
authentication is then “transitioned” over to Kerberos for Delegation to the SharePoint server.
To configure Protocol Transition, complete the following steps:

1. Open the Active Directory Users and Computers MMC on a Domain Controller.
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Locate the User account for the Vision Application Pool Identity (WSS Service account).
Right-click and select Properties.

On the Delegation tab, select the Trust this user for delegation to specified services
only option.

@] If you click the second option, you will be configuring Unconstrained Delegation,
which would be the equivalent of Delegation in a Windows 2000 or Mixed domain.
The Constrained Delegation feature of Windows Server 2003 Native domain is
more secure and therefore recommended.

5. Select the Use any authentication protocol option.

DMServAcct3Tier Properties ﬂll
Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+
General I Address I Account I Prafile I Telephones  Delzgation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation

" Trust this user for delegation to any service (Kerberos only)

£+ Trust this user for delegation to specified zervices only

= Use Kerberos only
%' |se any authentication protocol

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc

4| | i
[~ Expanded Add.. | Bemove I

ok | Cancel | Apply |

6. Click Add. The Add Services dialog box displays.
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Add Services EE

To allovs zervices to be delegated for & uzer or computer, select the appropriate
users or complters, and then click the zervices.
To zelect one or more user or computer hames, click
Usgers or Computers,
Avwailable zervices;
Semvice Type | Usger or Computer | Fort | Service Mame | Dromain
l | ©
Select Al |
ak. | Cancel |

7. Click Users or Computers. The Select Users or Computers dialog box displays.

Select Users or Computers

Select thiz object twpe:

IUsers, Computers, Buil-in securty principals, or Other objects Object Types...

FErom thig location:
IINETTEST2K3N.CDM Locations...

Enter the object names to zelect [eramples):

CAMOAIME TEINWET Check Hames

e

Advanced... | ak | Cancel |

8. Search for the SharePoint server and click OK.

|

Locate the http service for the SPN (FQDN) you created earlier (in our example,
visionl.inettest2k3n.com), select it, and click OK.

In the following screenshot, there are two http service types listed. Unless you have
registered a custom FQDN using the setspn utility, only the server name displays. These
service types are known as Service Principal Names (SPNs).
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144

To allow zervices to be delegated for a user or computer, select the appropriate
users or computers, and then click the services,

To zelect one or more uzer of computer names, click Lsers or Computers. |
Uzerz or Computers.

Auallable services:

Service Type | |Jzer or Conmputer | Part | Service Mame |;|
dhzcache CamMOAINETKIMNWET
eventlog CamMOAINETKIMNWET
eventgpstern  CAMOAINETEINWET J
fam CamMOAINETKIMNWET
HOST CamMOAINETKIMNWET
hitp CamMOAIMNETK3MWE1

nl.in

iaz C&MB.&INETK3NWB1
iizadrmin CaMUAINETEINWET -
FO oL CAROAIMETE 2R0RA
di | _>I_I

Select all |
ak I Cahicel |

The SPN referencing CAMQAINETK3NWABL.inettest2k3n.com was created automatically
when the server was added to the domain and the http service (11S) was installed.

The second SPN referencing visionl.inettest2k3n.com is a new SPN that was created
using the setspn utility that allows us to register the custom FQDN of the server, which

provides more meaning than the actual machine name.
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The Delegation tab options should be selected as follows:

DMServicct3Tier Properties e |
Organization I Member Of I Dial-in I Erwironment I Segziong
Femoate control I Terminal Services Profile I COkM+

General I Address I Acocount I Pratile I Telephores ~ Delegation

Delegation is a security-sensitive operation, which allows services to act on
behalf of another uzer.

= D not trust this user for delegation
€ Trust this user for delegation to any service [Kerberos anly]
&' Trust this user for delegation to specified services only

' |se kerbenos only

{* Uze any authentication protocok

Services to which thiz account can present delegated credentials:

Service Type | |Jzer or Computer | Port | Semvice Name| D¢
hittp CAMOAIMETEINSS3
1] | i
[~ Expanded

Agd... | Bemove |

0K I Cancel | Apply |

Because we are explicitly specifying the http service and not all services on the SharePoint
server, and because we are using the Use any authentication protocol option and not
Kerberos, this is known as “Protocol Transition.
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Multi-Tier—New Installation of Document
Management 6.1 with SharePoint Foundation 2010

The following instructions assume that Vision and Windows SharePoint Foundation 2010 exist on
separate servers and assume that you are deploying to Windows Server 2008 x64 or Windows
Server 2008 R2 x64.

Prerequisites

Install/upgrade to the current release of Vision 6.1.

Change the Application Pool Identity for the DeltekVisionAppPool to be a domain
account. (The Vision 6.1 installation sets this to be the local DeltekVision account.) This
account will also be the SharePoint Service account. Add this user to the local
Administrators and 11S_WPG groups on the Vision server and local Administrators group
on the SPF server.

Configure Vision Application Pool Identity to Be a Domain
Account
You must change the Vision Application Pool Identity to be a domain account. The default is for

Vision to use a local DeltekVision user created during the Vision installation. This change is
necessary because of the local account’s inability to read the SPN configured in Active Directory.

#.J

For this account to be the Application Pool Identity it must be a member of the IIS_IUSRS group in
11S7.0, in addition to being a member of the local administrators group for Vision.

To change the Vision Application Pool Identity, complete the following steps:

1.

146

Create a domain user account. This account must also be your SPF Service account. No
domain Admin rights are needed for this account.

Log on to the domain on the Vision Web/application server using an Administrator
account.

Open Internet Information Services: Start » All Programs » Administrative Tools »
Internet Information Services (IIS) Manager.

Expand the Server name and then click Application Pools.

Select the DeltekVisionAppPool and select Advanced Settings from the Action pane
on the right hand side. The following displays:
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I

B (General) =
NET Framework Version v2.0
Managed Pipeline Mode Integrated
MName DeltekVisionAppPool
Queue Length 1000
Start Automatically True
B cru
Limit a
Limit Action MoAction
Limit Interval {minutes) 5
Processar Affinity Enabled False
Processor Affinity Mask 4294967295 |
EH Process Model
EE R <':cicision el
Idle Time-out (minutes) 0
Load User Profile False
Maximum Worker Processes 1
Ping Enabled True
Ping Maximum Response Time {(seconc 90
Ping Period (seconds) 30
Shutdown Time Limit (seconds) 90
Startup Time Limit (seconds) a0
[H_Pracess Nenhani ~
Identity
[identityType, username, password] Configures the application pool to run as
built-in account, i.e. Network Service (recommended), Local System, Local Service,
or as a spedfic user identity.

0K | Cancel |
VA

6. Place your cursor in the Identity field and then click the ellipses button to set the identity.
The Application Pool Identify dialog box displays:

Application Pool Identity 2=
" Builtin account:

| i

% Custom account:

Ideltekvision Set... |

oK I Cancel |

7. Select the Custom account option and click Set. The Set Credentials dialog box
displays.
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User name:
IINI:‘I'I'ESTZI(3N‘|,DM5ErvAcct3'I'|er

Password:

Confirm password:

0K I Cancel |

8. In User name, enter the Application Pool Identity in the form <Domain>\<Username>. In
Password and Confirm password, enter that user’s password. Then click OK three
times to set the identity.

Configure SPN for Vision Application Pool Identity

As mentioned earlier in this document, it is necessary to create a Service Principal Name (SPN)
for the domain user running the DeltekVisionAppPool. Please refer to the section in Appendix B
titled “lIS 7.0 / 7.5 Kernel Mode Authentication” for important information of the use of Service
Principal Names and Kernel Mode Authentication with your Application Pool Identity.

To add the Application Pool Identity as a Service Principal Name, complete the following
steps:
1. Enter the following commands on the domain server where setspn is installed:
setspn -A http/<Vision Web/App Server name> <domain app pool identity>
For example: setspn —A http/camqgainetk3nwb5 inettest2k3n\dmservacct3tier
2. Repeat for the FQDN of the server.
Refer to the following related Microsoft Knowledge Base article:

http://support.microsoft.com/?id=871179

@ If your Vision Web server is accessed by a DNS / FQDN (Fully Qualified Domain Name) that does
not match the name of the server (for example, if your Vision Web server is named Server01 and its
DNS name is Server01.Company.com, but you have added a custom DNS value
Vision.Company.com), then you must also add an SPN for this custom DNS name.

Install and Configure Vision 6.1 Document Management and
SharePoint Foundation (SPF) 2010

When you install Vision 6.1 Document Management, SPF is automatically installed. If you already
have SPF installed, no changes are made to your SPF installation. However, the Document
Management installation will not automatically configure SPF. The steps to configure SharePoint
are outlined in this document.

The Document Management installation does the following:
e Installs Web Service Extensions (WSE) 2.0 SP3.
e Installs SPF 2010, if it is not already installed.

e Copies Document Management files to the SharePoint ISAPI folder (c:\program files\common
files\microsoft shared\web service extensions\14\isapi).
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e Copies Document Management files to the Vision Support folder (\program
files\deltek\vision\support\DM\30).

e Modifies the SharePoint Web.config file in the ISAPI directory to work with Vision Document
Management.

e |Installs Deltek.Vision.WSS30.Server.dll into the Global Assembly Cache (GAC).

Install Vision 6.1 Document Management on the Vision Web Server

To install Vision 6.1 Document Management, complete the following steps:

1. Download the DeltekVision61SP4DM.exe file and run the setup on your Vision Web
server.

2. The installation will check to ensure that the 1IS Role service Windows Authentication. If
the Role Service is not installed you will be prompted to install it and the setup will exit:

¥ision (Document Management) - InstallShield Wizard [ X}

@5 Setup has detected Windows Yista/Server 2008 and determined
)| that Windows Authentication is not installed as a role service.
— Please install and re-run setup. Setup will exit,

3. The following dialog box then indicates the 1IS licensing requirements for the use of
Windows Integrated Authentication (required to use Vision Document Management):

Yision {Document Management) - InstallShield Wizard X/

& Document Management requires Integrated security to be used.
)| This setup will change the your virtual directory security model to
—  Integrated security that might have Microsoft Windows Client
Access License {CAL's) implications. Setup will continue.,

4. Click OK. The Welcome page displays.
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Deltek Yision Document Management Installation Wizard E3

Welcome to the Deltek Yision 6.1 [SP4)
Document Management Installation Wizard

This installation wizard will install Deltek Yision 6.1 [SP4)
Document Management components on your computer.

G
LT

Moo

< Back | Nexst > I Cancel I

5. Click Next. The License Agreement page displays.

Deltek ¥ision Document Management Installation Wizard

Licenze Agreement
Fleaze read the following license agreement carefully.

IMPORTANT- READ CAREFULLY. This End User License Agreement il
("Agreement”) is a legal agreement between you (either an individual or a
single entity, hereinafter referred to as "Licensee") and Deltek Systems,

Inc. for certain Deltek software products and any documentation that
accompany this Agreement, which includes third party software,

associated media and any related services. An amendment or addendum

to this Agreement may accompany the Software should other terms and
conditions not otherwise stated in this Agreement need to apply. YOU
AGREE TO BE BOUND BY THE ALL TERMS OF THIS AGREEMENT

BY INSTALLING, COPYING OR USING THE SOFTWARE. IF YOU DO |

& 1 accept the tems of the license agreement Brit |

| do not accept the terms of the license agreement

< Back | Hewt » I Cancel |

6. Select | accept the terms of the license agreement and click Next. The following dialog
box displays.

InstallShield

Question

=S Setup has detected that this is your Deltek Vision web/application
Y server. will this server also be your Microsoft Windows
~— SharePoint Services webfapplication server?

150 .
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7. Click No because this is a multi-tier installation of Vision Document Management and
your Vision Web server will not host SPF 2010. The following dialog box displays to
remind you to run the setup on the SPF server.

¥ision {Document Management) - Installshield Wizard | x|

Please be sure ko run this setup on your Microsoft Windows
E ,.-' SharePoint Services web/application server in addition ta this
T sErver,

.-/-

8. Click OK to display the Ready to Install the Program page.

Deltek ¥Yision Document Management Installation Wizard x|
Ready to Install the Program ‘ ]
The wizard iz ready to begin installation. I\‘h

Click Inztall to begin the installation.

IF pou want to reviews or change any of vour inztallation settings, click Back. Click Cancel to exit
the wizard.

InstallShield

< Back Install Cancel

9. Click Install to start the installation.

10. Click Finish when the installation is completed.
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Deltek Yision Document Management Installation Wizard

The InstallShigld ‘Wizard has successfully installed Vizion
[Document Management]. Click Finish to exit the wizard,

< Back

Lanzel |

Install Vision Document Management on the SPF Server

To install Vision Document Management on the SPF server, complete the following steps:

1.

152

As indicated at the beginning of this Appendix, it is highly recommended that you install
all available Windows Updates prior to proceeding with the installation.

Download the DeltekVision61SP4DM.exe file and run the setup on your Vision Web
server.

The installation will check to ensure that the 1IS Role service Windows Authentication. If
the Role Service is not installed you will be prompted to install it and the setup will exit:

Yision (Document Management) - InstallShield Wizard B2

@5 Setup has detected Windows Vista/Server 2008 and determined
)| that Windows Authentication is not installed as a role service.
— Please install and re-run setup. Setup will exit,

After installing the Windows Authentication IIS Role Service, re-run the Document
Management installation. The installation will then check to ensure that Hotfix KB979917
is installed, which is a SPF 2010 Prerequisite not installed by the Prerequisite Installer. If
it is not installed you will be prompted to install it, the setup will exit and a browser
windows will open displaying the download site. Be sure to choose the correct x64
version, Vista is Server 2008 and Win7 is Server 2008 R2:
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¥ision {Document Management) - InstallShield Wizard

W Setup has detected that KBE979917 is not installed. Thisis a

)| Microsoft SharePoint Foundation 2010 requirement. For Server
2008 R2 please install "Windows6. 1-KB979917-x64.msu (Win7)'
and re-run setup. Setup will exit,

5. After installing the hotfix for KB979917, re-run the Document Management installation.
The following dialog box displays, indicating that the 1IS licensing requirements for the
use of Windows Integrated Authentication (required to use Vision Document

Management):
Yision {Document Management) - InstallShield Wizard X}

y  Document Management requires Integrated security to be used.
)| This setup will change the your virtual directory security model ko
= Integrated security that might have Microsoft Windows Client
Access License {CAL's) implications. Setup will continue.,

6. Click OK. The Document Management Installation Wizard displays.

Deltek Yision Document Management Installation Wizard B3

Welcome to the Deltek Yision 6.1 (SP4)
Document Management Installation Wizard

This installation wizard will install Deltek Vision 6.1 [SP4)
Document Management components on your computer.

}““" |y ey |y
% P
1%en
dwre Mooz,
irghwe Mt leRsd
| e Basbowedd

< Back | Nexst > I Cancel

7. Click Next. The License Agreement page displays.
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Deltek ¥ision Document Management Installation Wizard |

License Agreement

Fleaze read the follmwing licenze agreement carefully, I\ 2

IMPORTANT- READ CAREFULLY. This End User License Agreement ﬂ
"Agreement” is a legal agreement between you (either an individual or a
single entity, hereinafter referred to as "Licensee”) and Deltek Systems,

Inc. for certain Deltek software products and any documentation that
accompany this Agreement, which includes third party software,

associated media and any related semices. An amendment or addendurm

to this Agreement may accompany the Software should ather terms and
conditions not otherwise stated in this Agreement need to apply. YOU
AGREE TO BE BOUND BY THE ALL TERMS OF THIS AGREEMENT

BY INSTALLING, COPYING OR USING THE SOFTWARE. IF YOU DO |

& 1 accept the terms of the license agreement Print |

| do not accept the terms of the license agreement

IietalShield

< Back | Heut » I Cancel |

8. Accept the License Agreement and click Next.

9. The Ready to Install the Program page displays.

Deltek ¥Yision Document Management Installation Wizard x|
Ready to Install the Program ‘ ]

The wizard iz ready to begin installation. I - -

Click Inztall to begin the installation.

IF pou want to reviews or change any of vour inztallation settings, click Back. Click Cancel to exit
the wizard.

InstallShield

Cancel |

< Back

10. Click Install to start the installation. The installation automatically downloads SharePoint
Foundation 2010, extracts the setup files and installs Windows SharePoint Services.
During the extraction process, you receive the following dialog box. You must click OK to

continue the installation.

Microsoft Windows SharePoi x|

Files extracted successfully,
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11. The installation will launch the SharePoint Foundation Prerequisite Installer to install all
prerequisite components. If there are errors installing any of these components you will
see a dialog indicating that the Prequisite Installer failed and a link to open the log file
and the installation will end. The following is an example:

Question

% Setup has detected Microsoft SharePoint Foundation 2010
| Prerequisite installer has failed with Return code (0XC1=193) .
= Setup will exit. Would you like to open the Prerequisitelnstaller
log file?

An excerpt from the Prerequisite Installer log file related to this error is below which
indicates a problem installing the Microsoft Chart Controls for Microsoft .Net Framework
3.5

2010-08-26 08:58:54
2010-08-26 08:58:54
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26
2010-08-26 08:59:26

Beginning download of microsoft chart Controls for microsoft .NET Framework 3.5

http'//go microsoft.com/fwlink/?LinkID=160383

Download timeout (0X80072EE2=-2147012894)

rRetrying download fr‘om position (in bytes) (0xL0B400=1094656)

size of download of "Microsoft Chart Controls for Microsoft .NET Framework 3.5" in hytes is "1094656"
Download of "Microsoft Chart Controls for Microsoft .NET Framework 3.5" completed successfully
Installing microsoft chart Controls for Microsoft .NET Framework 3.5

'Ci\Users\ADMINI~1. INE\AppData\Loca1\Temp\2\Cha2726 tmp.exe" /g /norestart

Error: Unable to install (0xC1=193

Error: [In HRESULT format] (0X800700C1=-2147024703)

Last return code (0XC1=193)

Error: The tool was unable to install Microsoft Chart Controls for Microsoft .NET Framework 3.5.

Last return code (0xC1=193)

options for further diagnostics: 1. Look up the return code value 2. bownload the prerequisite manually and w
cannot retry

Should you need to locate the Prerequisite Installer log file, it can be found in
c:\users\<username>\appdata\local\temp\<numbered subdirectory>.

NOTE: If there are errors installing any software prerequisites download and install them
manually and then re-run the Document Management installation. Links to all software
prerequisites can be found at the following URL, http://technet.microsoft.com/en-
us/library/cc288751.aspx.

12. Additionally, if a reboot is necessary you will see a dialog indicating a reboot is required
and the installation will end. The following is an example:

@5 Setup has detected that a reboot is required for the Prerequisite
)| installation to complete. Please reboot and re-run the Deltek
~  Document Management installation. Setup will exit.

13. After resolving all issues with the prerequisite installations and/or rebooting as required,
start the Document Management installation again to complete the installation.

NOTE: It may take running the installation several times to complete.

14. The installation will then launch the SharePoint Foundation installation routine. If there
are errors installing SharePoint, a dialog will display with a link to open the log file.
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After resolving any issues, start the Document Management installation again to
complete the installation.

15. When the installation is complete, the InstallShield Wizard Complete page displays.

Deltek Yision Document Management Installation Wizard

\
h = InstallShield Wizard Complete

The InstallShield 'Wizard has successfully installed Vizion
[Document Management]. Click Finish bo exit the wizard,

< Barck Cancel

16. Click Finish.

Run the SharePoint 2010 Products Configuration Wizard

To run the SharePoint 2010 Products Configuration Wizard, complete the following steps:

1. Click Start » All Programs » Microsoft SharePoint 2010 Products » SharePoint 2010
Products Configuration Wizard. The Welcome page displays.
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SharePoint Products Configuration Wizard | (O] X]

Welcome to SharePoint Products

In order to configure SharePoint Products, you will require the following information:

= Name of database server and database where server farm configuration data will be stored

= Username and password for the database access account that will administer the server farm

Click Mext to continue or Cancel to exit the wizard. To run the wizard again, click on the Start Menu shortcut.

9

Mext > I Cancel

2. Click Next. The following dialog box displays.

SharePoint Products Configuration Wizard N X1

The following services may have to be started or reset during

4B configuration:
Internet Information Services
SharePoint Administration Service V4
SharePoint Timer Service V4

Choose yes to restart the services if required and continue with
the configuration wizard or no to exit the configuration wizard.

Yes No

3. Click Yes. The Connect to a server farm page displays.
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158

il SharePoint Products Configuration Wizard B i

=101

Connect to a server farm

Aserverfarmis a collection of two or more computers that share configuration data. Do you wantto
connectto an existing server farm?

" Connecttoan existing serverfarm
% Create a newserver farm

9

< Back l Next > I Cancel

Database Settings page displays.

SharePoint Products Configuration Wizard

. T =101

4. Select the Create a new server farm option and click Next. The Specify Configuration

Specify Configuration Database Settings

All serversin aserver farmmust sharea configurationdatabase. Typethe databaseserver anddatabase
name, If the database doesnot exist, it will be created. To reusean existing database, the database mustbe
empty. Foradditional information regarding databaseserver security configuration and network access
pleasesee help.

Database server I-:SharePoint DB Server>

Database name: [sharePaint_Config

Specify Database Access Account

Select an existing Windows account that this machine will always useto connect to the configuration
database. Ifyour configurationdatabase ishosted onanotherserver, youmust specify a domainaccount.

Typethe usernamein the form DOMAIN\User_Name and passwordfor the account.

Username: |<Domain >\ <Username =

Password: loooooooool

o

< Back I Next > I Cancel

5. Enter the name of the database server to host the SharePoint configuration database and
accept the default database name: SharePoint_Config.
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@] If you are using SQL Server 2008, your database access account will need to have the
dbcreator and securityadmin SQL Server Roles. Additionally, SharePoint Foundation
requires SQL Server 2008 x64 SP1 + CU2 or CUS5 or later (Deltek recommends CU8) or
SQL Server 2005 x64 SP3. Please refer to the SharePoint 2010 Foundation Hardware and
Software Requirements referenced earlier in this document for detailed information.

6. Inthe Username field, enter the domain and name of the Vision Application Pool Identity
(as configured earlier) as the username for the SharePoint database access account, and
enter the user’s password in the Password field.

7. Click Next. The Specify Farm Security Settings page displays
=10 x]

Specify Farm Security Settings

Please entera new passphraseforthe SharePointProducts farm. This passphraseis usedto secure farm
configuration data andis required for each serverthatjoins the farm. The passphrasecan be changed after
thefarmis configured.

Passphrase: ]

Confirm passphrase: l

el

Cancel l

8. Enter a Passphrase for your Farm.

9. Click Next. The Configure SharePoint Central Administration Web Application page
displays.
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=101

you do not specify a port number, a random one will be chosen.

[~ Specify port number: leas 1

Configure Security Settings

Choose an authentication provider for this Web Appliction.

" NTLM
{* Negotiate (Kerberos)

9

Configure SharePoint Central Administration Web Application

A SharePoint Central Administration Web Application allows you to manage configuration settings for a server
farm. The first server added to a server farm must host this web application. To specifya port number forthe
web application hosted on this machine, check the boxbelow and type a number between 1 and 65535. If

Kerberos is therecommended security configuration to use with Integrated Windows authentication.Kerberos |
requires special configurationby the domain administrator.NTLM authentication will work with any
application poolaccountand the default domain configuration. Show memore information.

< Back ” Next > I Cancel |

10. Select the Specify port number check box and enter the port to be used for the

SharePoint Central Administration Web site.

11. Select the Negotiate (Kerberos) option for the Authentication provider to use.

12. Click Next. The following dialog box displays.

SharePoint Products Configuration Wizard i

. You have chosen to continue using Kerberos with Integrated
l\ Windows authentication. Manual configuration steps by a domain
— administrator will be required to create a Service Principal Name

(SPN) in the Active Directory (AD). Do you want to use Kerberos
authentication?

Yes I | Mo I

=

13. Click Yes to continue using Kerberos with Windows Authentication. The Completing the
SharePoint Products and Technologies Configuration Wizard page displays.

160
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SharePoint Products Configuration Wizard . =100 x|

Completing the SharePoint Products Configuration Wizard

The following configuration settings will be applied:

= Configuration Database Server ICAMQAINET'KSSDBS ]
= Configuration Database Name |SharePoint_Conﬁg |
= Hostthe Central Administration Web Application lyes ]
= Central Administration URL |http: /) fcamqainetk38wb9:90€|
= Authentication provider |Negotjate (Kerberos) I

Click Next to apply configuration settings.

Advanced Settings

K

< Back | Next > I Cancel |

14. Click Next to begin the configuration. This process may take some time to complete. The
Configuration Successful page displays when configuration is complete.

SharePoint Products Configuration Wizard ==

Configuration Successful

The Following configuration settings were successfully applied:

= Configuration Database Server |cam0psk8r23tdb |
m Configuration Database Mame |SharePoint_ConFig_Stier_2 |
m Host the Central Administration Wweb Application |yes |
= Zentral Administration LRL |http:,f,l'camopskBrZStrZ:SZIZ,l' |
m Authentication provider |Neg0tiate (Kerberos) |

Click Finish to close this wizard and launch the SharePaoint Central Administration website ko continue
configuring wour SharePoint installation. The users may be prompted by their web browser For the username
in the Farm DOMATIMYser_Mame and password ko access the site. Ak that prompt, enter the credentials that
vou used to logon ko this computer. Add this site to the list af trusted sites when prompted.

ol

15. Click Finish to finish the configuration process. The SharePoint Central Administration
page displays.
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Use SharePoint Central Administration to Complete the SharePoint
Configuration

To complete the SharePoint Configuration, complete the following steps:

1. When you click Finish in the preceding procedure, SharePoint Central Administration is

launched.
ST
:«\:/.‘ "C_}“" - I‘T“ http://camqainetk38ss4: 15174/ _admin/a configintro.as ?'r-:e_'_l 7‘; X ‘ I:,“" Live Search {,0 i“:
sj;? Favorites | i.:‘g, @ Suggested Sites ~ @ | Web Slice Gallery ~
[ tnitial Farm Configuration Wizard (= = - 7 pmy v Page v Safety v Tools~ @~

Help Make SharePoint Better

Do you want to help make SharePoint better? 7 B

Sign up for the Customer Experience Improvement
You can help make SharePoint better by signing up for the Customer Program and automatically upload error reports to
Experience Improvement Program and automatically sending error Microsoft
reports to Microsoft, € Yes, I am willing to participate (Recommended).

More Information € No, I don't wish to participate.

[pone [T T T [ [§% [ trustedsites | Protected Mode: Off Va v |®100% v ,

2. Decide whether to sign up for the SharePoint Customer Experience Program and Click
OK. The Configure your SharePoint Farm Wizard page displays.
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itial Farm Configuration Wizard - Windows Internet Explorer I = [E |5|

K 3 : 1 fadmin Laspx? 3 'a-m:-:mj *2i0x | l:’,’ Liv L "‘
.7 Favorites | o5 @ suggested Sites ~ £ | Web Slice Gallery ~
nitial Farm Configuration Wizard ﬁ - > ] @ ~ Page v Safety v Tools v @v

CAMQAINETK385S4\Administrator v
Site Actions ~

= SharePoint201g Central Administration » Configure your SharePoint farm

This wizard will help you configure your SharePoint farm.

How do you want to configure your SharePoint

farm? Yes, walk me through the e
configuration of my farm using this Start the Wizard

This wizard will help with the initial configuration of your wizard.

SharePoint farm. You can select the services to use in
this farm and create your first site.

You can launch this wizard again from the Configuration

Wizards page in the Central Administration site. No, I will configure everything
myself. Cancel

]

Done [ [ [ [ [ [& Trusted sites | Protected Mode: OFf [Fa~[®w% - ,
Click Cancel to configure everything yourself.
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3. The main Central Administration page is displayed.

Home - Central Administration - Windows Internet Explorer =& x|
http://camgainetk38wb9: SPX __I ‘ﬂx‘ Ib Live p'
j;j‘ Favorites | 1:;. g Suggested Sites - € | Web Slice Gallery ~
[7] Home - Central Administration - v ] mm v Page~ Safety Tools~ @~

INETTEST2K3N\administrator ~
Site Actions ~ @ [JEIENRTY

_— .
&, SRarePoint 2010 Central Administration

Central
Administration { Application Management System Settings Resources
‘\o Manage web applications
Create site collections

Application Management Manage servers in this farm There are currently no fav

Manage services on server display. To add a new link,
System Settings Manage s applications Manage farm features new link".
” Manage content databases Configure alternate access
Monitoring
mappings
Backup and Restore i Monitoring 4 Add new link
Security JM Review problems and solutions w Backup and Restore
) Check job status v € Perform a backup

Upgrade and Migration

Restore from a backup

General Application e Secu rity Perform a site collection backup
Settings |
9 { ¥ Manage the farm administrators . .
Configuration Wizards group Upgrade and Migration
Configure service accounts @ C'“fir tD»’CdUCtta"d patch
=|® installation status

& General Application Settings Checkiipgrade’status
1_ Configure send to connections ; ) )
¢\ Configuration Wizards

-

[ [ [ [ [ Trustedsites | Protected Mode: Off e - [®Rw0% -~ 4
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4. Select Manage Services on Server under System Settings. The Services on Server page
displays:
/2 Services on Server - Windows Internet Explorer

S Favorites ] {;‘3; @ Suggested Sites v @ | Web Slice Gallery »

=18 x]

http://camqainetk38wb9:40885/_adm

Elf%lixlow

\:,‘ Services on Server E} B - @ v Page v Safety~ Tools~ @v

INETTEST2K3N\administrator ~
Site Actions v  §f

& '§F§’rePoint201o Central Administration » Services on Server: CAMQAINETK38WB9

Use this page to start or stop instances of services on servers in the farm

Central
Administration | o— .
Server: | CAMQAINETK38WBS v View: | Configurable »
Application Management
System Settings :
Service Status Action
Monitoring
Stoppe =t
Backup and Restore Stopped Seaks
entral A ratio 5
Security Central Administration Started Stop
; Claims to Windo cen Service Stoppe s
Upgrade and Migration “aims rid o Stopped AL
. oming E-Mail 5
General Application Incoming E-Mai Started top
Settings ndboxed Code Ser Stopped Start
Configuration Wizards Stopped Start
int Foundation Started Stop
Microsoft SharePoint Foundation Workflow Timer Service Started Stop
SharePoint Foundation Se Stopped Start

=
Done [ [ [ [ [ [ [ Trusted sites | Protected Mode: Off a v | ®100% v
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5. Locate SharePoint Foundation Search and click Start.

/ Configure Microsoft SharePoint Foundation Search Service Settings on server CAMQAINETK38WBE9 - Windows Internet Explorer = ||5‘|_><_]

@a @ ttp: //camqainetk38wb9: 4 j "‘ X Ib‘» {2 1™
7. Favorites | 9 @ Suggested Sites » @] Web Slice Gallery ~
lL Configure Microsoft SharePoint Foundation Search Se... g} v L @ ~ Page v Safety ~ Tools ~ @'

INETTEST2K3N\administrator ~

Site Actions ~  §

|»

¥ pol Central Administration » Configure Microsoft SharePoint Foundation Search Service Settings on server
<. SharePoint2010 CAMQAINETK38WB9

Use this page to configure Microsoft SharePoint Foundation Search S

rvice Settings.

Central page i communication. User names, ords, and any other information will be sent in clear text. For
mation, cont

Administration

5 & Service Account
Application Management
2 The search service will run using this account.
System Settings = ~
Service Account
The search service account must not be a built-in account

Monironng in order to access the database. Examples of built-in |INET‘I’ESTZKBN"-.dmservacct2tier;l
Backup and Restore accounts are Local Service and Network Service. Register new managed account
Security
Upgrade and Migration & Content Access Account
General Application The search service will access all content using this
Settings account. User name
Configuration Wizards The account will be added to the Full Read policy, giving it I
read-only access to all content. Password
For proper search functionality and information security, |

do not use an administrator account, and do not use
accounts that can modify content.

@ Search Database

Use of the default database server and database name is

recommended for most cases. Refer to the administrator's Database Server
quide for advancedvscenanos where specifying database |camqainetk3&db3
information is required.

Database Name
|wss_search_CAMQAINETK38WBS

Use of Windows authentication is strongly recommended.
To use SQL authentication, specify the credentials which

will be used to connect to the database. Database authentication

{* windows authentication (recommended)

(@ SQL authentication

Account

Password

Failover Server . _
Failover Database Server

You can choose to associate a database with a specific
failover server that is used in conjuction with SQL Server
database mirroring.

Indexing Schedule
? Indexing schedule:
Configure the indexing Schedule. C Minutes Starting every hour between
& Hourly S1 | minutes past the hour
€ Daily and no later than

ISI minutes past the hour

Start I Cancel

6. Configure the search service to include the Service account and Content Access account
(use the same account information as your Vision Application Pool Identity).
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7. Configure Search Database as shown above and click Start. After a minute or so, the
service’s status changes to Started.

@: @ I http:fcamopsk8r23tr2:3212/_adminj 2rId=d2dddS39-cc46-4bf [#2]| X l ) Bing
57 Favorites ‘ 95 & Suggested Sites v @ | Web Slice Gallery ~
[ services on Server ’} 7 v [0 = v Page~ Safety v Tools -

_‘ . <3M\admin
Site Actions »  §f

istrator

OPSK8R23TR2

ers in the farm

services on Server:

v
w“

“SharePoint 2010 Central Administration

Use this page to start or stop instances of services on s

Central
Administration F :
Server: | CAMOPSKS8R23TRZ ~ View: | Configurable «
Application Managerment
System Settings X .
Service Status Action
Monitoring
Backup and Restare Business Data Connecti Stopped Start
Security Central Administration Started Stop
q : Claims to W ws Token Service =3
Upgrade-and Migration Claims to Windows Token Service Stopped tart
e Microsoft SharePoint Foundation Incoming E-Mail Started Stop
Gen;ral Application
Settings Microsoft SharePoint Foundation Sandboxed Code Se Stopped Start
Configuration Wizards Microsoft SharePoint Foundation Subscription Settings S Stopped Start
Microsoft SharePoint Foundation Web application Started Stop
Microsoft SharePoint Foundation Workflow Timer Service Started Stop
SharePoint Foundation Help Search Started Stop

|»

o

8. Click Application Management and then Manage Web Applications. The Web
Applications page displays.

@)
Deltek‘.-. m
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Web Applications Management - Windows Internet Explorer - ] = lﬁl
@’\ @ | http://camgainetk38uibo WebA X =l 42|l x oL ol

I

X v B - ) om v Pagev Safetyv Toosv @~

Pe INETTEST2K3N\administrator ~
Site Actions ~  § Browse Web Applications

| Manage Features \ _& Blocked File Types

> Managed Paths User Permissions

New Extend Delete General Authentication Self-Service Site _ User Anonymous Permission
v Settings v |@)_ Service Connections Providers Crea b Part Security Policy Policy Policy
Contribute Manage Security Policy
-
Central j
Administration Name URL Port

http://camgaine

Application Management = Shar

int Central Administration \

System Settings
Monitoring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

v

| [ [ [ [ [/ Trustedsites | Protected Mode: Off [ - [®Rwo% ~
9. Select New. The Create New Web Application page displays.
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i (::'W'eb Applications Management - Windows Internet Explorer

{y Favarites | {.:‘5 @ Suggested Sites @ | Web Slice Gallery =

L4 ||:| hittpeffcamopskSr23tr3:31951) _admin/WebApplicationList. aspe j 5| X I Bing 2~

[7]web Applications Management M- - [ g v Page v Safety v Tools - @@+

Wirarning: this page is not encrypted for secure communication. User names, passwords, and any
other information will be sent in clear text, For more information, contact your administrator,

Authentication

Select the authentication for
this web application.

Learn about authentication.

115 ¥Web Site

Choose bebween using an
existing I15 web site or create a
new one ko serve the Microsoft
SharePoint Foundation
application.

IF wou select an existing 115 web
site, that web site must exisk on
all servers in the Farm and have
the same name, or this action
will not succeed,

IF wou opt bo create a new I15
wieb site, it will be automatically
created on all servers in the
Farm, If an IIS setting that yvou
wish to change is not shown
here, you can use this option to
create the basic site, then
update it using the standard II5
toals,

Ok

Cancel

© Claims Based Authentication

Classic Mode Authentication

O Use an existing IIS web site

| Default Web Site

% Create a new 113 weh site
Mame

|Sharernt - 80

Port

R
Host Header

Path

|C:\inetpub\wwwroot\wss\\.-'irtuaIDirectol

|D0ne

’_ ’_ ’_ l_l_ |_| . Trusted sites | Protected Made: OFf

vav | mre - g

10. Select the Create a new IIS web site option. Enter a description for the Web site and
specify a port in Port.

?.J

If no other web applications are installed on this server you may choose to install SPF into

the Default Web Site.

WARNING! If other web applications are installed to the Default Web Site, SPF will

render them unusable.

Note the entry in Path, which by default is the root of your WSS Web site in a directory
named after the port chosen under c:\inetpub\wwwroot\wss\virtualdirectories.
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/2 Web Applications Management - Windows Internet Explorer = |E|_><J
@?j Ed Ig http: //camqainetk38wb9: 34013/ _admin/WebApplicationList.aspx ﬂ :‘?H X ‘ Ib Live Search ip }'i

7. Favorites | o @ 5suggested Sites ~ £ | Web Slice Gallery ~

|1 web Applications Management v @ ~ Page v Safety v Tools v @-

fa - B

Create New Web Application

Security Configuration

Kerberos is the recommended Authentication provider:
security configuration to use
with Integrated Windows @« Negotiate (Kerberos)
authentication. Kerberos I
requires the application pool NTLM
account to be Network Service Allow Anonymous
or special configuration by the
domain administrator. NTLM O Yes
authentication will work with
any application pool account © No
and the default domain Use Secure Sockets Layer (SSL)
configuration.
C Yes
If you choose to use Secure
Sockets Layer (S5L), you must © o
add the certificate on each
server using the IIS
administration tools. Until this is
done, the web application will
be inaccessible from this 1IS
web site.

Public URL

URL
The public URL is the domain [nttp://CAMQAINETK3EW/BS: 80/
name for all sites that users wil
access in this SharePoint Web Zone
application. This URL domain
will be used in all links shown on
pages within the web
application. By default, itis set
to the current servername and
port.
http: //go.microsoft.com/falink/?
LinkId=114854

[oefault

Application Pool -

[pone [ [ [ [/ Trusted sites | Protected Mode: OFF [5 - [®Rw0% - 4
11. Select Negotiate (Kerberos) under Authentication provider.

12. For the Allow Anonymous and Use Secure Sockets Layer (SSL) options, accept the
default of No. If you want to use SSL with SharePoint, then you can configure SSL later,
but you must not configure SSL to be required.
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(_:'WEh Applications Management - Windows Internet Explorer

@?}v ||:| hitkpe/icamopskar23te3: 31951 _admin/webapplicationList,aspx: j 4 X I Bing R

ﬁ Favarites | {5 @ Suggested Sikes » € | Web Slice Gallery ~

[ web Applications Management

Application Pool

Choose the application poal to
use fior the new web
application. This defines the
account and credentials that will
be used by this service,

You can choose an existing
application pool or create a new
one,

Database Name and
Authentication

Use of the default database
server and database name is
recommended for most cases,
Refer ko the administrator's
guide for advanced scenarios
where specifying database
inforrmation is required.

Use of Windows authentication
is strangly recommended. To
use S0L authentication, specify
the credentials which will be
used ko connect ko the
database,

- - [) g v Page - Safety - Toos -~ (@

 Use existing application pool
|Classic \MET AppPool ()

% Create new application poal
Application pool name

|SharePaint - 80

Select a security account far this application pooal
€ predefined

I Metwork Service [z I

= Configurable
[INETTEST2ZK 3N dmservacctatier -]
Register new managed account

Database Server
Icamopsk8r23tdb

Database Name
|#SS_cContent

Database authentication

& windows authentication {recommended)

s S0L authentication
Account

Password

|D0ne

l_l_l_l_’_|_| . Trusted sites | Protected Mode: OfF h v | W10k - g

13. Select the Create new application pool option and provide a name (Deltek
recommends using the same name as the Web site for consistence, for example,

SharePoint - 81).

14. Using Network Service is not an option for SPF. Use the same account used for the

Deltek Vision Application Pool.

15. Verify the name of the server in Database Server (it should be the same as that used for
the SharePoint configuration database server) Accept the default in Database Name. It is
recommended that you modify the name of the Content database to something more
recognizable (WSS_Content_SharePoint81, for example).

16. Select Windows authentication (recommended) under Database authentication. This
will use the SharePoint service account and the Vision Application Pool Identity
configured previously.
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/2 Web Applications Management - Windows Internet Explorer 1 = |E|£]
@@ ® I\;l http://camqainetk38wb9:40885/_admin/\WebAppl ﬂ ‘1‘ 3(7‘ Ib Live Search ;PH

7. Favorites | 9% @ Suggested Sites ~ £ | Web Slice Gallery ~

|7} web Applications Management

X v B - o= v Page v Safety~ Toos - @~

Create New Web Application

Search Server

You can choose to associate a
content database with a specific
server that is running the
Microsoft SharePoint
Foundation search service.

Service Application
Connections

Choose the service applications
that this \Web application will be
connected to. A Web
application can be connected to
the default set of service
applications or to a custom set
of service applications. You can
change the set of service
applications that a Web
application is connected to at
any time by using the Configure
service application associations
page in Central Administration.

Customer Experience
Improvement Program
Collect web site analytics about
web pages on this web

Select Microsoft SharePoint Foundation search server

CAMOAINETK38WB9 52

Edit the following group of connections: | default vl

There are no items to show in this view.

Enable Customer Experience Improvement Program
 Yes
& No

application. Please read the
Administration guide before
turning this on for web,
applications available over the
public Internet.

Warning: In order for Cu:
Program (CEIP)
the farm level, s

Done -/ Trusted sites | Protected Mode: Off Va v | ®100% -
Z

17. Select the search server in Select Windows SharePoint Foundation search server
and click OK. The following dialog box displays.

Message from webpage

@™% ‘You have chosen to continue using Kerberos with Integrated

e' Windows authentication, Manual configuration steps by a domain
administrator will be required if the application pool's security
account is nok Mebwork Service. Are wou sure you want bo use
kKerberos authentication?

[ 1]

18. Click OK to use Kerberos for Windows Authentication. After a few minutes, the
Application Created page displays. This page indicates the status of the process to
create a new Web application.

Cancel |
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/2 Web Applications Management - Windows Internet Explorer = |E|l<]
@?ﬂ 04 I\il http: //camqainetk38wba: l

7. Favorites | o @ 5suggested Sites ~ £ | Web Slice Gallery ~

'_admin/WebApplica

5B

[;JWeb Applications Management v @ ~ Page v Safety v Tools v @-

Application Created
The Microsoft SharePoint Foundation Web application has been created.

If this is the first time that you have used this application pool with a Sha':PCIF‘t
Web application; you must wait until the Internet I eb
site has been created on rvers. By default, e Ct

are created with the Web application. If y: J st created a Forms Based
Authentication (| ) Web application, then before cr eating a new site collection, you
will need to perform some additional configuration steps.

Learn about how to configure a Web application for FBA.

Once you are finished, to create a new site collection, go to the Create Site
Collection page.

P S

[web applications Management - Windows Internet Explarer | [_ [_ [_ ‘V’ Trusted sites | Protected Mode: Off Ya | HW00% -~ 4

19. Do not click the link to Create Site Collection link at this time. It is still necessary to add
DeltekVision as a managed path with explicit inclusion before you create the site
collection. Click OK. The Web Applications page displays.
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ﬁ'Weh Applications Management - Windows Internet Explorer

@: L I hiktp: ffcamopskar23tes: 51951) _admin/webapplicationList, aspe

{\3 Favarites | {.‘5, 1€ suggested Sites ~ £ | Web Slice Gallery =

web Applications Management

Actions =

=[%]x]]

Eing

& < ﬁ | @a -~ Page -~ Safety - Tools - '@'v

vadministrator -

w2

Bri Web Spplications

| Manage Features
P

o

o . Managed Paths
General

Blocked File Types

"9 User Permizsions

Monitoring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

[ l_l_ ’_ l_l_ |_| . Trusted sites | Protected Mode: OFf

Mew  Extend Delete Authentication Self-Service Site User  Anonymous Permissian
- ettings - Service Connections Providers Creation Web Part Security Policy Policy Policy
Contribute Manage Security Policy
=l
Central
Administration Mame URL Port
Application Management  SharePoint - 50 http://camapskEra3tra/ a0
Systern Settings sSharePoint Central Administration v http:/fcarmopskar23tr3: 31951/ 31951

|
Ca v m100% v g

20. Select the SharePoint — 80 web application and click Managed Paths. The Define

Managed Paths page displays.
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Web Applications Management - Windows Internet Explorer

% - IQ] http://camgainetk38wbS

T:? Favorites | {5 Q Suggested Sites v € | Web Slice Gallery v

L:LJ Web Applications Management

Define Managed Paths

Included Paths

This list specifies which
paths within the URL
namespace are managed by
Microsoft SharePoint
Foundation.

Add a New Path

Specify the path within the
URL namespace to include.
You can indude an exact
path, or all paths
subordinate to the specified
path.

Use the Check URL link to
ensure that the path you
include is not already in use
for existing sites or folders,
which will open a new
browser window with that
URL.

‘ Ib Live Search

M v B - 0 em v Page v Safety~ Toos~v @~

X Delete selected paths
Path Type

| (root)

[T sites

Explicit inclusion

Wildcard inclusion

Path:
|Deltekvision
URL

Check

Note: To indicate the root path for this web
application, type a slash (/).

Type:

[Eictincizion 38|

JER

[ [ [ [ [ Trustedsites | Protected Mode: Off Fa~[®wo% - /)

21. Enter DeltekVision in Path and select Explicit inclusion in Type and click Add Path.

22. Click OK.
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/= Web Applications Management - Windows Internet Explorer B ;Iilﬂ
@@) @ IQ http: //camqainetk38wb9: ‘ |

{3 Favorites | {;‘f, @ Suggested Sites v & | Web Slice Gallery v

{71 web Applications Management - v [ g v Page~ Safety v Toos~ @~

Define Managed Paths

Included Paths
X Delete selected paths
This list specifies which
paths within the URL
namespace are managed by Type
Microsoft SharePoint

Foundation. 5
Explicit inclusion

sites Wildcard inclusion

deltekvision Explicit inclusion

Add a New Path

Specify the path within the Check
URL namespace to include. URL

You can include an exact
path, or all paths
subordinate to the specified
path.

Note: To indicate the root path for this web
application, type a slash (/).

Type:
Use the Check URLlink to — - =
ensure that the path you wildcard inclusion vl
include is not already in use
for existing sites or folders, &]
which will open a new

browser window with that
URL.

o x

[pore [ [ [ [ [ [ Trustedsites | Protected Mode: Off [~ [®wo% -

23. Click Application Management and select the Create Site Collection option under Site
Collections.
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/2 Application Management - Windows Internet Explorer L =181 x|
=% ouwe

_" §F§rePoinrzo1o Central Administration » Application Management

Central

Administration KQN |, ek fppkcainns

Manage web applications | Configure alternate access mappings
Application Management
System Settings J,ﬁhj Site Collections )
—=l Create site collections | Delete a site collection | Confirm site use and deletion
Specify quota templates | Configure quotas and locks
Backup and Restore Change site collection administraters | View all site collections

Menitoring

Security Configure self-service site creation

Hbgrade-andiMigration Service Applications
Manage service applications | Configure service application asscciations
Mar‘age Services on server

General Application
Settings

Configuration Wizards
Databases
=1 Manage content databases = Specify the default database server
Configure the data retrieval service

v

[ [ [ [ [/ Trustedsites | Protected Mode: Off [Fa~ [®w% -
The Create Site Collection page displays.
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ﬂ‘ Create Site Collection - Windows Internet Explorer = l =) | 5]
2 (B2 E3 | X R

‘camgainetk38wbg: 3

. admi

.5 Favorites ‘ 903 @ suggssted Sites > ] Web Slice Gallery »

|| Create Site Collection B - o @1 - Page~ Safety~ Tooks~ @~

INETTEST2K3N\administrator ~

Site Actions ~  §

< “SRarePoint 2010 Central Administration » Create Site Collection

Use this page to create a new top-level Web site.

Central
Administration OK | Cancel |

Application Management

” B Web Application
System Settings Web Application: | http://camgainetk38wb9/ ~
Select a web application.

Monitoring
Backup and Restore To create a new web application go to New \Web Application page.
Security
Upgrade and Migration Title and Description Title:
General Application Type a title and description for your new site. The title will be displayed on lDeItek Yision )
Settings each page in the site, 7
Description:
Configuration Wizards :J
|
Web Site Address
URL:
Specify the URL name and URL path to create a new site, or choose to http:l/camqainetk38wb9| /deltelkvision v [

create a site at a specific path.
To add a new URL Path go to the Define Managed Paths page.
Template Selection
Select a template:

A site template determines what lists and features will be available on your Collaboration Elastanedice i
new site, Select a site template based on the descriptions of each Js =

template and how you intend to use the new site. Many aspects of a site _
ran he custnmized after rreation. However. the site temnlate cannot he Blank Site =
|‘/ Trusted sites | Protected Mode: Off A~ | 0% ~ 4

24. Enter Deltek Vision in Title and enter a description, if appropriate.

25. From the URL drop-down list, select /deltekvision. This will be the top level root for
Vision Document Management.
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{2 Create Site Collection - Windows Internet Explorer i -[=1 x|

ow =4l oo e

S.ap Favorites l {.3, @ Suga

p://camgainetk38wh3: 3

ted Sites v @ | Web Slice Gallery »
[ Create Site Collection - - [ gm v Page v Safety~ Tools~ @~

INETTEST2K3N\administrator ~

Site Actions ~
Select a template: ‘:J

A site template determines what lists and features will be available on your Collébcraticp P —

new site, Select a site template based on the descriptions of each ks J
template and ho! u intend to use the new site. Many aspects of a site

can be customized after creation. However, the site template cannot be Blank Site
changed once the site is created. Document Workspace
Blog

Group Work Site

A site for teams to quickly organize, author, and share information. It
pravides a document library, and lists for managing announcements, calendar
items, tasks, and discussions.

Primary Site Collection Administrator

Specify the administrator for this site collection. Only one user login can be
provided; security groups are not supported.

Secondary Site Collection Administrator

Optionally specify a secondary site collection administrator. Only one user

User name:

il & w

User name:

%@

login can be provided; security groups are not supported.

Quota Template
Select a quota template:

No Quota -I
Storage limit:
Number of invited users:

Select a predefined quota template to limit resources used for this site
collection.

To add a new quota template, go to the Manage Quota Templates page.

OK | Cancel | ;!

[ [ [ [ [/ Trusted sites | Protected Mode: Off Vav [ ®w0% - 4

26. Under Select a template, accept the default of Team Site for the template to be used
and enter a username in each of the User name fields for the primary and secondary site
collection administrators.

27. Select No Quota in Select a quota template and click OK. The Top-Level Site
Successfully Created page displays.
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ff Top-Level Site Successfully Created - Windows Internet Explorer i == I_X_I
tp://camqainetk38wh: 3 3 il x| lb_ e Pelie
.7 Favorites | 95 @ sugaested Sites » @ | Web Slice Gallery ~
|71 Top-Level Site Successfully Created - v [ gm v Page v Safety~ Tools~ @~
INETTEST2K3N\administrator ~
Site Actions ~
& “S’F\arePoinrzmo Central Administration » Top-Level Site Successfully Created
;:ntral The new t t reated ssfully with the specified URL. If you have permission to view the Web site, you can do so in a new
ministration brow clicking the URL. To return to SharePoint Central Administration, click OK .
Application Management http://camgainetk3 S/deltekvision
System Settings
Menitoring oK I
Backup and Restore
Security
Upgrade and Migration
General Application
Settings
Configuration Wizards
-
Done [ [ [ [ [ [ Trustedsites | Protected Mode: OFf Va- [®wo% -

28. Click the link for the top level site (in our example it is
http://camgainetk38wb9/deltekvision) to display the site.
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/2 Deltek Vision - Home - Windows Internet Explorer =121 x]
D\ D = w | [®=

x\::/ﬁ -,\;/: IL-J http: //camgainetk38ss4/delte! S me.aspXx LI || X |n, Live Search R
S Favorites ‘ 7,;“5 é Suggested Sites v £ |

[ Deltek Vision - Home f‘:i? R @ v Page v Safety v Tools ~ "'@'

INETTEST2K3N\administrator ~
site Actions - @ B

il Deltek Vision » Home

Home Search this site. 2 0
Libraries

Site Pages Welcome to your site!

Shared Documents

Lists
Calendar
Tasks
Piseussions: Shared Documents
Team Discussion
T Type Name Medified Medified By
= n this view of "Shared
4/ Recycle Bin v. To add a new item, click "New'

[ ANl site Content
4 Add document

$ Share e
n Chang heme
;‘ Set a s [e!

B customize the Quick Launch |

Done ’_I_I_l_l_’_lﬁ. Local i:\h'anet]Prohected Mode: Off r«ﬁ_v[ *100% ~ ;
29. The SharePoint configuration is complete. Close SharePoint Central Administration.

Configure SharePoint for a Fully Qualified Domain Name (FQDN) URL
(Optional)

If you will be configuring your SharePoint server to use a custom DNS record for the URL then
you must create an additional SPN and also to create Alternate Access Mappings in SharePoint.

See “Appendix C: SPN Configuration When Using Custom DNS Records” on page 100 for more
information.

Verify 1IS Configuration and Configure Deltek Vision Document
Management .NET Assembly

To verify IS configuration, complete the following steps:

1. Use the directions that follow to open Internet Information Services to view these Web
sites:

= Default Web Site — This is your Vision Web Site
= SharePoint — 80 — This is your SPF 2010 Web Site

= SharePoint Central Administration Web Site
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";'Elnternet Information Services {IIS) Manager

=] E3
@ L0 (8 » cAMOPSKERZITRZ b Sites b | - L@ -
File  Wiew Help
@) sites —
€ - |7 |8 5 & ~dd webSite. .
-5 Start Page Set wehb Site Defaults. ..
165 CAMOPSKER23TRZ (INETTEST2! Filter: = (0G0~ (g Show &l | Groupby: Mo Grouping & e
- (2 applcation Pools hame - | D | status | Binding | Path © e
=1[a] Sites €CDefaul weh site 1 Started (ht,.. %180 (http), 808" (net.tep],* (net pi... hSysteml Orline Help
403 Defaul: Wieb Site & SharePoint - 81 1158024854 Started (http) 51 (http) Cihinetput
& sharcpoint - 51 &P sharePaint Central Administration v4 180513789 Started (http) 3212 (http) Chinetput
=148 SharePoint Central Admi &3 sharePaint Weh Services 2 Started (ht...  *:32843 (http),*: 32844 (https),328...  C:iProgral
403 SharePaint Web Service
4 | i
( | w1 [EFeatores view |72 Content view
Ready ﬁi:i
Copy the Vision Document Management .NET assembly to SharePoint site directory.

Copy Deltek.Vision.WSS30.Server.dll from <Vision Installation Directory>\Support\DM\30
to:

c:\inetput\iwwwroot\wss\Virtual Directories\<site>\bin

@, By default, the <site> directory will reference the port chosen. In our example, the port is
80.

Configure Document Management Service Account in Weblink

You must configure the Document Management service account (username/password) on the
System Settings tab of the Deltek Vision Weblink utility. Follow the instructions below to
configure this:

1.
2.

182

On the Vision Web server, launch Weblink from Start » Programs » Deltek Vision
Enter the Weblink password when prompted.
Click the System Settings tab.

In the Document Management group box, enter your SharePoint username and

password. This account is your SharePoint Service account/Deltek Vision Application
Pool Identity.

Click Test and SharePoint Credentials to validate that the information entered is
correct.
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Weblink

i Save B Test v Change Password (2) Help

@ Database Connection
General|Re; @ Report Server Configuration View
Sharepoint Credentials
Polling Intervar(sec) 30 T Send errors to Deltek automatically
Max concurrentjobs
Copy Databases.encto | I Default Language I English (United States) ] v |
Store Session Statein Memory | v I
Database Setup Document Management
SQL Server I I SharePoint Username I inettest2k3n\dmservacct2tier l
Database Name [ | SharePoint Password l SR |
= Windows Authentication {ApplicationHool 1D:

Configure Vision Document Management

To configure Vision Document Management, complete the following steps:
1. Log in to Vision using an account that has access to the Configuration menus.

2. Click Configuration » General » System Settings and select the Document
Management tab.

¥ ) General System Settings - Apple & Bartlett eriod Ending 6,30,/2005 - ¥6.0 {Limited Release 1)

hhoard ® Search Options (2) Help -

I'ﬁ General System Settings

&= (2) Help

Lookupsl Ernail |Servers | Labels | Hurmbering |Synchronization Docurment Management |.0.udit Trail |Miscellaneous |

Enable Document Management

Server Name/TP | camgainetk3nwbe] |
Wirkual Server Port
Current Site | |,O|

a5 Human Resources

B 1ime & Expense [ Testsite | [ view Sits
EE
Repl:lrtlng

i Configuration

Bl A General
ﬁﬁ Syskern Settings

3. Select the Enable Document Management check box.
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Enter the name of the server hosting Document Management. This can be the NetBIOS
name, server name FQDN, or custom DNS/FQDN. Enter this value without the protocol
prefix (for example, remove the http://). In the illustration above, the value is
camgqainetk3nwb4.

Enter the Virtual Server Port. In the illustration above, the port is 80.
Click the Lookup icon to select the current site.

i) Select Web Site x|

E ‘http:fframgainetk3nwb4:81 /deltelkvision (Deltek Wision) |

| ok || cancel || Help |

7. The Select Web Site dialog box displays the available sites. Select a site, and click OK.

8. Save your changes.

Configure Constrained Delegation

Because your SPF server is on a separate physical server and because the Vision Web server
needs to pass the domain credentials of your Vision Document Management users on to the SPF
server, you must configure Constrained Delegation.

*.J

This assumes a non-Internet deployment of Vision Document Management using Kerberos
authentication. If you are deploying Vision Document Management so that it is accessible over
the Internet, you need to skip ahead to “Configure Protocol Transition” on page 86.

To configure Constrained Delegation, complete the following steps:

184

A

Open the Active Directory Users and Computers MMC on a Domain Controller.
Locate the User account for the Vision Application Pool Identity (SPF Service account).
Right-click and select Properties.

On the Delegation tab, select the Trust this user for delegation to specified services
only option.

Select the Use Kerberos only option.
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DMServiAcct3Tier Properties 2=l

Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+
General I Address I Account I Prafile I Telephones  Delzgation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation

" Trust this user for delegation to any service (Kerberos only)
% Trust this user for delegation to specified services only

+ illse kerberas onl

" |se any authentication protocol

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc

4| | i
[~ Expanded Add.. | Bemove I

ok I Cancel | Apply |

6. Click the Add button. The Add Services dialog box displays.

Add Services EE

To allovs zervices to be delegated for & uzer or computer, select the appropriate
users or complters, and then click the zervices.

To zelect one or more user or computer hames, click
Usgers or Computers,

Avwailable zervices;

Semvice Type | Usger or Computer | Fort | Service Namel Dromain

4| | B
Select Al |

ak. | Cancel |

7. Click Users or Computers. The Select Users or Computers dialog box displays.
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186

Fram thiz location:

Enter the object names to select [eramples]:

Select Users or Computers 2=
Select thiz object type:
IUsers, Cormputers, Built-in security principalz, or Other objects Object Types...

IINETTEST2K3N.CDM Laocations...

Advanced... | ok |

CAMOAINE TEANS51 LCheck Hames

i

Cancel |

2

Locate the http service, select it, and click OK.

To allovs zervices to be delegated for & uzer or computer, select the appropriate
users or complters, and then click the zervices.

To zelect one or more user or computer hames, click Users or Computers. . |
Usgers or Computers,

Avwailable zervices;

Semvice Type | Usger or Computer | Port | Semvice Name| D:I
dnzcache CAMOAIMETKINSST
eventlog CAMOAIMETKINSST
eventzysten CAMOAIMETKINSST J
[EY] CAMOAIMETKINSST
HOST CAMOAIMETKINSST

http CAMOAIMETEINSST

sharepoint. ine

ias CamualMETKINSST
iisadriin CamualMETKINSST
roEnLe CARdCOAIMETE IWCCST hd
Jl ;IJ

Select Al |
ak. I Cancel |

The Delegation tab should look like this:
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DMServiAcct3Tier Properties 2=l
Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+
General I Address I Account I Prafile I Telephones  Delzgation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation
" Trust this user for delegation to any service (Kerberos only)
% Trust this user for delegation to specified services only

{* ze Kerberos only

" |se any authentication protocol

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc
hitp CamMOAIMETKIMSS3
4] | *
[~ Expanded H E Bemave |
ok | Cancel | Apply |

Because we are explicitly specifying the http service and not all services on the SharePoint
server, this is known as Constrained Delegation.

There are two http service types listed. These service types are known as Service Principal
Names (SPNs). The SPN referencing CAMQAINETK3NSS1.inettest2k3n.com was created
automatically when the server was added to the domain and the http service (11S) was installed.
The second SPN referencing sharepoint.inettest2k3n.com is a new SPN that was created using
the setspn utility that allows us to register the custom FQDN of the server, which provides more
meaning than the actual machine name.

Configure Protocol Transition

If Vision Document Management functionality is required over the Internet and you will be using a
custom DNS/FQDN for the SharePoint URL (as in our example, visionl.inettest2k3n.com), then
you need to configure a form of delegation referred to as Protocol Transition. If Document
Management functionality is not required, you can skip this step.

The Kerberos authentication protocol must be used to authenticate from the Vision Web server to
the SharePoint server. However, if Vision is deployed in an Internet scenario and there are users
outside of the firewall who need to access Document Management features, Kerberos
authentication cannot be used to authenticate the client to the Web server. This is because the
client needs to have the ability to negotiate a Kerberos ticket with the Key Distribution Center
(KDC), which is a service running on a Domain Controller. This requires port 88 to be opened
inbound on the firewall to the Domain Controller, which is not an advisable configuration.

To get around this, you must be running a Native Windows Server 2003 functional domain.

Protocol Transition is configured by selecting the Use any authentication protocol option
instead of the Use Kerberos only option, which is used to configure Constrained Delegation.
This allows the client to authenticate to the Vision Web server using NTLM instead of Kerberos,
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and that authentication is then “transitioned” over to Kerberos for Delegation to the SharePoint

server.

To configure Protocol Transition, complete the following steps:
1.
2.

Open the Active Directory Users and Computers MMC on a Domain Controller.

Locate the User account for the Vision Application Pool Identity (WSS Service account),

which is most likely under the Computers Organizational Unit (OU).

Right-click and select Properties.

On the Delegation tab, select the Trust this user for delegation to specified services

only option.

Select the Use any authentication protocol option.

DMServAcct3Tier Properties ﬂll
Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+
General I Address I Account I Prafile I Telephones  Delzgation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation

" Trust this user for delegation to any service (Kerberos only)

£+ Trust this user for delegation to specified zervices only

= Use Kerberos only
%' |se any authentication protocol

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc

4| | i
[~ Expanded Add.. | Bemove I

ok | Cancel | Apply

6. Click Add. The Add Services dialog box displays.
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users or complters, and then click the zervices.

To zelect one or more user or computer hames, click
Usgers or Computers,

Avwailable zervices;

Add Services EE

To allovs zervices to be delegated for & uzer or computer, select the appropriate

Semvice Type | Usger or Computer | Fort | Service Namel Dromain

i

Ok

Select Al |

Cancel |

i

7. Click Users or Computers, search for the SharePoint server, and click OK.

Select Users or Computers

Select thiz object twpe:

IUsers, Computers, Built-in zecurity principals, or Other objects

FErom thig location:

IINETTEST2K3N.CDM

Enter the object names to zelect [eramples):

Ohiject Types...

Locations...

CAMOUAINETERANSST

Advanced... |

0K

LCheck Mames

| Cancel

il

%

8. Locate the http service for the SPN (FQDN) you created earlier (in our example,

sharepoint.inettest2k3n.com), select it, and click OK.
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To allows zervices to be delegated for a uzer or computer, select the appropriate
uzers of computers, and then click the services.

Available services:

To zelect one or more user or computer names, click Users or Computers. |
Uzers or Computers.

Service Type | Uzer or Computer | Part | Service Name| Dﬂ
dnscache CamOalMETKINSGST
eventlog CamOalMETKINSGST
eventzystem  CAMOAINETKINSST J
fax CamOalMETKINSGST
HOST CamOalMETKINSGST
hitp CamOalMETKING ST

sharepoint. ir

ias I:.l’-‘n.M.l’-‘n.I METK3NSSE1
iizadmin CAMOAINETKINSST =
rTmm rARANAIME T M EC _PI_I
b

Select Al |
ak. I Cancel |

This illustration shows two http service types. Unless you have registered a custom
FQDN using the setspn utility, only the server name displays. These service types are

known as Service Principal Names (SPNs).

The SPN referencing CAMQAINETK3NSSL1.inettest2k3n.com was created
automatically when the server was added to the domain and the http service (IIS) was

installed.

The second SPN referencing sharepoint.inettest2k3n.com is a new SPN that was
created using the setspn utility that allows us to register the custom FQDN of the server,

which provides more meaning than the actual machine name.
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The Delegation tab should look like this:

DMServicct3Tier Properties e |
Organization I Member Of I Dial-in I Erwironment I Segziong
Femoate control I Terminal Services Profile I COkM+

General I Address I Acocount I Pratile I Telephores ~ Delegation

Delegation is a security-sensitive operation, which allows services to act on
behalf of another uzer.

= D not trust this user for delegation
€ Trust this user for delegation to any service [Kerberos anly]
&' Trust this user for delegation to specified services only

' |se kerbenos only

{* Uze any authentication protocok

Services to which thiz account can present delegated credentials:

Service Type | |Jzer or Computer | Port | Semvice Name| D¢
hittp CAMOAIMETEINSS3
1] | i
[~ Expanded

Agd... | Bemove |

0K I Cancel | Apply |

Because you explicitly specified the http service and not all services on the SharePoint

server and because you selected the Use any authentication protocol option and not
Kerberos, this is known as Protocol Transition.
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Multi-Tier—New Installation of Document
Management 6.1 with SharePoint Server 2010

The following instructions assume that Vision and SharePoint Server 2010 exist on separate
servers as they are not supported on the same physical server and assume that SharePoint
Server 2010 is already and installed and configured.

Prerequisites
e Install and configure SharePoint Server 2010.
e |Install/upgrade to the current release of Vision 6.1.

e Change the Application Pool Identity for the DeltekVisionAppPool to be a domain
account. (The Vision 6.1 installation sets this to be the local DeltekVision account.) This
account will also be the SharePoint Service account. Add this user to the local
Administrators group on the Vision server (and WSS server if running on a separate
server).

Configure Vision Application Pool Identity to Be a Domain
Account

You must change the Vision Application Pool Identity to be a domain account. The default is for
Vision to use a local DeltekVision user created during the Vision installation. This change is
necessary because of the local account’s inability to read the SPN configured in Active Directory.

#.|  For this account to be the Application Pool Identity it must be a member of the IIS_IUSRS group in
11S7.0, in addition to being a member of the local administrators group for Vision.

To change the Vision Application Pool Identity, complete the following steps:

1. Create a domain user account. This account must also be your SPF Service account. No
domain Admin rights are needed for this account.

2. Log on to the domain on the Vision Web/application server using an Administrator
account.

3. Open Internet Information Services: Start » All Programs » Administrative Tools »
Internet Information Services (IIS) Manager.

Expand the Server name and then click Application Pools.

Select the DeltekVisionAppPool and select Advanced Settings from the Action pane
on the right hand side. The following displays:
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I

B (General) =
NET Framework Version v2.0
Managed Pipeline Mode Integrated
MName DeltekVisionAppPool
Queue Length 1000
Start Automatically True
B cru
Limit a
Limit Action MoAction
Limit Interval {minutes) 5
Processar Affinity Enabled False
Processor Affinity Mask 4294967295 |
EH Process Model
EE R <':cicision el
Idle Time-out (minutes) 0
Load User Profile False
Maximum Worker Processes 1
Ping Enabled True
Ping Maximum Response Time {(seconc 90
Ping Period (seconds) 30
Shutdown Time Limit (seconds) 90
Startup Time Limit (seconds) a0
[H_Pracess Nenhani ~
Identity
[identityType, username, password] Configures the application pool to run as
built-in account, i.e. Network Service (recommended), Local System, Local Service,
or as a spedfic user identity.

0K | Cancel |
VA

6. Place your cursor in the Identity field and then click the ellipses button to set the identity.
The Application Pool Identify dialog box displays:

Application Pool Identity 2=
" Builtin account:

| i

% Custom account:

Ideltekvision Set... |

oK I Cancel |

7. Select the Custom account option and click Set. The Set Credentials dialog box
displays.
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User name:
IINI:‘I'I'ESTZI(3N‘|,DM5ErvAcct3'I'|er

Password:

Confirm password:

0K I Cancel |

8. Inthe User name field, enter the Application Pool Identity in the form
<Domain>\<Username>. In the Password and Confirm password fields, enter that
user’s password. Then click OK three times to set the identity.

Configure SPN for Vision Application Pool Identity

As mentioned earlier in this document, it is necessary to create a Service Principal Name (SPN)
for the domain user running the DeltekVisionAppPool. Please refer to the section in Appendix B
titled “lIS 7.0/ 7.5 Kernel Mode Authentication” for important information of the use of Service
Principal Names and Kernel Mode Authentication with your Application Pool Identity.

To add the Application Pool Identity as a Service Principal Name, complete the following
steps:

1. Enter the following commands on the domain server where setspn is installed:
setspn —-A http/<Vision Web/App Server name> <domain app pool identity>
For example: setspn —A http/camqgainetk3nwb5 inettest2k3n\dmservacct3tier
2. Repeat for the FQDN of the server.
Refer to the following related Microsoft Knowledge Base article:

http://support.microsoft.com/?id=871179

@ If your Vision Web server is accessed by a DNS / FQDN (Fully Qualified Domain Name) that does
not match the name of the server (for example, if your Vision Web server is named Server01 and its
DNS name is Server01.Company.com, but you have added a custom DNS value
Vision.Company.com), you must also add an SPN for this custom DNS name.

Install and Configure Vision 6.1 Document Management and the
SharePoint Server 2010 Site Collection

When you install Vision 6.1 Document Management on your SharePoint 2010 server, only the
necessary components are installed. Post-installation configuration is necessary. The steps to
configure SharePoint Server 2010 to work with Vision Document Management are outlined
below.

The Document Management installation does the following:
e Installs Web Service Extensions (WSE) 2.0 SP3.

e Copies Document Management files to the SharePoint ISAPI folder (c:\program files\common
files\microsoft shared\web service extensions\14\isapi).
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e Copies Document Management files to the Vision Support folder (\program
files\deltek\vision\support\DM\30).

e Modifies the SharePoint Web.config file in the ISAPI directory to work with Vision Document
Management.

e |Installs Deltek.Vision.WSS30.Server.dll into the Global Assembly Cache (GAC).

Install Vision 6.1 Document Management on the Vision Web Server

To install Vision 6.1 Document Management, complete the following steps:

1. Download the DeltekVision61SP4DM.exe file and run the setup on your Vision Web
server.

2. The installation will check to ensure that the 1IS Role service Windows Authentication. If
the Role Service is not installed you will be prompted to install it and the setup will exit:

¥ision (Document Management) - InstallShield Wizard [ X}

@5 Setup has detected Windows Yista/Server 2008 and determined
)| that Windows Authentication is not installed as a role service.
— Please install and re-run setup. Setup will exit,

3. The following dialog box then indicates the 1IS licensing requirements for the use of
Windows Integrated Authentication (required to use Vision Document Management):

Yision {Document Management) - InstallShield Wizard X/

& Document Management requires Integrated security to be used.
)| This setup will change the your virtual directory security model to
—  Integrated security that might have Microsoft Windows Client
Access License {CAL's) implications. Setup will continue.,

4. Click OK. The Welcome page displays.
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Deltek Yision Document Management Installation Wizard E3

Welcome to the Deltek Yision 6.1 [SP4)
Document Management Installation Wizard

This installation wizard will install Deltek Yision 6.1 [SP4)
Document Management components on your computer.

G
LT

Moo

< Back | Nexst > I Cancel I

5. Click Next. The License Agreement page displays.

Deltek ¥ision Document Management Installation Wizard

Licenze Agreement
Fleaze read the following license agreement carefully.

IMPORTANT- READ CAREFULLY. This End User License Agreement il
("Agreement”) is a legal agreement between you (either an individual or a
single entity, hereinafter referred to as "Licensee") and Deltek Systems,

Inc. for certain Deltek software products and any documentation that
accompany this Agreement, which includes third party software,

associated media and any related services. An amendment or addendum

to this Agreement may accompany the Software should other terms and
conditions not otherwise stated in this Agreement need to apply. YOU
AGREE TO BE BOUND BY THE ALL TERMS OF THIS AGREEMENT

BY INSTALLING, COPYING OR USING THE SOFTWARE. IF YOU DO |

& 1 accept the tems of the license agreement Brit |

| do not accept the terms of the license agreement

< Back | Hewt » I Cancel |

6. Select | accept the terms of the license agreement and click Next. The following dialog
box displays.

InstallShield

Question

=S Setup has detected that this is your Deltek Vision web/application
Y server. will this server also be your Microsoft Windows
~— SharePoint Services webfapplication server?

196 .
Deltek.-.-



Document Management Installation Guide

7. Click No because this is a multi-tier installation of Vision Document Management and
your Vision Web server will not host SPF 2010. The following dialog box displays to
remind you to run the setup on the SPF server.

¥ision {Document Management) - Installshield Wizard | x|

k. Please be sure to run this setup on your Microsoft Windows
E ,.-' SharePoint Services web/application server in addition ta this
T sErver,

8. Click OK to display the Ready to Install the Program page.
Deltek ¥Yision Document Management Installation Wizard x|
Ready to Install the Program ‘ ]
The wizard iz ready to begin installation. h

Click Inztall to begin the installation.

IF pou want to reviews or change any of vour inztallation settings, click Back. Click Cancel to exit
the wizard.

InstallShield

< Back Install Cancel

9. Click Install to start the installation.

10. Click Finish when the installation is completed.
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Deltek Yision Document Management Installation Wizard

i

InztallS hield Wizard Complete

The InstallShigld ‘Wizard has successfully installed Vizion
[Document Management]. Click Finish to exit the wizard,

< Back

Lanzel |

Install Vision Document Management on the SharePoint 2010 Server

To install Vision Document Management on the SharePoint server, complete the following

steps:

1. Download the DeltekVision61SP4DM.exe file and run the setup on your Vision Web

server.

2. The Document Management Installation Wizard displays.

Deltek Yision Document Management Installation Wizard

Welcome to the Deltek Yision 6.1 (SP4)

Document Management Installation Wizard

This installation wizard will install Deltek Vision 6.1 [SP4)
Document Management components on your computer.

< Back | Nexst > I

Cancel

3. Click Next. The License Agreement page displays.
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Deltek ¥ision Document Management Installation Wizard |
License Agreement ‘ ]

Fleaze read the follmwing licenze agreement carefully, |

IMPORTANT- READ CAREFULLY. This End User License Agreement ﬂ
"Agreement” is a legal agreement between you (either an individual or a
single entity, hereinafter referred to as "Licensee”) and Deltek Systems,

Inc. for certain Deltek software products and any documentation that
accompany this Agreement, which includes third party software,

associated media and any related semices. An amendment or addendurm

to this Agreement may accompany the Software should ather terms and
conditions not otherwise stated in this Agreement need to apply. YOU
AGREE TO BE BOUND BY THE ALL TERMS OF THIS AGREEMENT

BY INSTALLING, COPYING OR USING THE SOFTWARE. IF YOU DO |

& 1 accept the terms of the license agreement Print |

| do not accept the terms of the license agreement

< Back | Heut » I Cancel |

4. Accept the License Agreement and click Next.

5. The Ready to Install the Program page displays.

Deltek ¥Yision Document Management Installation Wizard x|

Ready to Install the Program ‘ ]
The wizard iz ready to begin installation. I h

Click Inztall to begin the installation.

IietalShield

IF pou want to reviews or change any of vour inztallation settings, click Back. Click Cancel to exit
the wizard.

InstallShield

Cancel |

< Back

6. When the installation is complete, the InstallShield Wizard Complete page displays.
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Deltek ¥ision Document Management Installation Wizard

\.N InstallShield Wizard Complete

The InztallShield Wizard has successfully inztalled Yizion
[Document Management]. Click Finish to exit the wizard.

< Bacl S Fikish Cancel

7. Click Finish.

Use SharePoint Central Administration to Complete the SharePoint
Configuration

Complete the SharePoint configuration using SharePoint Central Administration. This section
assumes that SharePoint Server 2010 as already been installed and configured.

To complete the SharePoint configuration, complete the following steps:

1. In SharePoint Central Administration, select Application Management and Manage
Web Applications.
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(,‘_'Web Applications Management - Windows Internet Explorer |_ (O] x]

@g’—\‘;v I ) http:/fcamopsk8r23tr3:31951/_admin/WebaApplicationList :] 49| X I Bing L~
7
¢ Favorites | 573 @ Suggested Sites ~ @ | Web Slice Gallery ~
|| web Applications Management 2~ v | = v Page~ Safety~ Tools~ @~
Sy INETTEST2 dministrator ~
Site Actions v 3OS e Web Applications
< "] Manage Features % Blocked File Types
0 v g = Managed Paths %5 User Permissions
New Extend Delete  General Authentication Self-Service Site User Anonymous Permission
. Settings ~ &) Service Connections Providers Creation Web Part Security Policy Policy olicy
Contribute Manage Security Policy
a
Central —I
Administration Name URL Port
Application Management  SharePoint - 80 t amopskar23tra/ 80
System Settings SharePoint Central Administration v4 31951
Monitoring

Backup and Restore
Security
Upgrade and Migration

General Application
Settings

Configuration Wizards

|
’—[—[—’—[—[—! . Trusted sites | Protected Made: OFF [?:[ H100% v 4
2. Select the web application that you would like to create the Deltek Vision site
collection in and then select Managed Paths option. This will create a specific URL
for your Vision Document Management site collection (for example,
http://SharePoinServer/DeltekVision).
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/2 Web Applications Management - Windows Internet Explorer
% - I;] http://camgainetk38wba:

T;? Favorites | {5 Q Suggested Sites v € | Web Slice Gallery v

L_LJ Web Applications Management

Define Managed Paths

Included Paths

This list specifies which
paths within the URL
namespace are managed by
Microsoft SharePoint
Foundation.

Add a New Path

Specify the path within the
URL namespace to include.
You can include an exact
path, or all paths
subordinate to the specified

;] \‘7" ]»X:‘ Ib Live Search

X3 - E) - 7 mm - Page~ Safety~ Toos~ @~

X Delete selected paths
Path Type

7 (root) Explicit inclusion

[T sites Wildcard inclusion

Path:

|Deltekvision Check
URL

Note: To indicate the root path for this web
application, type a slash (/).

path.
Type:

Explicit inclusion k4

Use the Check URL link to
ensure that the path you
include is not already in use
for existing sites or folders,
which will open a new
browser window with that
URL.

_x

[ [ [ [ [ [ Trustedsites | Protected Mode: Off Ya - [Ri00% - /]

3. Enter DeltekVision in Path and select Explicit inclusion from the Type drop-down
list and click Add Path.

Click OK.

5. Click Application Management and select the Create Site Collection option under
Site Collections.
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/2 Application Management - Windows Internet Explorer L =181 x|
=% ouwe

_" §F§rePoinrzo1o Central Administration » Application Management

Central

Administration KQN |, ek fppkcainns

Manage web applications | Configure alternate access mappings
Application Management
System Settings J,ﬁhj Site Collections )
—=l Create site collections | Delete a site collection | Confirm site use and deletion
Specify quota templates | Configure quotas and locks
Backup and Restore Change site collection administraters | View all site collections

Menitoring

Security Configure self-service site creation

Hbgrade-andiMigration Service Applications
Manage service applications | Configure service application asscciations
Mar‘age Services on server

General Application
Settings

Configuration Wizards
Databases
=1 Manage content databases = Specify the default database server
Configure the data retrieval service

v

[ [ [ [ [/ Trustedsites | Protected Mode: Off [Fa~ [®w% -
The Create Site Collection page displays.

De Ite ki. 203



Multi-Tie—New Installation of Document Management 6.1 with SharePoint Server 2010

ﬂ‘ Create Site Collection - Windows Internet Explorer = l =) | 5]
2 (B2 E3 | X R

‘camgainetk38wbg: 3

. admi

.5 Favorites ‘ 903 @ suggssted Sites > ] Web Slice Gallery »

|| Create Site Collection B - o @1 - Page~ Safety~ Tooks~ @~

INETTEST2K3N\administrator ~

Site Actions ~  §

< “SRarePoint 2010 Central Administration » Create Site Collection

Use this page to create a new top-level Web site.

Central
Administration OK | Cancel |

Application Management

” B Web Application
System Settings Web Application: | http://camgainetk38wb9/ ~
Select a web application.

Monitoring
Backup and Restore To create a new web application go to New \Web Application page.
Security
Upgrade and Migration Title and Description Title:
General Application Type a title and description for your new site. The title will be displayed on lDeItek Yision )
Settings each page in the site, 7
Description:
Configuration Wizards :J
|
Web Site Address
URL:
Specify the URL name and URL path to create a new site, or choose to http:l/camqainetk38wb9| /deltelkvision v [

create a site at a specific path.
To add a new URL Path go to the Define Managed Paths page.
Template Selection
Select a template:

A site template determines what lists and features will be available on your Collaboration Elastanedice i
new site, Select a site template based on the descriptions of each Js =

template and how you intend to use the new site. Many aspects of a site _
ran he custnmized after rreation. However. the site temnlate cannot he Blank Site =
|‘/ Trusted sites | Protected Mode: Off A~ | 0% ~ 4

6. Enter Deltek Vision in Title and enter a description, if appropriate.

7. From the URL drop-down list, select /deltekvision. This will be the top level root for
Vision Document Management.
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{2 Create Site Collection - Windows Internet Explorer 0 =& x|
= o~ - =

@:: p://camqgainetk38wb9: 3 3 2| X lb = 2

< Favorites | <% @ sugoestedSites » @ | Web Slce Gallery

[7] create site Collection - B v = @ - Page~ Safety~ Tods- @-

INETTEST2K3N\administrator ~

Site Actions ~
Select a template: ‘:J

A site template determines what lists and features will be available on your Collébcraticp P —

new site, Select a site template based on the descriptions of each ks J
template and ho! u intend to use the new site. Many aspects of a site

can be customized after creation. However, the site template cannot be Blank Site
changed once the site is created. Document Workspace
Blog

Group Work Site

A site for teams to quickly organize, author, and share information. It
pravides a document library, and lists for managing announcements, calendar
items, tasks, and discussions.

Primary Site Collection Administrator

User name:
Specify the administrator for this site collection. Only one user login can be E i i 9_/ ]
provided; security groups are not supported.
Secondary Site Collection Administrator

User name:

Optionally specify a secondary site collection administrator. Only one user
login can be provided; security groups are not supported.

%@

Quota Template
Select a quota template:

Select a predefined quota template to limit resources used for this site No Quota v, I
collection.
Storage limit:

add a new ta at Templates page.
To add a new quota template, go to the Manage Quota Templates page Number of invited Lsers:

OK | Cancel | ;!

[ [ [ [ [/ Trusted sites | Protected Mode: Off Vav [ ®w0% - 4

8. Under Select a template, accept the default of Team Site for the template to be
used and enter a username in each of the User name fields for the primary and
secondary site collection administrators.

9. Select No Quota in Select a quota template and click OK. The Top-Level Site
Successfully Created page displays.
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ff Top-Level Site Successfully Created - Windows Internet Explorer i == I_X_I
tp://camqainetk38wh: 3 3 il x| lb_ e Pelie
.7 Favorites | 95 @ sugaested Sites » @ | Web Slice Gallery ~
|71 Top-Level Site Successfully Created - v [ gm v Page v Safety~ Tools~ @~
INETTEST2K3N\administrator ~
Site Actions ~
& “S’F\arePoinrzmo Central Administration » Top-Level Site Successfully Created
;:ntral The new t t reated ssfully with the specified URL. If you have permission to view the Web site, you can do so in a new
ministration brow clicking the URL. To return to SharePoint Central Administration, click OK .
Application Management http://camgainetk3 S/deltekvision
System Settings
Menitoring oK I
Backup and Restore
Security
Upgrade and Migration
General Application
Settings
Configuration Wizards
-
Done [ [ [ [ [ [ Trustedsites | Protected Mode: OFf Va- [®wo% -

10. Click the link for the top level site (in our example it is
http://camgainetk38wb9/deltekvision) to display the site.
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/2 Deltek Vision - Home - Windows Internet Explorer & x|
4 3 m w | [®=

ey IL-J http://camgainetk38ss4/delte! 5 me.aspx LI 2| X I-, Live Search Ll
S Favorites ‘ 7,;“5 é Suggested Sites v £ |

|| Deltek Vision - Home i - B - ) @ - Page- safety- Toos- @-

INETTEST2K3N\administrator ~
site Actions - @ B

il Deltek Vision » Home

Home Search this site. 2 0

Libraries

Site Pages Welcome to your site!

Shared Documents

Lists

Calendar

Tasks

Discussions

Shared Documents

Team Discussion
T Type Name Medified Medified By

"Shared
y. To add a new item, click "New"

n this view of

“. Recycle Bin

[ ANl site Content
4 Add document

$ Share

n Chang heme

;‘ Set a sl

1-’33 Customize the Quick Launch L]
Done ’_ I_ ,_ ,_ l_ ’_ [€& Local intranet | Protected Mode: Off r«ﬁ_v[ ®100% ~

11. The SharePoint configuration is complete. Close SharePoint Central Administration.

Configure SharePoint for a Fully Qualified Domain Name (FQDN) URL
(Optional)

If you will be configuring your SharePoint server to use a custom DNS record for the URL, then
you must create an additional SPN and also create Alternate Access Mappings in SharePoint.

See “Appendix C: SPN Configuration When Using Custom DNS Records” on page 100 for more
information.

Verify 1IS Configuration and Configure Deltek Vision Document
Management .NET Assembly

To verify lIS configuration, complete the following steps:

1. Use the directions that follow to open Internet Information Services to view these
Web sites:

= Default Web Site — This is your Vision Web Site
= SharePoint — 80 — This is your SPF 2010 Web Site

= SharePoint Central Administration Web Site
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" Internet Information Services (IS} Manager [_ (O]
@ L0 (8 » cAMOPSKERZITRZ b Sites b | - L@ -
File  Wiew Help
@) sites —
€ - |7 |8 5 & ~dd webSite. .
-5 Start Page Set wehb Site Defaults. ..
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403 Defaul: Wieb Site & SharePoint - 81 1158024854 Started (http) 51 (http) Cihinetput
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T

Copy the Vision Document Management .NET assembly to SharePoint site directory.

3. Copy Deltek.Vision.WSS30.Server.dll from <Vision Installation
Directory>\Support\DM\30 to:

c:\inetput\iwwwroot\wss\Virtual Directories\<site>\bin

@, By default, the <site> directory will reference the port chosen. In our example, the port is
80.

Configure Document Management Service Account in Weblink

You must configure the Document Management service account (username/password) on the
System Settings tab of the Deltek Vision Weblink utility. Follow the instructions below to configure
this:

On the Vision Web server, launch Weblink from Start » Programs » Deltek Vision
Enter the Weblink password when prompted.
Click the System Settings tab.

A w D PE

In the Document Management group box, enter your SharePoint username and
password. This account is your SharePoint Service account/Deltek Vision
Application Pool Identity.

5. Click Test and SharePoint Credentials to validate that the information entered is
correct.
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Weblink

i Save B Test v Change Password (2) Help

@ Database Connection
General|Re; @ Report Server Configuration View
Sharepoint Credentials
Polling Intervar(sec) 30 T Send errors to Deltek automatically
Max concurrentjobs
Copy Databases.encto | I Default Language I English (United States) ] v |
Store Session Statein Memory | v I
Database Setup Document Management
SQL Server I I SharePoint Username I inettest2k3n\dmservacct2tier l
Database Name [ | SharePoint Password l SR |
= Windows Authentication {ApplicationHool 1D:

Configure Vision Document Management

To configure Vision Document Management, complete the following steps:
1. Log in to Vision using an account that has access to the Configuration menus.

2. Click Configuration » General » System Settings and select the Document
Management tab.

¥ ) General System Settings - Apple & Bartlett eriod Ending 6,30,/2005 - ¥6.0 {Limited Release 1)

hhoard ® Search Options (2) Help -

I'ﬁ General System Settings

&= (2) Help

Lookupsl Ernail |Servers | Labels | Hurmbering |Synchronization Docurment Management |.0.udit Trail |Miscellaneous |

Enable Document Management

Server Name/TP | camgainetk3nwbe] |
Wirkual Server Port
Current Site | |,O|

a5 Human Resources

B 1ime & Expense [ Testsite | [ view Sits
EE
Repl:lrtlng

i Configuration

Bl A General
ﬁﬁ Syskern Settings

3. Select the Enable Document Management check box.
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4. Enter the name of the server hosting Document Management. This can be the
NetBIOS name, server name FQDN, or custom DNS/FQDN. Enter this value without
the protocol prefix (for example, remove the http://). In the illustration above, the
value is camqgainetk3nwb4.

Enter the Virtual Server Port. In the illustration above, the port is 80.

Click the Lookup icon to select the current site.

i) Select Web Site x|

E ‘http:fframgainetk3nwb4:81 /deltelkvision (Deltek Wision) |

[8]4 Cancel Help

7. The Select Web Site dialog box displays the available sites. Select a site, and click
OK.

8. Save your changes.

Configure Constrained Delegation

Because your SharePoint server is on a separate physical server and because the Vision Web
server needs to pass the domain credentials of your Vision Document Management users on to
the SharePoint server, you must configure Constrained Delegation.

“.] This assumes a non-Internet deployment of Vision Document Management using Kerberos
authentication. If you are deploying Vision Document Management so that it is accessible over the
Internet, then you need to skip ahead to “Configure Protocol Transition” on page 86.

To configure Constrained Delegation, complete the following steps:
Open the Active Directory Users and Computers MMC on a Domain Controller.

2. Locate the User account for the Vision Application Pool Identity (MOSS Service account),
which is most likely under the Computers Organizational Unit (OU).

Right-click and select Properties.

4. On the Delegation tab, select the Trust this user for delegation to specified services
only option.

5. Select the Use Kerberos only option.
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DMServiAcct3Tier Properties 2=l

Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+
General I Address I Account I Prafile I Telephones  Delzgation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation

" Trust this user for delegation to any service (Kerberos only)
% Trust this user for delegation to specified services only

+ illse kerberas onl

" |se any authentication protocol

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc

4| | i
[~ Expanded Add.. | Bemove I

ok I Cancel | Apply |

6. Click Add. The Add Services dialog box displays.

To allovs zervices to be delegated for & uzer or computer, select the appropriate
users or complters, and then click the zervices.

To zelect one or more user or computer hames, click
Usgers or Computers,

Avwailable zervices;

Semvice Type | Usger or Computer | Fort | Service Namel Dromain

4| | B
Select Al |

ak. | Cancel |

7. Click Users or Computers. The Select Users or Computers dialog box displays.
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Select Users or Computers

Select thiz object type:

2%

IUsers, Cormputers, Built-in security principalz, or Other objects

Fram thiz location:

Object Types...

IINETTEST2K3N.CDM

Enter the object names to select [eramples]:

Locations...

CAMGAINETEINSST

Advanced... |

LCheck Hames

ok | Cancel

i

2

8. Locate the http service, select it, and click OK.

Add Services

users or complters, and then click the zervices.

Avwailable zervices;

To allovs zervices to be delegated for & uzer or computer, select the appropriate

To zelect one or more user or computer hames, click Users or Computers. . |
Usgers or Computers,

2%

http CAMOAIMETEINSST

sharepoint. ine

a5 CAMOAINETEINSST
iizadmin CAMOAINETEINSST
;nr-r\ur\ CabdNAIME TS0 |

[ o |

Semvice Type | Usger or Computer | Port | Semvice Name| D:I
dnzcache CAMOAIMETKINSST
eventlog CAMOAIMETKINSST
eventzysten CAMOAIMETKINSST
[EY] CAMOAIMETKINSST
HOST CAMOAIMETKINSST

I

;IJ
Select Al |

Cancel |

9. The Delegation tab should look like this:
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DMServiAcct3Tier Properties 2=l
Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+
General I Address I Account I Prafile I Telephones  Delzgation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation
" Trust this user for delegation to any service (Kerberos only)
% Trust this user for delegation to specified services only

{* ze Kerberos only

" |se any authentication protocol

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc
hitp CamMOAIMETKIMSS3
4] | *
[~ Expanded H E Bemave |
ok | Cancel | Apply |

Because we are explicitly specifying the http service and not all services on the SharePoint
server, this is known as Constrained Delegation.

There are two http service types listed. These service types are known as Service Principal
Names (SPNs). The SPN referencing CAMQAINETK3NSS1.inettest2k3n.com was created
automatically when the server was added to the domain and the http service (11S) was installed.
The second SPN referencing sharepoint.inettest2k3n.com is a new SPN that was created using
the setspn utility that allows us to register the custom FQDN of the server, which provides more
meaning than the actual machine name.

Configure Protocol Transition

If Vision Document Management functionality is required over the Internet and you will be using a
custom DNS/FQDN for the SharePoint URL (as in our example, visionl.inettest2k3n.com), then
you need to configure a form of delegation referred to as Protocol Transition. If Document
Management functionality is not required, you can skip this step.

The Kerberos authentication protocol must be used to authenticate from the Vision Web server to
the SharePoint server. However, if Vision is deployed in an Internet scenario and there are users
outside of the firewall who need to access Document Management features, then Kerberos
authentication cannot be used to authenticate the client to the Web server. This is because the
client needs to have the ability to negotiate a Kerberos ticket with the Key Distribution Center
(KDC), which is a service running on a Domain Controller. This requires port 88 to be opened
inbound on the firewall to the Domain Controller, which is not an advisable configuration.

To get around this, you must be running a Native Windows Server 2003 functional domain.

Protocol Transition is configured by selecting the Use any authentication protocol option
instead of the Use Kerberos only option, which is used to configure Constrained Delegation.
This allows the client to authenticate to the Vision Web server using NTLM instead of Kerberos,
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and that authentication is then “transitioned” over to Kerberos for Delegation to the SharePoint
server.

To configure Protocol Transition, complete the following steps:
1. Open the Active Directory Users and Computers MMC on a Domain Controller.

2. Locate the User account for the Vision Application Pool Identity (MOSS Service account),
which is most likely under the Computers Organizational Unit (OU).

Right-click and select Properties.

On the Delegation tab, select the Trust this user for Delegation to specified services
only option.

5. Select the Use any authentication protocol option.

DMServAcct3Tier Properties ﬂll
Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+
General I Address I Account I Prafile I Telephones  Delzgation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation

" Trust this user for delegation to any service (Kerberos only)

£+ Trust this user for delegation to specified zervices only

= Use Kerberos only
%' |se any authentication protocol

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc

4| | i
[~ Expanded Add.. | Bemove I

ok | Cancel | Apply |

6. Click Add. The Add Services dialog box displays.
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users or complters, and then click the zervices.

To zelect one or more user or computer hames, click
Usgers or Computers,

Avwailable zervices;

Add Services EE

To allovs zervices to be delegated for & uzer or computer, select the appropriate

Semvice Type | Usger or Computer | Fort | Service Namel Dromain

i

Ok

Select Al |

Cancel |

i

7. Click Users or Computers, search for the SharePoint server, and click OK.

Select Users or Computers

Select thiz object twpe:

IUsers, Computers, Built-in zecurity principals, or Other objects

FErom thig location:

IINETTEST2K3N.CDM

Enter the object names to zelect [eramples):

Ohiject Types...

Locations...

CAMOUAINETERANSST

Advanced... |

0K

LCheck Mames

| Cancel

il

%

8. Locate the http service for the SPN (FQDN) you created earlier (in our example,

sharepoint.inettest2k3n.com) select it, and click OK.
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216

To allows zervices to be delegated for a uzer or computer, select the appropriate
uzers of computers, and then click the services.

Available services:

To zelect one or more user or computer names, click Users or Computers. |
Uzers or Computers.

Service Type | Uzer or Computer | Part | Service Name| Dﬂ
dnscache CamOalMETKINSGST
eventlog CamOalMETKINSGST
eventzystem  CAMOAINETKINSST J
fax CamOalMETKINSGST
HOST CamOalMETKINSGST
hitp CamOalMETKING ST

sharepoint. ir

ias I:.l’-‘n.M.l’-‘n.I METK3NSSE1
iizadmin CAMOAINETKINSST =
rTmm rARANAIME T M EC _PI_I
b

Select Al |
ak. I Cancel |

This illustration shows two http service types. Unless you have registered a custom
FQDN using the setspn utility, only the server name displays. These service types are

known as Service Principal Names (SPNs).

The SPN referencing CAMQAINETK3NSS1.inettest2k3n.com was created
automatically when the server was added to the domain and the http service (IIS) was

installed.

The second SPN referencing sharepoint.inettest2k3n.com is a new SPN that was
created using the setspn utility that allows us to register the custom FQDN of the server,

which provides more meaning than the actual machine name.

The Delegation tab should look like this:
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DMServiAcct3Tier Properties 2=l
Organization I kember OF I Dialin I E rwironrment I Sessions
Remate contral I Terminal Services Profile I COk+

General | Addess | Account | Profle | Telephones — Delegation

Deleqation iz a security-sensitive operation, which allows services to act on
behalf of another uzer.

Do not trust this user for delegation
" Trust this user for delegation to any service (Kerberos only)
% Trust this user for delegation to specified services only

= Use Kerberos only

%" illse any authentication protocok

Services to which thiz account can prezent delegated credentials:

Service Type | |Jzer or Conmputer | Part | Service Name| Dc
hitp CamMOAIMETKIMSS3
4] | *
[ Expanded

Add... | Remaove |

ok I Cancel | Apply |

Because we are explicitly specifying the http service and not all services on the
SharePoint server, and because we are using the Use any authentication protocol
option and not Kerberos, this is known as Protocol Transition.
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